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1. Introduction
This paper proposes to make clarifications to the multiple PDN procedures for non-3GPP accesses.
2. Reason for Change
It is already agreed in SA2, that during handover UE is provided first the connectivity to default PDN and then the UE adds connectivity to additional PDNs which the UE was connected in the source access networks. During this procedure UE provides an indication of whether such additional PDN connectivity is for handing over PDN connections or it is for an initial attach. In the first change of this document, it is proposed to add a statement in section 6.4.4 to clarify this behavior. 
During the SA2 meeting in Montreal, it was also agreed that UE can establish connectivity to multiple PDNs when S2b interface is used over untrusted non-3GPP accesses. UE establishes a new Ipsec SA with the ePDG for each PDN it wants to connect. The second change of this document proposes to add a new section 6.5.3 in TS 24.302 to specify this behavior. 
Moreover it was also agreed that UE connects to the same ePDG while establishing multiple PDN connections. Hence the editor’s note in section 7.2.1 is invalid and hence in the third change, the editors note is deleted.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302
* * * First Change * * * *

6.4.4
Multiple PDN Support for trusted non-3GPP access 
Connectivity to Multiple PDNs via trusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and user subscription allow it. The UE can establish connection to additional PDNs over S2a interface by sending a trigger for additional PDN connectivity specific to the non-3GPP access. The UE shall include an APN in this trigger to connect to the desired PDN. The UE shall also indicate the Request type to the trusted non-3GPP access during additional PDN connectivity to distinguish initial attach from handover.  If the UE supports dynamic mobility management mechanism then UE shall use the same mobility protocol selected by the network during initial authentication. The UE shall follow the procedures described in TS 24.303 to connect to multiple PDNs over S2c interface.
* * * Next Change * * * *

6.5.3
Multiple PDN support for untrusted non-3GPP access network
Connectivity to multiple PDNs via untrusted non-3GPP access when PMIPv6 is used is supported in the EPS when the network policies and the user subscription allow it. The UE shall establish connection to multiple PDNs when PMIPv6 is used by the ePDG, by establishing a new IPSec tunnel with the same ePDG as described in section 7.2.2. The UE shall follow the procedures described in TS 24.303 to connect to multiple PDNs over S2c interface.

* * * Next Change * * * *

7.2
UE procedures

7.2.1
Selection of the ePDG

For dynamic selection of the ePDG the UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG. The input to the DNS query is a FQDN, containing the VPLMN ID or HPLMN ID as Operator Identifier, depending on whether the UE is roaming or not.
Editor’s note: the exact format of this FQDN is FFS and needs to be specified in TS 23.003, independently from W-APN and APN.

Editor’s note: it is FFS how the UE determines it’s roaming status.

Upon reception of a DNS response containing one or more IP addresses of ePDGs, the UE shall select an IP address of ePDG with the same IP version as its local IP address.

The UE shall select only one ePDG also in case of multiple PDN connections.

Editor’s note: it is FFS if during handover the UE could connect to two different ePDGs. 
