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1 Purpose

To propose a recommendation for agreeing on properties of an Instance ID and the associated GRUU as used for ICS and Service Continuity.

2 Discussion

2.1 Background

An MSC Server enhanced for ICS (identified simply as MSC Server through the rest of this paper) provides IMS connectivity to a UE that is using CS TS 24.008 signalling.  The MSC Server acts as a combination of an IMS UE and a P-CSCF when communicating with the IM CN subsystem (with any necessary changes to SIP headers and security associations so the S-CSCF knows its an MSC Server).

One of the SIP headers that is transferred from the MSC Server to the S-CSCF is the Contact Header.  The Contact Header in Release 7 and beyond supports GRUU functionality, where by a GRUU is a combination of AOR and Instance ID.  The Instance ID is unique for a SIP UA even if the UA reboots.  draft-ietf-sip-gruu-15 [1] section 4.2 provides a good description of the persistence of the GRUU

The temporary GRUU will be valid for the duration of the registration (that is, through refreshes) , while the public GRUU persists across registrations.  The UA will receive a new temporary GRUU in each successful REGISTER response, while the public GRUU will typically be the same.  However, a UA MUST be prepared for the public GRUU to change from a previous one, since the persistence property is not guaranteed with complete certainty.

This persistence is necessary for a GRUU to truly be useful as an identifier that can be used by other entities for addressing. For example, a GRUUs may be stored in other UEs address books after they have been received during a session.  Thus if Bob wants to reach Alice, he may have stored Alice@domain.com; gr="urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6".  The GRUU should remain persistent so that if Bob chooses this method of addressing the session set-up will be successful provided Alice is register from that SIP UA and available in the network.

Another related requirement comes from Service Continuity [5], where the SCC AS needs to be made aware of the particular UE a specific registration is associated with. 

In the context of emergency calls we need to consider the SA1 requirement in TS 22.101 Version 8.9.0 (see below).

	10.1.3
Call-Back Requirements

Subject to local/regional regulations the network shall support a call-back from a PSAP. 
It shall be possible to supply the user’s Directory Number/MSISDN/SIP URI as the CLI to the PSAP to facilitate call-back. The CLI used on call-back shall allow the PSAP to contact the same terminal that originated the emergency call. 


For an emergency call, it is stated that if a UE is using an existing registration, a public GRUU is available and doesn't indicate privacy, that the public GRUU is included in the emergency session.

Quote from TS 24.229 V8.4.1[2]

5.1.6.8.4
Emergency session setup within a non-emergency registration

……………..

8)
if a public GRUU value (pub-gruu) has been saved associated with the public user identity to be used for this request, and the UE does not indicate privacy of the P-Asserted-Identity, then insert the public GRUU (pub-gruu) value in the Contact header as specified in draft-ietf-sip-gruu [93]; otherwise the UE shall include the address in the Contact header set to contain
2.2 Problem

2.2.1 MSC Server Background
One proposal is that the Instance ID could be assigned by the MSC Server where by each MSC Server generates an Instance ID that is constant for that registration or specific to that MSC Server while the UE is attached to that MSC Server.  This leads to the problems described in the following subclauses.

Stored GRUUs

· UE B on MSCa assigns gr=y

· UE B (using gr=y) calls UE A 

· UE A stores UE B's contact information including the GRUU in the address book

· UE B moves to MSCk assigned gr=h

· UE A calls UE B using the previously stored address book entry which contains gr=y.

· Since UE B is no longer reachable at gr=y, the call attempt will fail

As can be seen in this example, if the GRUU is not persistent across MSC Servers or even across registration on the same MSC Server, then the ability to store and successfully use such a GRUU for addressing that particular UE will be lost. 

Emergency calls

· UE A implicit registration set includes:

· SIP URI A (home number) (default public identity)

· Tel URI MSISDN - Alias to SIP URI

· SIP URI B (business identity)

· UE A on MSCa assigned gr=x

· UE A is rushing to the hospital with a passenger needing urgent attention (perhaps an unexpected early baby delivery) and makes an emergency call using the default public identiy (SIP URI A) and includes gr=x as assigned during registration.

· UE A looses coverage and drops the call. 

· UE A regains coverage in new MSCb and is assigned gr=z

· PSAP calls back SIP URI A; gr=x.  No UE is available with that identity.

.Mix of MSC Server and Non MSC Server cases

Introduction

As identified in subclause 2.2 the use cases have been applied to the generation of an Instance ID at the MSC Server.  However an Instance ID can also be provided from an IMS capable UE since Release 7.  Currently no text exists to state what that Instance ID should be. This can lead to the scenarios described in the following subclauses.

Stored GRUU

This shows a variation of the use case from 2.2.1.1 but shows interactions also with direct IMS registration from the UE towards IMS.

· UE B on MSCa assigned gr=y

· UE B (using gr=y) calls UE A

· UE A stores UE B's contact information including the GRUU in the address book

· UE B moves to I-WLAN, performs an IMS registration and is assigned gr=h

· UE A calls UE B using the previously stored address book entry which contains gr=y.

· Since UE B is not longer reachable at gr=y, the call attempt will fail.

As with the previous version of this example, if the GRUU is not persistent then various scenarios will fail. In this case persistence was not provided across access types. This led to having one GRUU being assigned when connected to an MSC Server and a different GRUU assigned when the UE registered directly with IMS. This lack of persistence eliminates the usefulness of GRUU as a way of targeting a specific device.

Emergency call

· UE A implicit registration set includes:

· SIP URI A (home number)

· Tel URI MSISDN - Alias to SIP URI

· SIP URI B (business identity)

· UE A on I-WLAN assigned gr=x

· UE A on MSCa assigned gr=y

If UE A is in the basement of a building that has I-WLAN coverage and makes an emergency call TS 24.229 procedures will be executed.  Assuming that there is no CS coverage the emergency call can only be completed on IMS and UE will provide its GRUU that consists of gr=x.  The PSAP will cache this incase it needs to make a call back.  Now if UE A moves and drops the call and moves into MSCa it will be assigned gr=y.  The PSAP, if it uses the GRUU, will not be able to reach UE A with the gr=x that it cached.

Service Continuity requirements

One of the fundamental assumptions of Service Continuity (see TS 33.237 [5]) is that the SCC AS can distinguish the particular UE a specific registration is associated with.

This also requires that the SCC AS can, independently of the access UE is using, determine whether it is the same UE or not. 

The SCC AS needs to correlate the different registrations to be able to e.g., perform correct terminating access domain selection for the particular UE, distribute correct session transfer policies to the UE etc. 

Hence, some indication is needed in the registration and subsequent messages to allow the SCC AS to detect that it is the same UE. Using the same GRUU irrespectively of access (CS or PS) would be the most natural way to achieve this. 

It could be noted that stage 2 requirements [3] already today states that:

A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

And for Service Continuity [5]:

When using CS access for media, the UE may be registered in IMS as specified in TS 23.292.

From the above it can be concluded that it is the UE as such, and not the MSC server which is registered in IMS, i.e., the GRUU registered by the MSC server on behalf of the UE should reflect the UE and not the MSC server. Furthermore the first statement also suggests that the GRUU is independent of access. 

Conclusion

As outlined in draft-ietf-sip-gruu-15 [1] and current stage 2 requirements, a public GRUU is intended to be persistent for a particular device. Therefore we need to ensure that we are providing persistence in our solutions for ISC and the MSC Server enhanced for ISC or for any usage of the GRUU.

Assignment of an Instance ID that is not common across MSC Servers does not provide a "persistent" characteristic, and is not consistent with the current stage 2 requirements.  

Additionally, assignment of an Instance ID that is not common across access technologies does not provide a "persistent" characteristic either, and is also not consistent with the stage 2 requirements. 

One way of providing persistence is to define a standardized algorithm for Instance ID generation across all MSC Servers and accesses so that the Instance ID has a property of being "persistent" regardless of which access or MSC Server the UE is connected to.

3 Recommendation

Based on the above discussion and conclusions, it is recommended that we adopt the following properties to be applied to the Instance ID (sip.instance):

a) persistent across MSC Servers

b) persistent across Access Technologies

c) The IMEI is used as an input for the instance ID.  Where the IMEI is the instance ID or not is for FFS
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****1st change****
4.1.1 6.3.1
General

Prior to performing registration on behalf of a UE, the MSC Server enhanced for ICS shall generate 
-
a private user identity;

-
a temporary public user identity; and

-
a home network domain name to address the REGISTER request to;

in accordance with the procedures a described in 3GPP TS 23.003 [9].
Note:
The condition when the MSC Server enhanced for ICS initiates registration on behalf of a UE is described in 3GPP TS 29.292 [6].
Prior to performing registration on behalf of a UE, the MSC Server enhanced for ICS shall obtain the IMEI of the UE using procedures as defined in 3GPP TS 24.008 [5].The IMEI shall be used to create the instance id.
Editor's note: How the IMEI is used to create the instance id is further study.
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