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Purpose

When the SCC AS receives a request to terminate a session, it may need to select among many contacts for the same public user ID.   This paper presents text to indicate how such selection should be performed.

Use case

A multi mode ICS capable UE can be registered with the IMS via multiple different access's providing the UE with different capabilities:

e.g.
I-WLAN
broadband capability providing VoIP, Video, etc and


EMSC

IMS Centralised services connectivity and 


GERAN
Gm capabilities for full control of IMS Centralised Services or 


UTRAN
Same as GERAN plus bearer for video stream

Given this multitude of access types with different capabilities the SCC AS has in it a Terminating Access Domain selection (T-Ads)function.  The purpose of this function is to choose the appropriate target and provide information to the S-CSCF to influence the selection of the target.    The issue at hand is:

a) How does the T-ADs know if a UE is ICS capable at all.

b) If a UE is ICS capable, is it capable of performing ICS operations while engaged in an ongoing call.

c) Once the T-ADs has determined the target how does it signal this information to the S-CSCF

Solution

One method that a S-CSCF can use to select the target  Contact is by use of RFC 3840/1 procedures, where by a SIP UA registers its capabilities and the party wishing to terminate a session to a SIP UA can express caller preferences.  Such functionality would seem to be ideally suited to the above problem.  It allows the callee to indicate its preferences.  It allows the caller to identify capabilities, so in this instance the SCC AS can provide additional capabilities to selected the desired target contact.

It is proposed that if a UE wants to use a particular access for control of ICS service that it signals this to the network.  In addition not all transport technologies support the simultaneous use of both voice and data channel e.g. non DTM capable GERAN network and or UE.  Thus even if a UE is ICS capable and discovers that the ability to transmit voice and service control signaling at the same time has been lost that an indication is provided to the network.

In order to assist T-ADs in selecting an ICS capable Enhanced MSC server, that when an EMSC registers on behalf of a UE in that registration request it provides an indication of the capabilities of the UE, the capability being an ICS capable EMSC.

6
Roles for registration in the IM CN subsystem

6.1
Introduction

This clause specifies procedures that are related to registration in the IM CN subsystem that are required for support of ICS. Both when the ICS UE generates the registration and when the MSC Server enhanced for ICS generates the registration is covered. 
Subclause A.3 gives examples of signalling flows for registration.
6.2
ICS UE

The ICS UE registers to IM CN subsystem as specified in 3GPP TS 24.229 [4] and includes its capabilities in the Contact header including the media feature-tags applicable for ICS.  The media feature-tags applicable for ICS are g.3gpp.DTM and g.3gpp.ICS. These media feature tags are further described in annex X
.
6.3
MSC Server enhanced for ICS
Editor's note: This subclause describes the MSC Server role in the registration process towards the IM CN subsystem.

Editor's note: It is for further study, whether requirements in clause 6 could be specified by referencing 24.229 procedures. In addition it is for further study whether parts of the requirements in clause 6 will be documented in 24.229.

6.3.1
General

Prior to performing registration on behalf of a UE, the MSC Server enhanced for ICS shall generate 
-
a private user identity;

-
a temporary public user identity; and

-
a home network domain name to address the REGISTER request to;

in accordance with the procedures a described in 3GPP TS 23.003 [9].
Note:
The condition when the MSC Server enhanced for ICS initiates registration on behalf of a UE is described in 3GPP TS 29.292 [6].

Editor's note: The MSC Server enhanced for ICS needs to provide the instance ID. The content of the instance id and how it is provided requires further study.

6.3.2
Initial registration

On sending a REGISTER request, the MSC Server enhanced for ICS shall:

1) 
set the Request-URI to the SIP URI of the domain name of the home network used to address the REGISTER request;
2)
set the From header to the SIP URI that contains the temporary public user identity to be registered;
3)
set the To header to the SIP URI that contains the temporary public user identity to be registered;

4)
populate an Authorization header, with:

-
the username directive, set to the value of the private user identity;

-
the realm directive, set to the domain name of the home network;

-
the uri directive, set to the SIP URI of the domain name of the home network;

-
the nonce directive, set to an empty value; and

-
the response directive, set to an empty value;
Editor’s Note: The only usage of the Authorization header is to transport the private user identity. It is for further study what level of security applies to. One approach could be that S-CSCF detects that the user is already authenticated in the MSC based on configuration. 
5)
set the Contact header to include the SIP URI containing the IP address or FQDN of the MSC Server enhanced for ICS in the hostport parameter. The MSC Server enhanced for ICS shall include a +sip.instance parameter containing the instance ID. The MSC Server enhanced for ICS shall include in 
a) g.3gpp.icsi_ref feature tag as specified in 3GPP TS 24.229 [4] the value for the IMS Multimedia Telephony Communication Service as specified in 3GPP TS 24.173 [12];
b)
q.3gpp.ics set to PRINCIPAL feature tag as specified in subclause Annex X.  
Editor’s Note: The content of the instance ID requires further study. 

6)
set the Via header to include the IP address or FQDN of the MSC Server enhanced for ICS in the sent-by field;
7)
set the Expires header, or the expires parameter within the Contact header, to the value of 600 000 seconds for the duration of the registration;

NOTE:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.
8)
populate the Supported header with the option tag "gruu";

9)
populate the Require header with the option tag "path";
10)
populate the Path header with:

-
a SIP URI identifying the MSC Server enhanced for ICS;

-
an indication that requests routed in this direction of the path (i.e. from the S-CSCF towards the MSC Server enhanced for ICS) are expected to be treated as for the terminating case;

Editor’s Note: It is for further study whether the MSC Server enhanced for ICS, although not being a proxy, should insert a Path header itself. By inserting the Path header, the ICS registration follows what is specified for Mw reference point.
11)
populate the P-Charging-Vector header with the icid parameter populated as specified in 3GPPP TS 32.260 [pp] and a type 1 orig-ioi parameter. The MSC Server enhanced for ICS shall set the type 1 orig-ioi parameter to a value that identifies the sending network of the request. The MSC Server enhanced for ICS shall not include the type 1 term-ioi parameter;

12)
populate the P-Visited-Network-ID header with the value of a pre-provisioned string that identifies the visited network at the home network; and

Editor’s Note: There needs to be some indication to show that the registration is being sent on behalf of a UE using CS domain access. The usage of P-Access-Network Info header for that purpose requires further study.

Editor’s Note: It is for furthers study whether the usage of UE related header by the MSC Server enhanced of ICS is appropriate.

13)
forward the request as specified in subclause 6.3.3. If the MSC Server enhanced for ICS fails to forward the REGISTER request, the MSC Server enhanced for ICS shall abort the initial IMS registration attempt.

On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for ICS shall:

1)
store the expiration time of the registration for the public user identities found in the To header value;
2)
store the list of Service-Route headers preserving the order, in order to build a proper preloaded Route header value for new dialogs and standalone transactions. The MSC Server enhanced for ICS shall store this list during the entire registration period of the respective public user identity;

3)
associate the Service-Route header list with the registered public user identity;

4)
store as the default public user identity the first URI in the list of URIs present in the P-Associated-URI header;

Editor’s Note: Whether the MSC Server enhanced for ICS must also store the non-default public user identities returned in the P-Associated-URI header is FFS.

5)
treat the identity under registration as a barred public user identity, if it is not included in the P-Associated-URI header;

6)
find the Contact header within the response that matches the one included in the REGISTER request. If this contains a "pub-gruu" parameter or a "temp-gruu" parameter or both, then store the value of those parameters as the GRUUs for the UE in association with the public user identity that was registered;

7)
store the values received in the P-Charging-Function-Addresses header; and

8) 
if a term-IOI parameter is received in the P-Charging-Vector header, store the value of the received term-IOI parameter.

On receiving a 423 (Interval Too Brief) response to the REGISTER request, the MSC Server enhanced for ICS shall:

· send another REGISTER request populating the Expires header or the expires parameter within the Contact header with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

When the timer F expires at the MSC Server enhanced for ICS, the MSC Server enhanced for ICS may:

1)
select a different exit or entry point as described in this subclause; and

2)
perform the procedures for initial registration as described in this subclause. 
After a maximum of 5 consecutive unsuccessful initial registration attempts, the MSC Server enhanced for ICS shall not automatically attempt any further initial registration for an implementation dependant time of at least:

a) 
the amount of time indicated in the Retry-After header of the 4xx, 5xx or 6xx response received in response to the most recent registration request, if that header was present; or
b)
30 minutes, if the Retry-After header was not present and the initial registration was automatically performed as a consequence of a failed reregistration; or
c)
a 5 minutes, if the header was not present and the initial registration was not performed as a consequence of a failed reregistration.

8
Roles for call termination

8.1
Introduction
This clause specifies the procedures for call termination to an ICS UE and a non-ICS UE. The following procedures describe Terminating Access Domain Selection at both the SCC AS and terminating ICS UE, to decide the service control type for the terminating side of the session. Service control signalling path over Gm and I1 for an ICS UE and IMS service control for a non ICS UE via an MSC server enhanced for ICS are specified. Procedures specific to the SCC AS and MSC server enhanced for ICS are also described. 

Subclause A.5 provides examples of signalling flows for call termination.
8.2
ICS UE

8.2.1
General

This clause specifies the procedures for call termination by an ICS UE.  

Annex A.5 gives examples of signalling flows for call termination.
8.2.2
ICS UE using Gm

There are no ICS specific requirements for the terminating of calls that may be subject to ICS.

When the ICS UE receives a SIP INVITE request and the ICS UE terminates a CS call using the Gm reference point, the ICS UE shall:
-
send a reliable 1xx provisional response towards the IM CN subsystems as specified in 3GPP TS 24.229 [4]. The UE shall populate the 1xx provisional response as follows:

-
the SDP payload is proposing an audio stream over a circuit-switched bearer, and including an indication that the local preconditions for QoS as not met as specified in 3GPP TS 24.229 [4].
-
send a CC SETUP message in accordance with 3GPP TS 24.008 [8]. The UE shall populate the CC SETUP message as follows:

-
the called party BCD number information element set to the PSI DN received in the SIP INVITE request.

Editor’s Note: The header/body field in the SIP INVITE request which carries the PSI DN is FFS.

-
when the resources are available to the UE, and if the UE has already received an indication from the origination side that related local preconditions for QoS as met on the originating side, shall send a 180 Ringing message and continue the call setup as specified in 3GPP TS 24.229 [4].
8.2.3
ICS UE using I1

Editor's note: This subclause will describe the role of the ICS UE during call termination when using I1 reference point.

8.2.4
ICS UE using CS
ICS UE shall implement the call termination suitable for ICS via CS domain as specified in 3GPP TS 24.008 [8].
8.3
MSC Server enhanced for ICS
Editor's note: This subclause will describe the role of the MSC Server enhanced for ICS during call termination.

8.4
SCC AS

8.4.1
General

The following subclauses describe the procedures at the SCC AS for call termination. In such scenarios, the SCC AS serves the terminating user. The SCC AS shall follow procedures specified in 3GPP TS 24.229 with the additional procedures described in this specification in subclauses 8.4.2, 8.4.3 and 8.4.4. These subclauses describe the procedures for the SCC AS when using service control over Gm, I1 and CS, respectively.
8.4.2
Terminating Access Domain Selection
When the SCC AS serving the terminating ICS UE receives an initial SIP INVITE request due to initial filter criteria, the SCC AS shall:

1)
store the information received in the SIP INVITE request, including the Request-URI, P-Asserted-Identity header field, Call-ID header field, To and From header fields including tags;

2)
perform Terminating Access Domain Selection (TADS) based upon criteria described in 3GPP TS 23.232 [3];

3)
if TADS results in choosing to deliver all media in the PS domain, skip the following steps and continue with call termination in the IM CN subsystem in subclause 8.4.3;


4)
if TADS results in choosing to deliver media in the CS domain, and using CS domain service control, follow the SCC AS procedures defined in subclause 8.4.4;

5)
if TADS results in choosing to deliver media in the CS domain, and using Gm for service control, follow the SCC AS procedures defined in subclause 8.4.5









8.4.3
SCC AS for call termination in IM CN
The SCC shall act as a B2BUA, the SCC AS shall create a SIP INVITE in accordance with with 3GPP TS 24.229 [4].
8.4.4
SCC AS for call control using CS domain

 Editors Note:
FFS
8.4.5
SCC AS for call control over Gm and media over CS 
The SCC shall act as a B2BUA, the SCC AS shall create a SIP INVITE and include the following:

i)
set the Request-URI to that received in 1) in subclause 8.4.1 above;
ii)
shall take the values received in the Accept-Contact header in the incoming SIP INVITE and include the media feature tag(s) with the value(s) g.3gpp.DTM set to TRUE; and g.3gpp.ICS set to PRINCIPAL;
Editors note:
Do we need to make mention if "require" or "explicit" should be appended to the feature tag.
iii)
indicate to the UE that the media bearer is to be set up over the CS domain; 
iv)
allocate an SCC AS PSI DN that identifies the stored information in 1) in subclause 8.4.1 and is associated with the SCC AS and include it in the SIP INVITE request towards the ICS UE; and

v)
include an SDP offer in accordance with 3GPP TS 24.229 [4].

Editor's Note:
where in the INVITE the CS bearer indication is received is still under discussion. Draft-garcia-mmusic-sdp-cs describes a possible mechanism to indicate media bearers to be set up over the CS domain. Where in the INVITE the SCC AS PSI DN is included is still under discussion. Draft-garcia-mmusic-sdp-cs describes a possible mechanism. Other mechanisms such as using Contact header parameter have also been suggested.
vi)
route the created SIP INVITE request towards the terminating user. 

When the SCC AS receives a SIP INVITE from the CS domain, indicating local preconditions met, the SCC AS shall check that the Request URI is set to a valid  SCC AS PSI DN as allocated in the above step iv. If the SCC AS PSI DN is present and valid, the SCC AS shall:

1)
  use the SCC AS PSI DN that was allocated in step 2 above as a result of receiving the initial SIP INVITE request and correlate the previously stored information against this session with the incoming SIP INVITE request.
2)
create a SIP 200 (OK) response, indicating local preconditions met and route towards the terminating ICS UE.
8.4.5
SCC AS for call termination ICS Enhanced MSC Server 

The SCC shall act as a B2BUA, the SCC AS shall create a SIP INVITE in accordance with with 3GPP TS 24.229 [4] with the following information.

i)
set the Request-URI to that received in 1) in subclause 8.4.1 above;
ii)
shall in the Accept-Contact header include media feature tag(s) with the value(s) g.3gpp.ICS set to SERVER;
Annex X (normative): 
Media feature tags defined within the current document

X.1
General

This subclause describes the media feature tag definitions that are applicable for the 3GPP IM CN Subsystem for the realisation of ICS. 

X.2
Definition of media feature tag g.3gpp.DTM
Media feature-tag name: g.3gpp.DTM
ASN.1 Identifier: 1.3.6.1.8.2.1
Editors note:
How does this ASN.1 value get assigned?
Summary of the media feature indicated by this tag: This feature-tag indicates that the device has DTM connectivity with the network.

Values appropriate for use with this feature-tag:  BOOLEAN.

The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Indicating that a mobile phone can (TRUE) or cannot (FALSE) support DTM  with the intent of supporting simultaneous voice and data.

Related standards or documents: 3GPP TS 24.292: "3GPP Technical Specification: IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 11.1 of RFC 3840 [6].
X.3
Definition of media feature tag g.3gpp.ICS
Media feature-tag name: g.3gpp.ICS
ASN.1 Identifier: 1.3.6.1.8.2.2
Editors note:
How does this ASN.1 value get assigned?
Summary of the media feature indicated by this tag: This feature-tag indicates when used is a SIP REGISTER indicates that the function is ICS capability and may operate in ICS mode.  This feature-tag indicates when used is a none SIP REGISTER method indicates that the function wants to invoke ICS functionality.
Values appropriate for use with this feature-tag: PRINCIPAL; SERVER.
PRINCIPAL
When used in a SIP REGIGSTER indicates that the function that is ICS capable is a mobile phone.  When used in another SIP METHOD indicates that the function wants to invoke ICS functionality.

SERVER

Indicates that the function that is ICS capable is a network node.
The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Indicating that a mobile phone (PRINCIPAL) can support or wants to use ICS or that an network node (SERVER) wants to invoke ICS functionality
Related standards or documents: 3GPP TS 24.292: "3GPP Technical Specification: IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 11.1 of RFC 3840 [6]. 
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