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Background
At the WS on corporate network interconnection to IMS it was discussed whether an UE over the Gm interface could be allowed to include The P- Asserted Identity header the request sent from the UE to the IMS. This paper discusses the requirement needed to facilitate this.

The Use of P-Asserted Identity

In our understanding there are two main uses of the P-Asserted-Identity header in an IMS environment.

1)
To identify the caller. This function is very important since the header is used to get access to services and charging. In particular, in PSTN 3rd party provider services will be damaged if they cannot rely on this information. It is also important together in some countries for tracing calls and is used together with malicious call identification and other legal services.

2)
To identify the served user in IM CN subsystem. In particular, the P-Asserted Identity is used at the originating call set-up where it is used to check the barring state and as a pointer to the IFC. 
In our understanding these two functions are extremely important and is also needed in the future to be fulfilled. 

Assertion of the caller's identity
With the different scenarios it is impossible with the present procedures in IM CN subsystem for the P-CSCF to know which identities that could be received from the corporate access and therefore to know which is allowed. Therefore, to get the services correct it means that The P-CSCF will allow any P-Asserted-Identity from a particular access to enter the IMS CN subsystem. However, this will not fulfil the requirement as given in 1) above.

As we understood the requirement to allow all identities from a corporate network is that the corporate networks may support roaming and also least cost routing so a call can break out into a public network anywhere where it is found to most favourable.

The only way we see that we can achieve this is that an AS will do the assertion of the identity. To our understanding some kind of corporate network AS is required anyway. We see that the AS may be configured with the identities of the whole corporate network. So if an operator wants to supports this type of interconnection they also need to provide this type of corporate network AS functionality.
IM CN subsystem use of P-Asserted-Identity
Since all identities defined in the corporate network can be provided from the corporate network we see a need to use another header to provide the IMS with the correct information to check the barring status and to be used for IFC triggering. Therefore we see a P-CSCF that is aware to allow the transfer of the P-Asserted identity to insert another identity, the default IMPU as defined in TS 24.229 in another header. One possible header could be P-Served User. So instead of using the P-Asserted Identity is to use the P-Served User to check the barring and the IFC triggering at the S.CSCF.
Other identities

To our understanding other identities and the headers may pop up from a corporate network. This paper does not try to give a solution for them. In particular one of the identities in the History header (last redirected number) which will map into redirecting number in ISUP is also use it for charging and access screening. It is not clear how the assertion of that identity will be provided.

Proposal

We propose that Ct-1 discusses the requirements in the paper and possible solution proposed and also discuss the treatment of other info element that could be sent from an UE.
