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1. Introduction

In SA2 #65, it was agreed that MME can reject service request for CS fallback (S2-085396).  This contribution thus proposes to add a new NAS mechanism in MME to reject CS Fallback Service Request with a new cause value.
2. Discussion
2.1 Background

The following new MME functionality was added in CS Fallback Stage 2 (TS23.272): 

 "Rejecting CS Fallback call request (e.g. due to O&M reasons)"

One of the reasons why such text was introduced is the access control being applied in GERAN / UTRAN. 

During CS Fallback call establishment procedure (for MO + MT calls), there is no occasion which UE checks the contents of broadcast channel in GERAN / UTRAN.  Due to this fact, when access control is applied in GERAN / UTRAN, UE does not check if its access class is barred or not, and eventually CS Fallback calls can go through the access control applied in GERAN / UTRAN.  In this example, the operator may wish to disable CSFB functionality in MME (via O&M) to prevent further loading to surrending 2/3G cell. 
SA2 also agreed that LTE access control is not enhanced so that CS Fallback reject should only take place in MME.  
2.2 Clarification of the Rejecting mechanism of CS Fallback Service Request
Considering the above use case (Access Control being applied in GERAN / UTRAN), the new MME functionality added in Stage 2 is meant to provide a capability similar to LTE access control only for CS fallback service request, but in a much larger (MME area or Tracking Area) granularity.

SA2 already agreed that LTE access control is not enhanced so that CS Fallback reject will only take place in MME. It is still possible to apply LTE access control to stop UEs making calls, but if we apply the LTE access control, all Service Requests (including EPS service request and CS fallback request) are barred, which will not fulfil the SA2 requirement to only reject CS fallback service request.
As previously introduced and discussed in CT1, the LTE access control defined in TS36.331 provides a capability to set barring status for Mobile originating calls, and emergency calls.  Mobile terminating calls are NOT barred at all.  Also, an AS level back-off timer is introduced for LTE access control.  This timer stops UE making calls until it expires, in order to prevent UE making calls immediately after the call request is failed due to access control.  Similar functionality should be adopted for CS Fallback reject in MME.
Of course, the simplest way to achieve the access control in MME is to 'reject everything'.  However if this 'all or nothing' type reject is applied, emergency calls will also be rejected.  This is a major concern from an operator point of view and therefore it is proposed to allow MME to decide whether to bar emergency call based on the information provided by the UE.  For Access Class 11-15, MME should also be able to decide whether to bar or not using the subscription information (e.g. ARP).
Table 1: Proposed Patterns of CS Fallback Reject in MME
	
	MO Call Request
	MT Call Request
	Emergency Call

	Users with 

AC0-9
	If Call is MO as indicated by UE, MME decides whether to reject the call.
	If call is MT, as indicated by UE, the call is always allowed
	If Call is Emergency Call as indicated by UE, MME decides whether to reject the call.

	Users with 

AC11-15
	If Call is MO as indicated by UE, and based on subscription information, MME decides whether to reject the call.
	If call is MT, as indicated by UE, the call is always allowed
	If Call is Emergency Call as indicated by UE, and based on subscription information, MME decides whether to reject the call.


It is thus proposed to agree that MME can decide to reject based on CS Fallback service request type i.e. MO, MT, Emergency, and provide back-off timer to prevent immediate re-sending of MO service request.
2.3 Necessary Enhancement of CS Fallback Service Request
In order for MME to distinguish service request for Mobile Originating / Mobile Terminating / Emergency Calls, it should be possible that UE send enough information to MME.
It is thus proposed to agree that UE include MO / MT / Emergency type in Service Request.

Table 2:  Types of CS Fallback Request
	CS Fallback Service Request type value (octet 1, bit 1 to 3)

	

	Bits

	

	3
	2
	1
	
	

	0
	0
	0
	
	Mobile Originating Call

	0
	0
	1
	
	Mobile Terminating Call

	0
	1
	0
	
	Emergency Call

	


2.4 Necessary Enhancement of CS Fallback Service Reject
The assumption of the above access control example is that only CS fallback back request is rejected but Non-CSFB service requests is not affected.
To inform customers that it is only CS-Fallback being disabled and other EPS services may be allowed, the network should introduce a new cause value.  The cause value should indicate user to stop the CS Fallback service request and halt for a while.

A back-off timer should also be introduced.  Currently in LTE access control (TS36.331), a back-off timer is introduced so that UE cannot make MO call for a period of time instructed by the network.  Similar mechanism is required to avoid users making calls repeatedly to save radio resources and network processing load.  
Without a special cause value for CS Fallback reject, it will not be clear to the customers if it's all EPS services which are disabled or if it's only CS-Fallback. Also, without a back-off timer UE can repeat making a call immediately after CS Fallback Service Request is rejected, leading to possible shortage of radio resources and network processing capabilities.
It is thus proposed to agree that MME include a new cause value to indicate "CS Fallback Disabled" and a back-off timer value in Service Reject.
3. Proposal

It is proposed for CT1 to agree on including these parameters in newly created SERVICE REQUEST and SERVICE REJECT for CS-Fallback.
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