3GPP TSG CT WG1 Meeting #55
C1-083481
Budapest, Hungary, 18th – 22nd August 2008

Source:
Motorola
Title:
Pseudo-CR on UE – 3GPP EPC protocol aspects for HRPD access
Spec:
3GPP TS 24.302 v0.5.0
Agenda item:
9.2.3
Document for:
Decision
1. Introduction
This contribution proposes initial text for TS 24.302 subclause 6.6, "UE - 3GPP EPC (cdma2000 HRPD Access)".
2. Reason for Change

No text currently exists for subclause 6.6.
3. Changes with respect to last version (C1-082983)
· Editorial/style corrections in subclauses 6.6.1, 6.6.2.2, and 6.6.2.3

· Modification of text within subclause 6.6.2.5 (Trusted and untrusted accesses) to reference subclause 4.1 (Trusted and untrusted accesses) in TS 24.302 and removal of editor's note.
· Removal of editor's note within subclause 6.6.2.6 (IP mobility mode selection) and addition of text to reference subclauses 6.3.2 (IPMS indication) and 6.4.3.2 (EAP AKA based Authentication) in TS 24.302
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v0.5.0.
* * * First Change * * * *
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication, Authorization and Accounting

AKA
Authentication and Key Agreement

ANDSF
Access Network Discovery and Selection Function
APN
Access Point Name

DHCP
Dynamic Host Configuration Protocol
DNS
Domain Name System

DSMIPv6
Dual-Stack MIPv6
eAN/PCF
Evolved Access Network Packet Control Function
EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core Network
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name

HRPD
High Rate Packet Data
HSGW
HRPD Serving Gateway
IEEE
Institute of Electrical and Electronics Engineers
IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility Mode Selection

NAI
Network Access Identifier

NBM
Network based mobility management
P-GW
PDN Gateway
S-GW
Serving Gateway
UE
User Equipment

UICC
Universal Integrated Circuit Card

W-APN
WLAN APN

WiMAX
Worldwide Interoperability for Microwave Access
WLAN
Wireless Local Area Network

WMF
WiMAX Forum

* * * Next Change * * * *

6.6
UE - 3GPP EPC (cdma2000® HRPD Access)

Editor's note:
This clause and its subclauses is for detailing the protocols needs for cdma2000 HRPD. There is no intention to duplicate what, for the terminal to cdma2000® HRPD access network, is done in other SDOs eg. 3GPP2. The intention is to detail the exceptions and the additions needed for the UE to access and obtain services in EPC via that specific non-3GPP access.
6.6.1
General
3GPP2 X.P0057-0 [x] defines the interworking architecture for access to the EPC via cdma2000® HRPD access networks. In particular, 3GPP2 X.P0057-0 [x] describes support for a UE using the cdma2000® HRPD air interface to access the EPC architecture defined in 3GPP TS 23.402 [5] by: 
-
specifying the use of the interface across the S2a reference point between the 3GPP2 HRPD Serving Gateway (HSGW) and the PDN Gateway (P-GW) in the EPC by referencing 3GPP TS 29.275 [y],
-
specifying the use of the interface across the S101 reference point between the eAN/PCF in the 3GPP2 HRPD access network and the MME in the EPC by referencing 3GPP TS 29.276 [z], 
-
specifying the use of the user plane interface across the S103 reference point between the EPC Serving Gateway (S-GW) and the HSGW by referencing 3GPP TS 29.276 [z], and
-
describing the internal functions and responsibilities of the HSGW.
3GPP2 C.P0087-0 [aa] defines the signalling requirements and procedures for UEs accessing the EPC via 3GPP2 HRPD access networks using the cdma2000® HRPD air interface. In particular, 3GPP2 C.P0087-0 [aa]:
· defines the signalling extensions to the cdma2000® HRPD air interface defined in 3GPP2 C.S0024-0 [14] and 3GPP2 C.S0024-A [15] necessary to support interworking with the EPC and E‑UTRAN, and
· defines the UE and eAN/PCF procedures and signalling formats to support bidirectional handoff between E‑UTRAN and cdma2000® HRPD.
6.6.2
Non-emergency case

6.6.2.1
General

Subclauses 6.6.2.2 through 6.6.2.7 describe the particular requirements for access to the EPC via a cdma2000® HRPD access network in support of non-emergency accesses and services.
6.6.2.2
UE identities
Editor's note:
This subclause will identify any particular options, if any, with respect to the identities used by the UE in accessing the EPC via a cdma2000® HRPD access network. In particular, any requirements defined in 3GPP2 X.P0057-0 [x] or 3GPP2 C.P0087-0 [aa] which mandates the use of any options described in subclause 4.4.1 or 3GPP TS 23.003 [3] should be identified within this subclause.
6.6.2.3
cdma2000® HRPD access network identity
The access network identity for a cdma2000® HRPD network is defined in 3GPP TS 23.003 [3]. The 3GPP AAA server, HSS, and any visited network AAA proxy shall use this access network identifier during EAP-AKA authentication procedures (see 3GPP TS 33.402 [11]).
6.6.2.4
Network discovery and selection

Editor's note:
This subclause will identify the specific procedures of access network discovery and selection and core network selection and reselection to align with the general description in clause 5. Reference to the applicable procedures defined in other 3GPP and 3GPP2 technical specifications will be made when appropriate.
6.6.2.5
Trusted and untrusted accesses

The UE shall determine the trust relationship for access to the EPC via a cdma2000® HRPD access network as described in subclause 4.1.
6.6.2.6
IP mobility mode selection
The UE and network shall perform IP mobility mode selection as described in subclauses 6.3.2 and 6.4.3.2
6.6.2.7
Authentication and authorization for accessing EPC
Editor's note:
This subclause will identify any particular options, if any, with respect to the authentication and authorization processes used by the UE and 3GPP AAA server for UEs accessing the EPC via a cdma2000® HRPD access network. In particular, any requirements defined in 3GPP2 X.P0057-0 [x] or 3GPP2 C.P0087-0 [aa] which mandate the use of any options described in subclause 6.4 or 3GPP TS 33.402 [11] should be identified within this subclause.
6.6.3
Emergency case
NOTE:
Procedures for handling emergency accesses or services are not specified within this release of the specification.




