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1. Introduction
In current TS23.402, the definition on trusted/untrusted non 3GPP access network and the basic judgment methods have been determined, which should be described and futher defined in TS 24.302.
2. Reason for Change
The following mechanism is used to judge the access network the UE used is trusted or not in TS23402:

The trust relationship of a non-3GPP access network is made known to the UE with one of the following options:

1)
If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication.

2)
The UE operates on the basis of pre-configured policy in the UE.
However, it is unclear that whether the judgement procedure will still occure in HSS/AAA during access authentication procedure although the UE operates on the basis of pre-configured policy in the UE.

The HSS/AAA might not know whether there is any pre-configured policy in the UE, and even the HSS/AAA knows that, the pre-configured policy might be different with the dynamic judgement result in the HSS/AAA for some reasons, e.g. considering VPLMN’s policy and capability and roaming agreement in the roaming scenario. So the HSS/AAA will alway perferm judgement procedure on trusted/untrusted non 3GPP access network duging access authentication procedure as long as the access authentication is initiated by the non 3GPP access network. And the UE shall be inidicated the access network is untrusted when the HSS/AAA judges the access network is untrusted. 

So, if there is any confiliction between the judgement result in the HSS/AAA and the pre-configured policy on the UE, the UE should obey the judgement result in the HSS/AAA. This occurs only when the HSS/AAA judges the access network UE used is untrusted while the UE think it is trusted based on the pre-configured policy.
Moreover, in case the UE initiated IKE procedure according to the pre-configured policy firstly, there is no need for HSS/AAA to indicate that to the UE alothgh the judgement result in the HSS/AAA is different to that in the UE.
3. Conclusions

The judgement procedure on trusted/untrusted non 3GPP access network during 3GPP-based access authtication is independented on the pre-configured mechinism.

As long as the 3GPP authentication procedure is executed, the HSS/AAA server in HPLMN shall indicate a untrusted indication to the UE in case the non 3GPP access network the UE using is determined as untrusted by the HPLMN.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v0.4.0.
* * * First Change * * * *

6.2
Trusted and Untrusted Accesses
Editor's note:
This subclause details what is needed and has to be done by the UE to determine and conclude on whether to attempt trusted or untrusted access.

6.2.1
General
The trust relationship of a non-3GPP access network is made known to the UE with one of the following options:

1)
If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication.

2)
The UE operates on the basis of pre-configured policy in the UE.
In case of roaming scenario, the HSS/3GPP AAA Server shall take VPLMN’s policy and/or roaming agreement into consider.
6.2.1
Untrusted access network indication

During 3GPP access authentication, the HSS/3GPP AAA Server shall judge the non 3GPP access network is trusted or untrusted. When the judgement result is untrusted, the HSS/3GPP AAA Server shall send an untrusted access network indication to the UE. This indication is provided in EAP-Request/AKA-Identity message payload.
6.2.2.1
Untrusted access network attribute

Editor’s note: This subclause will describe in detail how the EAP-AKA attribute is used for providing the untrusted access network indication.
