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1. Introduction
This paper is to introduce a simple method to maintain the white list in UE.  The method is applicable for both of 3G HNB and LTE HeNB.
2. Reason for Change
A white list (i.e. the allowed CSG list defined in CT1 TR 24.801) is used to control user’s accesses to a CSG. The management of the white list include white list setup, white list modification including adding and removing items to a white list.

In the present document, white list management follows some basic principles:

· A approach applicable for both of UMTS and LTE home cells;

· Minimise changes to UE-NW signalling, e.g. NAS signalling from CT1 point of view;

· Easy for end users to use and less requirements to terminals
1. Setup of a white list in a UE

There are many candidates for a UE to setup a white list, e.g. SMS, DM, even a empty white list setup by the user to wait for more items added in it as discussed below. The basic elements in the white list are CSG identities which should be stored in UICC. Other additional information may be also stored in the white list. The detailed contents and formats of the white list is up to CT6. The present document is based on the CSG identities.

2. Adding or removing a item from the white list

Adding or removing a item from the white list means the user can access a new CSG whose identity needs to be added to the white list or the user can’t access a CSG any more whose identity needs to be removed from the white list.

If a user is added to a CSG, the owner of the CSG informs the network by e.g. website, and the white list for the user in the network (the network entity from CT1 point of view is an MME) is updated. And the identity of the new CSG should be indicated to the user, e.g. via SMS, even oral notifications.

The UE receiving the notification could perform search of CSG cells corresponding to the indicated CSG identity. The search is triggered by manual ways or automatic ways based on pre-configured rules. If one or more available CSG cells are found, the UE selects one to initiate LA/RA update (for UMTS) or TA update (for LTE) procedures  If the LA/RA update or TA update procedures are successful, the UE adds the selected CSG identity to the white list.

If the UE selects a CSG ID contained in its white list to try to access, e.g. LA/RA update or TA update, but is rejected, the UE must consider the CSG invalid for its white list and remove it from the white list.

If a user is removed from a CSG, the owner of the CSG informs the network by e.g. website, and the white list for the user in the network (the network entity from CT1 point of view is an MME) is updated. If the UE is accessing in the CSG, the MME should initiate detach procedure to detach the UE from the accessing CSG cell.

3. Some additional operations.

Based on the operations above, the UE could take some additional operations to simplify the white list management. For example, a time stamp and corresponding time limitation can be given to a CSG identity when it is added to the white list, and when the time limitation is expired, the item is removed from the white list automatically. That is helpful to a guest who accesses a host’s CSG only several hours.

The method above have almost no impacts on UE-NW signalling and only main requirements are for terminals and software update is preferred. No changes to LA/RA update or TA update procedures. If a new rejection cause can be defined in LTE TA update procedure, it will be more accurate for the user to understand why it is rejected. The method has no impacts on NAS signalling state machine, and a legacy UE can work in CSG cells with some software update.

3. Conclusions

It is proposed to adopt this auto detection method as one basic approach of white list maintaining method. 

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.801.
* * * First Change * * * *

10.12.4.x
Management of Allowed CSG list (White list)

The management of Allowed CSG list (White list) includes include white list setup, white list modification including adding and removing items to a white list:

· There are many candidates for a UE to setup a white list, e.g. SMS, DM, even a empty white list setup by the user to wait for more items added in it as discussed below. 
Note: The basic elements in the white list are CSG identities which should be stored in UICC. Other additional information may be also stored in the white list. The detailed contents and formats of the white list is up to CT6.

· The UE can perform LA/RA update or TA update attempts to a CSG which is not in the allowed CSG list stored in the UICC. If successful, the UE adds the CSG ID to its white list. The LA/RA update or TA update procedures could be triggered by the user in manual approach or pre-defined rules in the UE;

· If a CSG ID is in the white list but the attempts of LA/RA update or TA update to the CSG fails, the UE shall consider the CSG is not allowed and remove the CSG identity from the white list.

· If a user is removed from a CSG, the owner of the CSG informs the network by e.g. website, and the white list for the user in the network (the network entity from CT1 point of view is an MME) is updated. If the UE is accessing in the CSG, the MME should initiate detach procedure to detach the UE from the accessing CSG cell.
