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1. Introduction
This contribution proposes to give the changes for TS 24.007 related to imperative part of Standard L3 messages. 
2. Reason for Change
In EPS, there are some changes happened related to general message formate and information elements codings. 

Therefore, it is necessary to define related changes in TS 24.007; 

First, protocol discriminator values for EPS mobility management message and EPS session management message are needed. 

Second, add procedure transaction identity.

Third, General message organization changed;  for example, EPS bearer identity is necessary for ESM  messages. 

Security header type is necessary for EMM messages. 

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.007.
* * * First Change * * * *

<Proposed change in revision marks>
11.2.3
Imperative part of a standard L3 message

The imperative part of a standard L3 message is composed a header possibly followed by mandatory standard IEs having the format V or LV.

11.2.3.1
Header

The header of a standard L3 message is composed of two octets, and structured in three main parts, the protocol discriminator (1/2 octet), a message type octet, and a half octet used in some cases as a Transaction Identifier, in some other cases as a sub-protocol discriminator, and called skip indicator otherwise. 
In EPS, the header is composed of  four main parts:

a) Protocol discriminator (1/2 octet) 
b) EPS bearer idnetiy or Security header type  (1/2 octect) 
c ) Procedure Transaction Identitifier ( PTI :  1 octect ) : just for ESM message. It is not used for EMM message. 
d) message type (1 octect) 
Editor’s note : In TS. 24.301, the term Procedure Transaction Identifier (PTI)  is used in each of messages table. On the other hand, Procedure Transaction Identity is used section 9.4 ,  9.1 and 3.1. Therefore, for  consistency, assume that change the term procedure Transaction Identity to procedure transaction identifier in  section 9.4 , 9.1, and 3.1  of TS 24.301.   
11.2.3.1.1
Protocol discriminator

Bits 1 to 4 of the first octet of a standard L3 message contain the protocol discriminator (PD) information element. The PD identifies the L3 protocol to which the standard layer 3 message belongs. The correspondence between L3 protocols and PDs is one-to-one.

For future evolution an extension mechanism is foreseen which allows the use of protocol discriminators with one octet length, where bits 4 to one are coded as 1 1 1 0. Messages of such protocols may not be standard L3 messages. In particular, the rest of the header may not respect the structure described in this sub-clause.

The PD can take the following values:

Table 11.2: Protocol discriminator values

	bits
4 3 2 1

	
0 0 0 0
	group call control

	
0 0 0 1
	broadcast call control

	
0 0 1 0
	Reserved: was allocated in earlier phases of the protocol

	
0 0 1 1
	call control; call related SS messages

	
0 1 0 0
	GPRS Transparent Transport Protocol (GTTP)

	
0 1 0 1
	mobility management messages

	
0 1 1 0
	radio resources management messages

	0 1 1 1 
	EPS mobility management messages

	
1 0 0 0
	GPRS mobility management messages

	
1 0 0 1
	SMS messages

	
1 0 1 0
	GPRS session management messages

	
1 0 1 1
	non call related SS messages

	
1 1 0 0
	Location services specified in 3GPP TS 44.071 [8a]

	      1 1 0 1 
	EPS session management message s

	
1 1 1 0
	reserved for extension of the PD to one octet length 

	
1 1 1 1
	reserved for tests procedures described in 3GPP TS 44.014 [5a] and 3GPP TS 34.109 [17a].


If the network receives, on a SAP where it expects standard L3 messages, a message with a protocol discriminator different from those specified in table 11.2, the network may ignore the message or initiate the channel release procedure defined in 3GPP TS 44.018 [6b].

If the Mobile Station receives, on a SAP where it expects standard L3 messages, a standard L3 message with a protocol discriminator different from those specified in table 11.2, or for a protocol that it does not support, the Mobile Station shall ignore the message.

11.2.3.1.2
Skip indicator

Bits 5 to 8 of octet 1 of a standard L3 message may be used differently, depending on the protocol and the SAP. The use of this half-octet is consistent for a given PD and SAP. One possibility is that this half-octet contains the skip indicator. Unless otherwise specified in the protocol, the skip indicator IE is a spare field.
SKIP indicator is used for Mobility management message and GPRS Mobility message. Thereofre, Skip indicator is not used for EPS messages. 
11.2.3.1.3
Transaction identifier

A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contains the transaction identifier (TI). The TI allows to distinguish up to 16 different bi-directional messages flows for a given PD and a given SAP. Such a message flow is called a transaction. 
An extension mechanism for TI is also defined. This mechanism allows to distinguish up to 256 different bi-directional messages flows for a given PD and a given SAP. The extension mechanism shall not be used unless explicitly stated in the core specification(s) for the protocol. The TI IE is coded as shown in figure 11.9 and table 11.3. It is composed of the TI value and the TI flag.

The TI value and the TI flag occupy bits 5 - 7 and bit 8 of the first octet respectively.

The extended TI shall not be used unless TI values of 7 or greater are needed.

Where the extended TI is used, the TI IE includes a second octet. The TI value in the first octet is ignored, and the TI value is encoded in bits 7-1 of the second octet.

NOTE:
In other specifications, in respect to error handling, there are references to TI value "111". This refers to the binary encoding of bits 5 –7 in octet 1. For protocols which do not use the extended TI this '111' encoding is still handled as an error case.Transactions are dynamically created, and their TI value is assigned at creation time. TI values are assigned by the side of the interface initiating a transaction. At the beginning of a transaction a free TI value (i.e., a value not yet used for the given PD, the given SAP, and with the given initiator) is chosen and assigned to this transaction. It then remains fixed for the lifetime of the transaction. After a transaction ends, the associated TI value is free and may be reassigned to a later transaction.
This Transcation Idnetifier is used for following messages;  every Call Control messages , Call related SS messages, and SEssin management containing transaction identifier. Therefore, it is not proper to use this TI part for EPS messages.
Two identical TI values may be used when each value pertains to a transaction initiated by the different sides of the interface. In this case the TI flag shall avoid ambiguity. The transaction identifier flag can take the values "0" or "1". The TI flag is used to identify which side of the interface initiated the transaction. A message has a TI flag set to "0" when it belongs to transaction initiated by its sender, and to "1" otherwise.

Hence the TI flag identifies who allocated the TI value for this transaction and the only purpose of the TI flag is to resolve simultaneous attempts to allocate the same TI value.

The TI extension mechanism may in future evolution of the L3 protocols be further extended by setting the EXT flag in octet 2 to "0" (see figure 11.9).
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Figure 11.9: Transaction identifier

Table 11.3: Transaction identifier

	 TI flag (octet 1)
	

	 Bit
	

	 8
	

	 0
	The message is sent from the side that originates the TI 

	 1
	The message is sent to the side that originates the TI 

	
	

	
	

	 TIO (octet 1)
	

	 Bits
	

	 7 6 5
	

	 0 0 0 
	TI value 0

	 0 0 1 
	  ‑    ‑     1

	 0 1 0 
	  ‑    ‑     2

	 0 1 1 
	  ‑    ‑     3

	 1 0 0  
	  ‑    ‑     4

	 1 0 1 
	  ‑    ‑     5

	 1 1 0  
	  ‑    ‑     6

	 1 1 1 
	The TI value is given by the TIE in octet 2

	
	

	TIE  (octet 2) 
	

	Bits 7-1
	

	0000000

0000001

0000010

0000011

0000100

0000101

0000110
	Reserved.

	All other values
	The TI value is the binary representation of TIE

Where bit 7 is the most significant bit

And bit 1 is the least significant bit

	
	

	
	

	
	


11.2.3.1.4
Sub-protocol discriminator

A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contains the sub-protocol discriminator (SPD). The SPD allows to distinguish between different protocols inside one sublayer. Therefore, SPD is not used for EPS messages. 

Table 11.4: Sub-Protocol discriminator values

	bits
8 7 6 5

	
0 0 0 0
	Value used by the Skip Indicator (see 11.2.3.1.2)

	
0 0 0 1
	CTS sub-protocol

	
0 0 1 0
	 \

	
   To
	 } all other values are reserved

	
1 1 1 1
	/


11.2.3.1.5.   EPS bearer Identity 

Bits 5 to 8 of the first octet of every EPS Session Management (ESM)  message contain the EPS bearer Identity. 
Editor’s note: The detail and values will be defined for EPS bearer Identity. 
11.2.3.1.6.   Procedure Tansaction Identifier 
Bits 1 to 8 of second oectect of every EPS Session Management (ESM ) Messages are starting with Procedure Transcation Identifier ( PTI). It is allocated dynamically by the UE for the bearer resource related procedures; the UE requested bearer resource activation, modification, and deactivation procedures. The release of PTI happens when the related procedure is completed. 
Editor’s note: The detail and values will be defined for Procedure Transacgtion Identifier. 
11.2.3.1.7. Security Header Type IE 
Bits 5 to 8 of the first octect of every EPS Mobility Management (EMM) message contain the Security Header type IE. 
Editor’s note: The detail and values will be defined for Security Header Tyep IE. Currently,  Security Hdader Type IE for the SEERVICE REQUEST  message for EMM is specified as 1100.  

11.2.3.2 Security Header Type 
Bits 5 to 8 of the First octect of EPS messages are Security header type which is uesed for distinguishing whether security such as NAS integrity protection or NAS ciphering protection is used or not.   The security hdeader type encoded as 0000 is used for no security protected NAS messages. 
Editor’s note: The detail and values will be defined for Security Header Type. 
