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Abstract of the contribution: This paper discusses solutions to various issues associated with STIs and Session Transfers. 
1
Introduction

This paper discusses solutions to various issues associated with STI and Session Transfers.
2
Discussion
This discussion paper discusses four main issues associated with Session Transfers:

1. Format of the STI (Session Transfer Identifier)

2. Mechanism for conveying the STI by SCC AS to the UE during session setup

3. Mechanism for conveying the STI by UE to SCC AS during session transfers

4. Mechanism for identifying media components during session transfers

2.1
Format of the STI (Session Transfer Identifier)

3GPP TS 23.237 defines STI as "An identifier used by the UE to request the SCC AS to perform Session Transfer". The STI has to be unique such that the SCC AS can uniquely identify the session for which it needs to perform Session Transfer. Also, section 6.3.1.3 of TS 23.237 says that the each new Access Leg needs to have a unique STI.

One of the candidates to consider for the STI is the "dialog ID" used in SIP. RFC 3261 defines dialog ID as follows: "A dialog is identified at each UA with a dialog ID, which consists of a Call-ID value, a local tag and a remote tag.  The dialog ID at each UA involved in the dialog is not the same.  Specifically, the local tag at one UA is identical to the remote tag at the peer UA.  The tags are opaque tokens that facilitate the generation of unique dialog IDs." So, the dialog ID, already defined and used in SIP, satisfies all the requirements for the STI.

Another format for representing the STIs is a URI format (i.e., SIP URI or tel URI). For this approach, the SCC AS needs to generate a unique URI for every SIP session and convey it to the UE.  A mechanism for passing the URI (i.e., STI) to the UE needs to be developed, as it is not clear whether existing mechanisms can be used for this purpose. So, this approach is not as simple as using the SIP dialog ID for STIs.

2.2
 Mechanism for conveying the STI by SCC AS to the UE during session setup

If dialog ID is used for STIs, RFC 3261 already defines a mechanism to carry the STI between UE and SCC AS during session originations and terminations. So, no 3GPP-specific mechanisms are required to transport the STIs from the SCC AS to the UE.

2.3
Mechanism for conveying the STI by UE to SCC AS during session transfers

During Session Transfers, the UE needs a mechanism to identify the session in the transferred-out access to transfer partial or full media from the transferred-out access to the transferred-in access. If dialog ID is used as STIs, the new session request in the transferred-in access should carry the dialog ID identifying the session in the transferred-out access.

Irrespective of what header carries the STI, there are two options of populating the Request-URI - one is for the Request-URI to contain a PSI (e.g., sip:access.xfer@scc-as.home1.net i.e., similar to VDI in VCC) which points to the SCC AS and other option is for the Request-URI to contain the “B-party” number.
There are at least three possible mechanisms to carry the STI:

· Replaces header

· Target-Dialog header
· New SIP header or URI parameter
The Replaces (RFC 3891) has the necessary syntax and semantics to carry the STI information during session transfers. However, according to RFC 3891, the usage of "Replaces" in SIP INVITE(s) implies the dialog identified in the Replaces header is replaced with the new dialog which carries the Replaces header. So, the old dialog is torn down and all its associated media(s) are removed. Hence this mechanism, while suitable for full media transfer, does not work for partial media transfer, unless IETF can relax the above requirement.
E.g.:
INVITE sip:access.xfer@scc-as.home1.net SIP/2.0

Replaces: 425928@phone.example.org;to-tag=7743;from-tag=6472
OR

INVITE sip:B-party SIP/2.0

Replaces: 425928@phone.example.org;to-tag=7743;from-tag=6472
RFC 4538 defines another header for carrying the dialog ID information. This header is the Target-Dialog header. The header field is typically used in requests that create SIP dialogs.  It indicates to the recipient that the sender is aware of an existing dialog with the recipient, either because the sender is on the other side of that dialog, or because it has access to the dialog identifiers. While the RFC was not developed particularly to solve the MMSC problem, the syntax/semantics of the header allow it to be used for identifying dialogs for enabling Session Transfers.
E.g.:

INVITE sip:access.xfer@scc-as.home1.net SIP/2.0

Target-Dialog: 425928@phone.example.org;to-tag=7743;from-tag=6472
A third option is to standardize a new header or a URI parameter to carry the dialog ID specifically for MMSC. This, however, is the least preferred option and should only be pursued as a last resort.
E.g.:

INVITE sip:access.xfer@scc-as.home1.net;sti=”425928@phone.example.org;to-tag=7743;from-tag=6472” SIP/2.0

2.4
Mechanism for identifying media components during Session Transfers
The final issue associated with Session Transfers is the need to develop a mechanism to identify the media components that need to be transferred during Session Transfer. For example, a UE engaged in a multimedia session, containing multiple media components, may choose to transfer one or more of the media components to the new access; it may choose to retain some or no media in the original access. So, there needs to be a mechanism whereby the UE clearly indicates what media components are transferred to the transferred-in access and what media components are retained in the transferred-out access (i.e., original access)
The solution below proposes one option where the media to be transferred is identified using the SDP media level attributes. Here, when performing IMS session transfer, the UE includes in the session transfer request at least the same number of media lines as present in the original session in the same order. 
Note: the “m=” lines in the transferred-in access can greater than the “m=” lines in the transferred out access but never less.

For each media that needs to be transferred, the UE assigns valid port number in the transferred-in access based on normal SIP/SDP procedures; for each media component that is not to be transferred, the IMS UE assigns port number “0” in the transferred-in domain.
Let’s assume Alice was engaged in the Video Telephony session with Bob through access network A. So, the initial SDP from Alice to Bob would be:

c=IP-A

m=audio 3456 RTP/AVP 0
....
m=video 3460 RTP/AVP 98

...

Alice realizes the presence of access network B and decides to transfer the audio component to access network B. Here, the new INVITE on access network B would have the following SDP:
c=IP-B
m=audio 3456 RTP/AVP 0
....
m=video 0 RTP/AVP 98

In the above example, the port number corresponding to the video component is set to zero – this indicates that the video is NOT transferred to the new access network, and so Alice can continue receiving the video stream from Bob over access network A. If Alice wishes to remove the video stream entirely, she could terminate the original SIP session by sending a BYE, or if there is media other than video in the original session which she wants to retain, she can send a re-INVITE on the original session setting the port number of the video component to zero (as specified in RFC 3264).

Note: the STI identifying the actual SIP session will be present in the SIP headers and hence is not shown in the above example.
3
Conclusion
Based on the above discussion paper, the contributors propose the following:
· Use SIP dialog ID for representing the “Session Transfer Identifiers” assigned dynamically
· Use RFC 3261 procedures for conveying the STI (i.e., SIP dialog ID) to the UE

· Ideally, since Target Dialog can be used for the both partial and full media transfer, that would be the preferred method of performing MMSC Session Transfers. However, since "Replaces" is already supported in a lot of implementations, its usage for full media transfer should not be excluded.
· The Request-URI during session transfers needs to be populated with one of two options – PSI of SCC AS or B-party number.

· Use the SDP based mechanism described in section 2.4 for identifying the media components that need to be transferred during Session Transfers.
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