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1. Introduction
This contribution contains text to align more closely with the stage-2 description of trusted and untrusted access.
2. Reason for Change

The stage-2 text was changed in the last SA2 meeting (see tdoc S2-085178) to clarify a couple of points. One was that it is the HPLMN operator who decides whether a particular access network is trusted, and it is proposed to clarify this point in the text. Additionally, the sentence that this change is related to is ambiguous, and is reworded.

The second point is to state that, while it is the HPLMN operator’s decision, that decision may be influenced by information about or from the VPLMN; hence, the editor’s note is removed.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302.
* * * First Change * * * *

4.1
Trusted and untrusted accesses

The HPLMN operator of the EPC selects whether a connected non-3GPP IP access network is a trusted or untrusted IP access network.. 
For a trusted non-3GPP IP access network the communication between the UE and the EPC is secure. For an untrusted non-3GPP IP access network the communication between the UE and the EPC is not trusted to be secure.

For a trusted non-3GPP IP access network, all communication between the access network and the EPC is transferred over pre-established secure links. For an untrusted non-3GPP IP access network an IPSec tunnel needs to be established on a per access basis, if required, to secure communication between the UE and the EPC. 
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