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1. Introduction
This contribution simplifies the specification in relation to the UE requesting the PDN address.
2. Reason for Change
PDN address informtation including the PDN typer and PCO information is transparent to NAS layer. Hence, the MME should transparently for ward thes IEs to the PDN GW.
The PDN address IE consists of the PDN Type value, which allows the UE to use it to request the prefered IP address type and for the IPv4 address to provide during or after the default bearer activation procedure. The stand alone PDN type IE is therefore deleted from the specification.

An error cause is introduced to allow the MME to convey the information from the PDN GW to the UE that the preferred IP address type is not supported while a different IP address type is provided.

In addition, the text related to UE requesting the PDN addressand not related to NAS signalling protocol is removed, where it should be covered by 29.061 or equivelant of CT3.
3. Conclusions

IP address assignement that is not part of NAS should be handeled in equivelant release 8 specification of 29.061 or equivelant of CT3.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v0.4.0
* * * First Change * * * *

6.2.2
IP address allocation via NAS signalling

If available, the UE shall include the IP version capability of the IP stack associated with the UE (i.e. support of IPv4, IPv6 or IPv4/IPv6) in the PDN type value in PDN Address IE in the PDN CONNECTIVITY REQUEST message. If the UE does not have any information about the IP version capability, the PDN type IE shall indicate IPv4/IPv6.

If the UE wants to be allocated an IPv4 address as part of the default bearer activation procedure or an IPv4 address after the default bearer activation procedure by executing DHCPv4 as specified in IETF RFC 2131 [16], the UE shall indicate its preference in the PDN address IE requesting an IPv4 address in the PDN CONNECTIVITY REQUEST message.

If the UE knows that an IPv6 address for the default bearer needs to be configured, the UE shall include an indication in the PDN address IE requesting an IPv6 prefix. 

On receipt of the PDN CONNECTIVITY REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDN type value in PDN Address IE including the UE's IP version capability and the operator policies of the home and visited network. The MME shall transparently forward the PDN address information IE, if assigned by the PDN GW, in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. 



NOTE:
The Network can assign both an IPv4 address and an IPv6 prefix to the same default bearer.
Editor's note: How the static IP address allocation is handled in the UE and in the network is FFS.





















* * * Next Change * * * *
6.5.1.2
UE requested PDN connectivity procedure initiation
In order to request connectivity to the default PDN in the attach procedure, the UE shall not include any APN in the PDN CONNECTIVITY REQUEST message.

In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING. This message shall include the requested APN, if available. In the PDN type value in the PDN information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.4.1

The UE shall set the request type to "initial attach" when the UE is establishing connectivity to an additional PDN for the first time, i.e. when it is an initial attach to that PDN. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.
If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix.

If the Ciphered protocol configuration options (PCO) transfer flag is set in the PDN CONNECTIVITY REQUEST message, the protocol configuration options should be sent after the NAS signalling security has been activated between the UE and the MME.

* * * Next Change * * * *

6.5.1.5
Abnormal cases

The following abnormal cases can be identified:

a)
T3482 expired


On the first expiry of the timer T3482, the UE shall resend the PDN CONNECTIVITY REQUEST and shall reset and restart timer T3482. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3482, the UE shall abort the procedure, release the PTI allocated for this invocation and enter the state PROCEDURE TRANSACTION INACTIVE;

b)
UE initiated PDN connectivity request for an already existing PDN connection (on the network side)


If the network receives a PDN CONNECTIVITY REQUEST message with the same combination of APN and PDN type value in PDN Address as an already existing PDN connection, the network shall deactivate the existing EPS bearer contexts for the PDN connection locally without notification to the UE and proceed with the requested PDN connectivity procedure.
* * * Next Change * * * *

8.3.18
PDN connectivity request

8.3.18.1
Message definition

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.18.1.

Message type:
PDN CONNECTIVITY REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.18.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	PDN connectivity request message identity
	Message type

9.8
	M
	V
	1

	
	Request type
	FFS


	M
	FFS
	FFS

	
	PDN Address
	PDN Address
9.9.4.6
	M
	LV
	7-23

	
	Spare half octet
	Spare half octet 

9.9.2.4
	M
	V
	1/2

	FFS
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	FFS
	Ciphered PCO transfer flag
	FFS
	O
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

8.3.18.2
Access point name
This IE is included in the message when the UE wishes to request network connectivity as defined by a certain access point name. This IE shall not be included when the PDN CONNECTIVITY REQUEST message is included in an ATTACH REQUEST message.

8.3.18.3
Ciphered PCO transfer flag

The UE may include this IE in the PDN CONNECTIVITY REQUEST message sent during the attach procedure.If this flag is set during attach procedure, the protocol configuration options shall be sent only after the NAS signalling security has been setup between the UE and the MME.

8.3.18.4
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
* * * Next Change * * * *

9.9.3.7
EMM cause

The purpose of the EMM cause information element is to indicate the reason why an EMM request from the UE is rejected by the network.

The EMM cause information element is coded as shown in figure 9.9.3.7.1 and table 9.9.3.7.1.

The EMM cause is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	EMM cause IEI
	octet 1

	Cause value
	octet 2


Figure 9.9.3.7.1: EMM cause information element

Table 9.9.3.7.1: EMM cause information element

	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	1
	0
	
	IMSI unknown in HLR

	0
	0
	0
	0
	0
	0
	1
	1
	
	Illegal MS

	0
	0
	0
	0
	0
	1
	1
	0
	
	Illegal ME

	0
	0
	0
	0
	0
	1
	1
	1
	
	GPRS services not allowed

	0
	0
	0
	0
	1
	0
	0
	0
	
	GPRS services and non-GPRS services not allowed

	0
	0
	0
	0
	1
	0
	0
	1
	
	MS identity cannot be derived by the network

	0
	0
	0
	0
	1
	0
	1
	0
	
	Implicitly detached

	0
	0
	0
	0
	1
	0
	1
	1
	
	PLMN not allowed

	0
	0
	0
	0
	1
	1
	0
	0
	
	Tracking Area not allowed

	0
	0
	0
	0
	1
	1
	0
	1
	
	Roaming not allowed in this tracking area

	0
	0
	0
	0
	1
	1
	1
	0
	
	GPRS services not allowed in this PLMN

	0
	0
	0
	0
	1
	1
	1
	1
	
	No Suitable Cells In tracking area

	0
	0
	0
	1
	0
	0
	0
	0
	
	MSC temporarily not reachable

	0
	0
	0
	1
	0
	0
	0
	1
	
	Network failure

	0
	0
	0
	1
	0
	0
	1
	0
	
	CS domain not available

	0
	0
	0
	1
	0
	1
	0
	0
	
	MAC failure

	0
	0
	0
	1
	0
	1
	0
	1
	
	Synch failure

	0
	0
	0
	1
	0
	1
	1
	0
	
	Congestion

	0
	1
	0
	1
	1
	1
	1
	1
	
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	
	Conditional IE error

	0
	1
	1
	0
	0
	1
	0
	1
	
	Message not compatible with the protocol state

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	0
	1
	1
	1
	0
	0
	0
	0
	
	Preferred PDN Type value not supported

	
	
	
	
	
	
	
	
	
	

	Any other value received by the mobile station shall be treated as 0110 1111, "Protocol error, unspecified". Any other value received by the network shall be treated as 0110 1111, "Protocol error, unspecified".

	


* * * Next Change * * * *

9.9.4.6
PDN address

The purpose of the PDN address information element is to identify one or two addresses associated with the UE in a packet data network.

The PDN address is a type 4 information element with minimum length of 7 octets and a maximum length of 23 octets.

The PDN address information element is coded as shown in figure 9.9.4.6.1 and table 9.9.4.6.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	PDN address IEI
	octet 1

	Length of PDN address contents
	octet 2

	0
	0
	0
	0
	Preferred version allocation
	PDN type value
	octet 3

	spare
	
	

	Address information


	octet 4

octet n


Figure 9.9.4.6.1: PDN address information element

Table 9.9.4.6.1: PDN address information element

	PDN type value (octet 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4/IPv6

	

	All other values are reserved.

	

	IP version allocation (Bit 4 of octet 3)

	Bit

	1
	
	
	
	

	0
	
	
	
	UE prefers to be allocated a PDN Type value address as part of the default bearer activation procedure

	1
	
	
	
	UE prefers a PDN Type value address after the default bearer activation procedure by executing DHCP.

	

	Bit 5 to 8 of octet 3 are spare and shall be coded as zero.

	

	

	Address information (octet 4 to n)

	

	If PDN type value indicates IPv4, the address information in octet 4 to octet 7 contains an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv4 address and bit 1 of octet 7 the least significant bit.

	

	If PDN type value indicates IPv6, the address information in octet 4 to octet 19 contains an IPv6 address. Bit 8 of octet 5 represents the most significant bit of the IPv6 address and bit 1 of octet 19 the least significant bit.

	

	If PDN type value indicates IPv4/IPv6, the address information in octet 4 to octet 23 contains an IPv6 address and an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv6 address and bit 1 of octet 19 the least significant bit. Bit 8 of octet 20 represents the most significant bit of the IPv4 address and bit 1 of octet 23 the least significant bit.

	


9.9.4.7




	
	
	
	
	
	
	
	
	

	
	

	
	




	

	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	

	

	

	

	


* * * Next Change * * * *

Annex A (informative):
Cause values for EPS mobility management

Cause value = 112 Requested PDN Type not supported

- This cause is sent to the UE indicating that the requested preferred PDN type is not supported

