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1. Reason for Change
When the UE sends a de-registration BU, this message applies both to the IPv6 HoA and the IPv4 HoA, if present. The UE should not include the IPv4 HoA option in the de-registration BU in order to minimize the signaling overhead over the air interface; even in case this option is not included, the HA shall delete the binding cache entry related to the IPv6 HoA and the associated binding cache enty for the IPv4 HoA. 
In this document it is proposed to clarify the aspect mentioned in the previous paragraph. Moreover it is also proposed to clarify that there is a linkage between the IPv6 HoA and the IPv4 HoA bindings and that how this is done is implementation specific. 
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 v1.1.0.
* * * First Change * * * *

5.1.3.2
Initial binding registration and IPv4 Home Address assignment

When the HA receives a Binding Update message from the UE, it shall validate it as described in IETF RFC 3775 [6] and in draft-ietf-mext-nemo-v4traversal [2].  If the Alternate Care-of Address option is present, the HA shall perform the check specified in draft-arkko-mext-rfc3775-altcoa-check [22].If the HA accepts the Binding Update message, it shall create a new entry in its binding cache for UE, marking it as a home registration. The lifetime of this binding cache entry is set based on operator's policies. The HA shall not perform a Duplicate Address Detection on the IPv6 Home Address of the UE because of the uniqueness of the IPv6 prefix assigned by the HA to the UE. Then the HA shall send a Binding Acknowledgement as specified in IETF RFC 3775 [6]. The HA may include the Binding Refresh Advice mobility option following rules defined in IETF RFC 3775 [6] to indicate the remaining time until the UE should send a new home binding update.
If the Binding Update contains an IPv4 Home Address option with the unspecified IPv4 address, the HA shall assign an IPv4 Home Address to the UE, including an IPv4 Address Acknowledgement option in the Binding Acknowledgement message, as specified in draft-ietf-mext-nemo-v4traversal [2]. If no IPv4 addresses are available at the HA, the HA shall send a Binding Acknowledgement with status code 132 in the IPv4 address acknowledgement option. If the Binding Update contains an IPv4 Home Address option with the address previously assigned via IKEv2, the HA shall confirm that address in the Binding Acknowledgment. 

If in the received Binding Update the IPv4 Care-of Address in the IPv4 Care-of Address option is not the same as the IPv4 address in the Source Address in the outer IPv4 header then a NAT was in the path. This information shall be included in the Binding Acknowledgement within a NAT Detection option with the F flag set and the Binding Acknowledgement shall be encapsulated based on the vanilla UDP encapsulation specified in draft-ietf-mext-nemo-v4traversal [2].

If a NAT were not detected, the HA shall send the Binding Acknowledgement without any UDP encapsulation; the message shall be encapsulated in an IPv4 header if the Care-of Address is IPv4 or in an IPv6 header if the Care-of Address is IPv6 as specified in draft-ietf-mext-nemo-v4traversal [2].
If the binding update is accepted for both IPv4 and IPv6 home addresses, the HA creates two bindings, one for each home address as specified in draft-ietf-mext-nemo-v4traversal [2]. The HA shall link the IPv4 home address binding to the IPv6 home address binding. 

NOTE: How the linkage between the two bindings (e.g. separate or single binding cache entry) is performed is implementation specific.
When the binding cache entry is created for the UE, the HA shall tunnel all packets destined to the IPv6 Home Address and all packets destined to the IPv4 Home Address (if present) to the UE's Care-of Address. If a NAT were detected, packets shall be encapsulated in UDP and IPv4 based on vanilla UDP encapsulation specified in draft-ietf-mext-nemo-v4traversal [2]. If the Care-of Address is an IPv6 address, IPv4 and IPv6 packets shall be encapsulated in an IPv6 header as specified in IETF RFC 3775 [6]; otherwise, if the Care-of Address is an IPv4 address, IPv4 and IPv6 packets shall be encapsulated in an IPv4 header. 
* * * Next Change * * * *

5.2.2.4

Handover from a foreign link to a home link

If the UE detects it is attached to the home link and there is a valid DSMIPv6 Binding Update list entry at the UE, the UE shall send a Binding Update with the Lifetime field set to “0” in order to remove the binding at the HA, as specified in IETF RFC 3775 [6]. In case an IPv4 home address was assigned to the UE, the UE should not include the IPv4 home address option as the binding for the IPv4 home address will be removed anyway by the HA. The UE may preserve the IKEv2 session in order to avoid re-establishing the session when the next handover occurs. If there is not a safe assumption that the UE will remain in the home link (e.g. switching off the non-3GPP radio interface in case of a dual radio terminal), the UE should preserve the IKEv2 session.

* * * Next Change * * * *

5.2.3.3

Handover from a foreign link to a home link
If the Lifetime field in the Binding Update is set to 0, the HA shall process the message based on IETF RFC 3775 [6], removing the associated binding cache entry and sending the Binding Acknowledge message with the Status field set to 0 (Binding Update accepted). If an IPv4 home address was assigned to the UE, the binding cache entry for the IPv4 home address tied to the IPv6 home address included in the Binding Update shall also be removed. If the HA also performs LMA functionality and before the de-registration Binding Update a Proxy Binding Update is received by the HA as defined in 3GPP TS 29.275 [25], the DSMIPv6 binding cache entry shall not be modified; instead a new binding cache entry for the PMIPv6 registration shall be created and the downlink packets shall be processed by the HA based on the DSMIPv6 binding cache entry. Similarly if the HA performs also GTP termination functionality, the DSMIPv6 shall not be modified based on GTP messages and downlink packets shall be processed by the HA based on the DSMIPv6 binding cache entry. Optionally, if the HA decides to explicitly remove the DSMIPv6 binding cache entry without waiting for the de-registration Binding Update from the UE, the HA shall send a Binding Revocation Indication message as specified in subclause 5.4.3.1. The error codes used in the Binding Acknowledgement are the same as specified in subclause 5.1.3.2.
* * * Next Change * * * *

B.4
UE-initiated Detach 

B.4.1
Binding Update

The fields of a BU message for the DSMIPv6 UE-Initiated Detach are depicted in Table B.4.1-1. 

The Mobility Options in a PBU message for the DSMIPv6 UE-Initiated Detach are depicted in Table B.4.1-2. 

Table B.4.1-1: Fields of a BU message for the DSMIPv6 UE-Initiated Detach procedure
	Fields
	Fields Description
	Reference

	Sequence Number
	Set to a monotonically increasing value.
	IETF RFC 3775 [6]

	Lifetime
	Set to a value of “0” indicating that the Binding Cache entry for the UE is to be deleted.
	IETF RFC 3775 [6]

	Home Registration (H)
	Set to "1" to indicate receiving node should act as this node’s HA
	IETF RFC 3775 [6]

	Link-local Address Compatibility (L)
	The Link-Local Address Compatibility (L) bit is set when the home address reported by the mobile node has the same interface identifier as the mobile node's link-local address.
	IETF RFC 3775 [6]

	Key Management Mobility Capability (K)
	Set as per UE capabilities with respect to IKEv2 SA ability to survive mobility
	IETF RFC 3775 [6]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	IETF RFC 3775 [6]

	Force UDP encapsulation request (F) Flag
	Set to “0” to indicate no forced UDP encapsulation
	draft-ietf-mext-nemo-v4traversal[2]

	TLV- format request (T) Flag
	Set to “0” to indicate TLV format is not requested. 
	draft-ietf-mext-nemo-v4traversal[2]


Table B.4.1-2: Mobility Options in a BU message for the DSMIPv6 UE-Initiated Detach procedure
	Mobility Option
	Cat.
	Mobility Option Description
	Reference

	
	
	
	

	IPv 4 Care-of Address
	C
	Set to the IPv4 Care-of address when in an IPv4 Access Network.
	draft-ietf-mext-nemo-v4traversal[2]

	Alternate Care-of Address
	O
	May be used (in addition to the Source address of the IPv6 packet) to carry the IPv6 care-of address when in an IPv6 access network.
	IETF RFC 3775 [6]


