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Abstract

This contribution summarises the current SIP documentation within IETF that deal with SIP. This contribution represents those IETF RFCs and drafts that have been allocated to the SIP working group half of the original SIP working group.

1
Introduction

SIP is defined in one RFC and a number of extensions are also in process of definition. This contribution represents those IETF RFCs and drafts that have been allocated to the SIP working group half of the original SIP working group.

Sections highlighed in YELLOW indicate documents that are currently required by 3GPP to complete Release 5. Sections highlighed in BLUE indicate documents that are currently required by 3GPP to complete Release 6. Sections highlighed in GREEN indicate documents that are currently required by 3GPP to complete Release 7. Sections highlighed in MAGENTA indicate documents that are currently required by 3GPP to complete Release 8.
2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
SIP: Session Initiation Protocol

Text contained in: http://www.ietf.org/rfc/rfc2543.txt 

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these. SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location. SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.

Originally proposed standard, now obsolete.

2.2
The SIP INFO method

Text contained in: http://www.ietf.org/rfc/rfc2976.txt 

This document proposes an extension to the Session Initiation Protocol (SIP).  This extension adds the INFO method to the SIP protocol. The intent of the INFO method is to allow for the carrying of session related control information that is generated during a session. One example of such session control information is ISUP and ISDN signaling messages used to control telephony call services.

This and other example uses of the INFO method may be standardized in the future.
This document adds the INFO method to the list of SIP capabilities.

Proposed standard.

2.3
Common Gateway Interface for SIP

Text contained in: http://www.ietf.org/rfc/rfc3050.txt

In Internet telephony, there must be a means by which new services are created and deployed rapidly. In the World Wide Web, the Common Gateway Interface (CGI) has served as popular means towards programming web services. Due to the similarities between the Session Initiation Protocol (SIP) and the Hyper Text Transfer Protocol (HTTP), CGI is a good candidate for service creation in a SIP environment. This document defines a SIP CGI interface for providing SIP services on a SIP server.

Informational.

2.4
MIME media types for ISUP and QSIG objects

Text contained in: http://www.ietf.org/rfc/rfc3204.txt

This document describes MIME types for application/ISUP and application/QSIG objects for use in SIP applications, according to the rules defined in RFC 2048 [1].  These types can be used to identify ISUP and QSIG objects within a SIP message such as INVITE or INFO, as might be implemented when using SIP between legacy systems.

This defines a MIME type of a message body for encapsulating either ISUP or QSIG PDUs, such that they may be used for later processing by a receiving application. It is not considered that this would be used for access protocols to the IP multimedia subsystem. It is however an integral part of the SIP BCP document.

Proposed standard.

2.5
SIP: Session Initiation Protocol

Text contained in: http://www.ietf.org/rfc/rfc3261.txt

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these.

SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location.  SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.
Proposed standard.

2.6
Reliability of Provisional Responses in Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3262.txt 

This document specifies an extension to the Session Initiation Protocol (SIP) providing reliable provisional response messages.  This extension uses the option tag 100rel and defines the Provisional Response ACKnowledgement (PRACK) method.

Proposed standard.

2.7
SIP: Locating SIP Servers

Text contained in: http://www.ietf.org/rfc/rfc3263.txt

The Session Initiation Protocol (SIP) uses DNS procedures to allow a client to resolve a SIP Uniform Resource Identifier (URI) into the IP address, port, and transport protocol of the next hop to contact.  It also uses DNS to allow a server to send a response to a backup client if the primary client has failed.  This document describes those DNS procedures in detail.

Proposed standard.

2.8
SIP-Specific Event Notification

Text contained in: http://www.ietf.org/rfc/rfc3265.txt

This document describes an extension to the Session Initiation Protocol (SIP). The purpose of this extension is to provide an extensible framework by which SIP nodes can request notification from remote nodes indicating that certain events have occurred. Concrete uses of the mechanism described in this document may be standardized in the future. Note that the event notification mechanisms defined herein are NOT intended to be a general-purpose infrastructure for all classes of event subscription and notification.

Proposed standard.

2.9
Integration of resource management and SIP

Text contained in: http://www.ietf.org/rfc/rfc3312.txt

This document defines a generic framework for preconditions which is extensible through IANA registration. This document also discusses how network quality of service can be made a precondition to establishment of sessions initiated by the Session Initiation Protocol (SIP). These preconditions require that the participant reserve network resources before continuing with the session. We do not define new quality of service reservation mechanisms; these preconditions simply require a participant to use existing resource reservation mechanisms before beginning the session
Proposed standard.

2.10
The SIP UPDATE method

Text contained in: http://www.ietf.org/rfc/rfc3311.txt

This specification defines the new UPDATE method for the Session Initiation Protocol (SIP). UPDATE allows a client to update parameters of a session (such as the set of media streams and their codecs) but has no impact on the state of a dialog.  In that sense, it is like a re-INVITE, but can be sent before the initial INVITE has completed. This makes it very useful for updating session parameters within early dialogs.

Proposed standard.

2.11
A Privacy Mechanism for the Session Initiation Protocol (SIP)

Text contained in http://www.ietf.org/rfc/rfc3323.txt 

This document defines new mechanisms for the Session Initiation Protocol (SIP) in support of privacy.  Specifically, guidelines are provided for the creation of messages that do not divulge personal identity information.  A new "privacy service" logical role for intermediaries is defined to answer some privacy requirements that user agents cannot satisfy themselves.  Finally, means are presented by which a user can request particular functions from a privacy service.

Proposed standard.

2.12
Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks

Text contained in http://www.ietf.org/rfc/rfc3325.txt

This document describes private extensions to the Session Initiation Protocol (SIP) that enable a network of trusted SIP servers to assert the identity of authenticated users, and the application of existing privacy mechanisms to the identity problem. The use of these extensions is only applicable inside an administrative domain with previously agreed-upon policies for generation, transport and usage of such information.  This document does NOT offer a general privacy or identity model suitable for use between different trust domains, or use in the Internet at large.

Informational.

2.13
Private Session Initiation Protocol (SIP) extensions for media authorization

Text contained in: http://www.ietf.org/rfc/rfc3313.txt

This document describes the need for QoS and media authorization and defines a Session Initiation Protocol (SIP) extension that can be used to integrate QoS admission control with call signaling and help guard against denial of service attacks. The use of this extension is only applicable in administrative domains, or among federations of administrative domains with previously agreed-upon policies, where both the SIP proxy authorizing the QoS, and the policy control of the underlying network providing the QoS belong to that administrative domain or federation of domains. 

Informational

2.14
Internet Media Types message/sipfrag

Text contained in: http://www.ietf.org/rfc/rfc3420.txt

The document registers the message/sipfrag Multipurpose Internet Mail Extensions (MIME) media type. This type is similar to message/sip, but allows certain subsets of well formed Session Initiation Protocol (SIP) messages to be represented instead of requiring a complete SIP message. In addition to end-to-end security uses, message/sipfrag is used with the REFER method to convey information about the status of a referenced request. 

Proposed standard.

2.15
HTTP Digest Authentication Using AKA

Text contained in: http://www.ietf.org/rfc/rfc3310.txt

The Hypertext Transfer Protocol (HTTP) Authentication Framework includes two authentication schemes: Basic and Digest.  Both schemes employ a shared secret based mechanism for access authentication. The Authentication and Key Agreement (AKA) mechanism performs user authentication and session key distribution in Universal Mobile Telecommunications System (UMTS) networks.  AKA is a challenge- response based mechanism that uses symmetric cryptography.  This memo specifies an AKA based one-time password generation mechanism for HTTP Digest access authentication.

Informational.
2.16
The Reason Header Field for the Session Initiation Protocol

Text contained in: http://www.ietf.org/rfc/rfc3326.txt 

For creating services, it is often useful to know why a Session Initiation Protocol (SIP) request was issued. This document defines a header field, Reason, that provides this information. The Reason header field is also intended to be used to encapsulate a final status code in a provisional response. This functionality is needed to resolve the "Heterogeneous Error Response Forking Problem", or HERFP.

Proposed standard.
2.17
SIP Extension for Registering Non-Adjacent Contacts

Text contained in: http://www.ietf.org/rfc/rfc3327.txt

The REGISTER function is used in a Session Initiation Protocol (SIP) system primarily to associate a temporary contact address with an address-of-record.  This contact is generally in the form of a Uniform Resource Identifier (URI), such as Contact: <sip:alice@pc33.atlanta.com> and is generally dynamic and associated with the IP address or hostname of the SIP User Agent (UA).  The problem is that network topology may have one or more SIP proxies between the UA and the registrar, such that any request traveling from the user's home network to the registered UA must traverse these proxies. The REGISTER method does not give us a mechanism to discover and record this sequence of proxies in the registrar for future use.

This document defines an extension header, "Path" which defines such a mechanism.

Proposed standard.

2.18
Session Initiation Protocol (SIP) Extension for Instant Messaging

Text contained in: http://www.ietf.org/rfc/rfc3428.txt 

Instant Messageing (IM) refers to the transfer of messages between users in near real-time.  These messages are usually, but not required to be, short.  IMs are often used in a conversational mode, that is, the transfer of messages back and forth is fast enough for participants to maintain an interactive conversation. 

This document proposes the MESSAGE method, an extension to the Session Initiation Protocol (SIP) that allows the transfer of Instant Messages. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol.  MESSAGE requests carry the content in the form of MIME body parts.  MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each Instant Message stands alone, much like pager messages.  MESSAGE requests may be sent in the context of a dialog initiated by some other SIP request.

Proposed standard.

2.19
DHCPv6 Options for SIP Servers

Text contained in: http://www.ietf.org/rfc/rfc3319.txt

This document defines a Dynamic Host Configuration Protocol version 6 (DHCPv6) option that contains a list of domain names or IPv6 addresses that can be mapped to one or more Session Initiation Protocol (SIP) outbound proxy servers. This is one of the many methods that a SIP client can use to obtain the addresses of such a local SIP server.
Proposed standard.

2.20
Security Mechanism Agreement for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3329.txt

SIP has a number of security mechanisms. Some of them have been built in to the SIP protocol, such as HTTP authentication or secure attachments. These mechanisms have even alternative algorithms and parameters. SIP does not currently provide any mechanism for selecting which security mechanisms to use over a connection. In particular, even if some mechanisms such as OPTIONS were used to make this selection, the selection would be vulnerable against the Bidding-Down attack. This document defines three header fields for negotiating the security mechanisms within SIP between a user agent client and its next hop SIP entity. A SIP entity applying this mechanism must always require some minimum security (i.e. integrity protection) from all communicating parties in order to secure the negotiation, but the negotiation can agree on which specific minimum security is used.

Proposed standard.

2.21
Compressing the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3486.txt

This document describes a mechanism to signal that compression is desired for one or more SIP messages. It also states when it is appropriate to send compressed SIP messages to a SIP entity.

Proposed standard

2.22
The Refer Method

Text contained in: http://www.ietf.org/rfc/rfc3515.txt

This document defines the REFER method. This Session Initiation Protocol (SIP) extension requests that the recipient REFER to a resource provided in the request. It provides a mechanism allowing the party sending the REFER to be notified of the outcome of the referenced request. This can be used to enable many applications, including Call Transfer. In addition to the REFER method, this document defines the the refer event package and the Refer-To request header.
Proposed standard

2.23
An Extension to the Session Initiation Protocol (SIP) for Symmetric Response Routing

Text contained in: http://www.ietf.org/rfc/rfc3581.txt

The Session Initiation Protocol (SIP) operates over UDP and TCP, among others.  When used with UDP, responses to requests are returned to the source address the request came from, and to the port written into the topmost Via header field value of the request.  This behavior is not desirable in many cases, most notably, when the client is behind a Network Address Translator (NAT).  This extension defines a new parameter for the Via header field, called "rport", that allows a client to request that the server send the response back to the source IP address and port from which the request originated. 

Proposed standard
2.24
Session Initiation Protocol Extension Header Field for Service Route Discovery During Registration

Text contained in: http://www.ietf.org/rfc/rfc3608.txt

This document defines a Session Initiation Protocol (SIP) extension header field used in conjunction with responses to REGISTER requests to provide a mechanism by which a registrar may inform a registering user agent (UA) of a service route that the UA may use to request outbound services from the registrar's domain.
Proposed standard

2.25
SIP caller preferences and callee capabilities

Text contained in: http://www.ietf.org/rfc/rfc3841.txt

This document describes a set of extensions to the Session Initiation Protocol (SIP) which allow a caller to express preferences about request handling in servers. These preferences include the ability to select which Uniform Resource Identifiers (URI) a request gets routed to, and to specify certain request handling directives in proxies and redirect servers. It does so by defining three new request headers, Accept-Contact, Reject-Contact and Request-Disposition, which specify the caller's preferences. 

Proposed standard.
2.26
Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3840.txt

This specification defines mechanisms by which a Session Initiation Protocol (SIP) user agent can convey its capabilities and characteristics to other user agents and to the registrar for its domain. These capabilities are conveyed as parameters of the Contact header field.

Proposed standard.
2.27
The Session Initiation Protocol (SIP) Replaces Header

Text contained in http://www.ietf.org/rfc/rfc3891.txt

This document defines a new header for use with Session Initiation Protocol (SIP) multi-party applications and call control.  The Replaces header is used to logically replace an existing SIP dialog with a new SIP dialog.  This primitive can be used to enable a variety of features, for example: 'Attended Transfer' and 'Call Pickup'.  Note that definition of these example features is non-normative.
Proposed standard.

2.28
The Session Initiation Protocol (SIP) Referred-By Mechanism

Text contained in: http://www.ietf.org/rfc/rfc3892.txt

The Session Initiation Protocol (SIP) REFER method provides a mechanism where one party (the referrer) gives a second party (the referee) an arbitrary URI to reference.  If that URI is a SIP URI, the referee will send a SIP request, often an INVITE, to that URI (the refer target).  This document extends the REFER method, allowing the referrer to provide information about the REFER request to the refer target using the referee as an intermediary.  This information includes the identity of the referrer and the URI to which the referrer referred.  The mechanism utilizes S/MIME to help protect this information from a malicious intermediary.  This protection is optional, but a recipient may refuse to accept a request unless it is present.
Proposed standard.

2.29
S/MIME Advanced Encryption Standard (AES) Requirement for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3853.txt

RFC3261 currently specifies 3DES as the mandatory-to-implement ciphersuite for implementations of S/MIME in the Session Initiation Protocol (SIP).  This document updates the normative guidance of RFC3261 to require the Advanced Encryption Standard (AES) for S/MIME.

Proposed standard.

2.30
Session Initiation Protocol (SIP) Extension for Event State Publication

Contained in: http://www.ietf.org/rfc/rfc3903.txt

This document describes an extension to the Session Initiation Protocol (SIP) for publishing event state used within the SIP Events framework. The first application of this extension is targeted at the publication of presence information. 


The mechanism described in this document can be extended to support publication of any event state for which there exists an appropriate event package.  It is not intended to be a general-purpose mechanism for transport of arbitrary data, as there are better-suited mechanisms for this purpose.
Proposed standard.

2.31
The Session Inititation Protocol (SIP) "Join" Header

Text contained in: http://www.ietf.org/rfc/rfc3911.txt

This document defines a new header for use with SIP multi-party applications and call control.  The Join header is used to logically join an existing SIP dialog with a new SIP dialog.  This primitive can be used to enable a variety of features, for example: "Barge-In", answering-machine-style "Message Screening" and "Call Center Monitoring".  Note that definition of these example features is non-normative.

Proposed standard.

Nice to have for release 6
2.32
Session Initiation Protocol (SIP) Authenticated Identity Body (AIB) Format

Text contained in: http://www.ietf.org/rfc/rfc3893.txt

RFC3261 introduces the concept of adding an S/MIME body to a (Session Initiation Protocol (SIP) request or response in order to provide reference integrity over its headers. This document provides a more specific mechanism to derive integrity and authentication properties from an 'authenticated identity body', a digitally-signed SIP message or message fragment. A standard format for such bodies (known as Authenticated Identity Bodies, or AIBs) is given in this document. Some considerations for the processing of AIBs by recipients of SIP messages with such bodies are also given.

Proposed standard.

2.33
The Internet Assigned Number Authority (IANA) Header Field Parameter Registry for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3968.txt

This document creates an Internet Assigned Number Authority (IANA) registry for the Session Initiation Protocol (SIP) header field parameters and parameter values. It also lists the already existing parameters and parameter values to be used as initial entries for this registry.

Best Common Practice (BCP).

2.34
The Internet Assigned Number Authority (IANA) Universal Resource Identifier (URI) Parameter Registry for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc3969.txt

This document creates an Internet Assigned Number Authority (IANA) registry for the Session Initiation Protocol (SIP) and SIPS Uniform Resource Identifier (URI) parameters and their values. It also lists the already existing parameters to be used as initial values for that registry.
Best Common Practice (BCP).

2.35
Session timers in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4028.txt

This document defines an extension to the Session Initiation Protocol (SIP). This extension allows for a periodic refresh of SIP sessions through a re-INVITE or UPDATE request. The refresh allows both user agents and proxies to determine whether the SIP session is still active. The extension defines two new header fields: Session-Expires, which conveys the lifetime of the session, and Min-SE, which conveys the minimum allowed value for the session timer.

Proposed standard.

2.36
Update to the Session Initiation Protocol (SIP) Preconditions Framework

Text contained in: http://www.ietf.org/rfc/rfc4032.txt

This document updates RFC 3312, which defines the framework for preconditions in SIP. We provide guidelines for authors of new precondition types and describe how to use SIP preconditions in situations that involve session mobility.

Proposed standard.

2.37
Usage of the Session Description Protocol (SDP) Alternative Network Address Types (ANAT) Semantics in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4092.txt

This document describes how to use the ANAT semantics of the SDP grouping framework in SIP. In particular, we define the sdp-anat SIP option-tag. This SIP option-tag ensures that SDP session descriptions using ANAT are only handled by SIP entities with ANAT support. To justify the need for such a SIP option-tag, we describe what could possibly happen if an ANAT-unaware SIP entity tried to handle media lines grouped with ANAT.

Proposed standard.

2.38
The Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4168.txt

This document specifies a mechanism for usage of SCTP (the Stream Control Transmission Protocol) as the transport for SIP (Session Initiation Protocol) entities. SCTP is a new protocol that provides several features that may prove beneficial for transport between SIP entities that exchange a large amount of messages, including gateways and proxies.  As SIP is transport-independent, support of SCTP is a relatively straightforward process, nearly identical to support for TCP.

Proposed Standard.
2.39
Guidelines for Authors of Extensions to the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4485.txt

The Session Initiation Protocol (SIP) is a flexible, yet simple tool for establishing interactive connections across the Internet. Part of this flexibility is the ease with which it can be extended. In order to facilitate effective and interoperable extensions to SIP, some guidelines need to be followed when developing SIP extensions. This document outlines a set of such guidelines for authors of SIP extensions.

Required reading if there is a need for 3GPP to extend SIP in any manner, either directly or by contribution to the IETF.

Informational.

2.40
Session Initiation Protocol (SIP)-H.323 Interworking Requirements

Text contained in: http://www.ietf.org/rfc/rfc4123.txt

This document describes the requirements for the logical entity known as the Session Initiation Protocol (SIP)-H.323 Interworking Function (SIP-H.323 IWF) that will allow the interworking between SIP and H.323.

Informational. Not developed as WG item.

2.41
An Extension to the Session Initiation Protocol for Request History Information

Text contained in: http://www.ietf.org/rfc/rfc4244.txt

This document defines a standard mechanism for capturing the history information associated with a Session Initiation Protocol (SIP) request.  This capability enables many enhanced services by providing the information as to how and why a call arrives at a specific application or user. This document defines a new optional SIP header, History-Info, for capturing the history information in requests. 
Proposed standard.
2.42
Actions addressing identified issues with the Session Initiation Protocol's non-INVITE Transaction
Text contained in: http://www.ietf.org/rfc/rfc4320.txt

This draft describes modifications to the Session Initiation Protocol (SIP) to address problems that have been identified with the SIP non-INVITE transaction.  These modifications reduce the probability of messages losing the race condition inherent in the non-INVITE transaction and reduce useless network traffic.  They also improve the robustness of SIP networks when elements stop responding.  These changes update behavior defined in RFCs 3261. 

Proposed standard.
2.43
Problems identified associated with the Session Initiation Protocol's non-INVITE Transaction
Text contained in: http://www.ietf.org/rfc/rfc4321.txt

This memo describes several problems that have been identified with the Session Initiation Protocol's non-INVITE transaction.

Informational.

2.44
A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages

Text contained in: http://www.ietf.org/rfc/rfc4483.txt

This Internet-Draft proposes an extension to the URL MIME External-Body Access-Type to satisfy the content indirection requirements for SIP.  These extensions are aimed at allowing any MIME part in a SIP message to be referred to indirectly via a URI.

Proposed standard.

2.45
Communications Resource Priority for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4412.txt

This document defines two new SIP header fields for communications resource priority, namely "Resource-Priority" and "Accept-Resource-Priority". The "Resource-Priority" header field can influence the behavior of SIP user agents, such as telephone gateways, and IP telephones. It does not directly influence the forwarding behavior of IP routers.

Proposed standard.
2.46
Enhancements for Authenticated Identity Management in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4474.txt
The existing security mechanisms in the Session Initiation Protocol are inadequate for cryptographically assuring the identity of the end users that originate SIP requests, especially in an interdomain context..  This document defines a mechanism for securely identifying originators of SIP messages.  It does so by defining two new SIP header fields, Identity, for conveying a signature used for validating the identity, and Identity-Info, for conveying a reference to the certificate of the signer.

Proposed standard.

2.47
Suppression of Session Initiation Protocol REFER Method Implicit Subscription

Text contained in: http://www.ietf.org/rfc/rfc4488.txt

This specification defines a way to suppress an implicit subscription with the Session Initiation Protocol (SIP) REFER method.  A new SIP option tag "norefersub" is defined to indicate support for this extension.  A new SIP header field "Refer-Sub" is defined to request the usage of this extension.

Proposed Standard.

2.48
Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4538.txt

This specification defines the Target-Dialog header field for the Session Initiation Protocol (SIP), and the corresponding option tag, tdialog.  This header field is used in requests that create SIP dialogs.  It indicates to the recipient that the sender is aware of an existing dialog with the recipient, either because the sender is on the other side of that dialog, or because it has access to the dialog identifiers.  The recipient can then authorize the request based on this awareness.

Proposed standard.

2.49
Conveying Feature Tags with Session Initiation Protocol REFER Method

Text contained in: http://www.ietf.org/rfc/rfc4508.txt

The SIP "Caller Preferences" extension defined in RFC 3840 provides a mechanism that allows a SIP request to convey information relating to the originator's capabilities and preferences for handling of that request.  The SIP REFER method defined in RFC 3515 provides a mechanism that allows one party to induce another to initiate a SIP request.  This document extends the REFER method to use the mechanism of RFC 3840.  By doing so, the originator of a REFER may inform the recipient as to the characteristics of the target that the induced request is expected to reach.
Proposed standard.

2.50
Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)

Text contained in: http://www.ietf.org/rfc/rfc4458.txt

The Session Initiation Protocol (SIP) is often used to initiate connections to applications such as voicemail or interactive voice recognition systems.  This specification describes a convention for forming SIP service URIs that request particular services based on redirecting targets from such applications.

Informational.
2.51
Management Information Base for Session Initiation Protocol (SIP)
Text contained in: http://www.ietf.org/rfc/rfc4780.txt
This memo defines a portion of the Management Information Base (MIB) for use with network management protocols in the Internet community. In particular, it describes a set of managed objects that are used to manage Session Initiation Protocol (SIP) entities, which include User Agents, Proxy servers, Redirect and Registrar servers. 

Proposed standard.

2.52
Connected Identity in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc4916.txt
This document provides a means for a Session Initiation Protocol (SIP) User Agent (UA) that receives a dialog-forming request to supply its identity to the peer UA by means of a request in the reverse direction, and for that identity to be signed by an Authentication Service.  Because of retargeting of a dialog-forming request (changing the value of the Request-URI), the UA that receives it (the User Agent Server, UAS) can have a different identity from that in the To header field.  The same mechanism can be used to indicate a change of identity during a dialog, e.g., because of some action in the Public Switched Telephone Network (PSTN) behind a gateway.  This document normatively updates RFC 3261 (SIP).
Proposed standard.

2.53
Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-15.txt

Expires: April 2008
Type: 

Charter item:

Several applications of the Session Initiation Protocol (SIP) require a user agent (UA) to construct and distribute a URI which can be used by anyone on the Internet to route a call to that specific UA instance. A URI which routes to a specific UA instance is called a Globally Routable UA URI (GRUU). This document describes an extension to SIP for obtaining a GRUU from a registrar, and for communicating a GRUU to a peer within a dialog.

WGLC commenced 13th January 2004 to complete on 28th January 2004.

An IPR Notice has been posted that pertains to Internet-Draft entitled "Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Iniation Protocol (SIP)" (http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-00.txt). The title of the IPR Notice is "Microsoft Corporation's Statement About IPR Claimed in draft-ietf-sip-gruu" (http://www.ietf.org/ietf/IPR/microsoft-ipr-draft-ietf-sip-gruu.txt).

WGLC announced 5th July 2004 to complete 17th July 2004. Last round of WG review requested 26th October 2005 to complete 6th November 2005. WGLC announced 5th August 2006 to complete 21st August 2006. WGLC announced 13th November 2006 to complete 27th November 2006. Publication requested 25th June 2007. IESG last call initiated 2nd July 2007 to complete 16th July 2007. IESG approved as proposed standard 15th October 2007. Current status: In RFC Editor's Queue waiting on ref to draft-ietf-sip-outbound.
2.54
Rejecting Anonymous Requests in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/rfc/rfc5079.txt
The Session Initiation Protocol (SIP) allows for users to make anonymous calls. However, users receiving such calls have the right to reject them because they are anonymous. SIP has no way to indicate to the caller that the reason for call rejection was that the call was anonymous. Such an indication is useful to allow the call to be retried without anonymity. This specification defines a new SIP response code for this purpose.
Proposed standard.

2.55
A Framework for Consent-Based Communications in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-consent-framework-04.txt

Expires: August 2008
Type: 

Charter item: 

The Session Initiation Protocol (SIP) supports communications across many media types, including real-time audio, video, text, instant messaging, and presence.  In its current form, it allows session invitations, instant messages, and other requests to be delivered from one party to another without requiring explicit consent of the recipient.  Without such consent, it is possible for SIP to be used for malicious purposes, including spam and denial-of-service attacks. This document identifies a framework for consent-based communications in SIP.

Document moved to SIP WG from SIPPING WG.

WGLC initiated 25th September 2006 to complete 17th October 2006. Request to publish -02 version 22nd August 2007.

WGLC on draft-ietf-sipping-pending-additions-00, draft-ietf-sipping-consent-format-00 and draft-ietf-sip-consent-framework-00 is coordinated. IESG last call initiated 19th November 2007 to complete 10th December 2007. IESG approved as proposed standard 7th February 2008. Currently in state: RFC Editor's queue waiting on references to draft-ietf-sipping-uri-services, draft-ietf-sipping-consent-format, draft-ietf-sipping-pending-additions.
2.56
Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt

Expires: May 2008
Type: 

Charter item: 

This document specifies a way to create subscription to a list of resources in SIP.  This is achieved by including the list of resources in the body of a SUBSCRIBE request.  Instead of having a subscriber send a SUBSCRIBE request for each resource individually, the subscriber defines the resource list, subscribes to it, and gets notifications about changes in the resources' state using a single SUBSCRIBE dialog.

WGLC initiated in SIPPING working group 12th January 2005 to complete 12th February 2005. 

Document transferred to the SIP WG for IESG submission. Publication requested 29th January 2007. IESG last call initiated 19th November 2007 to complete 10th December 2007. IESG approved as proposed standard on 23rd June 2008. Currently in state: RFC Editor's Queue waiting on references to draft-ietf-sipping-uri-services.
2.57
Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-conferencing-02.txt

Expires: May 2008
Type: 

Charter item: 

This document describes how to create a conference using SIP URI-list services. In particular, we describe a mechanism that allows a client to provide a conference server with the initial list of participants using an INVITE-contained URI-list.

WGLC initiated in SIPPING working group, 12th January 2005 to complete 12th February 2005. 

Document moved to SIP WG for IESG submission. Publication requested 29th January 2007. IESG last call initiated 19th November 2007 to complete 10th December 2007. IESG approved as proposed standard on 23rd June 2008. Currently in state: RFC Editor's Queue waiting on references to draft-ietf-sipping-uri-services, draft-ietf-sipping-capacity-attribute.
2.58
Guidelines for Using the Privacy Mechanism for SIP
Text contained in: http://www.ietf.org/internet-drafts/draft-munakata-sip-privacy-guideline-03.txt
Expires: September 2008

Type: 

Charter item: 
This is an informational document that provides guidelines for using the privacy mechanism for Session Initiation Protocol (SIP), that is specified in RFC 3323 and subsequently extended in RFCs 3325 and 4244.  It is intended to clarify the handling of the target SIP headers/parameters and SDP parameters for each of the privacy header values (priv-values).
Publication requested 6th June 2008 as an independent submission via the RFC editor. 
2.59
Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-message-03.txt

Expires: June 2008

Type: 

Charter item: 

This document specifies a mechanism that allows a SIP User Agent Client (UAC) to request a SIP URI-list (Uniform Resource Identifier list) service to send a SIP MESSAGE request to a set of destinations. The client sends a SIP MESSAGE request that includes the payload along with the URI-list to the MESSAGE URI-list service, which sends a similar MESSAGE request to each of the URIs included in the list. 

WGLC initiated in SIPPING working group, 12th January 2005 to complete 12th February 2005. Document moved to SIP group for submission to IESG. Publication requested 16th January 2007. IESG last call initiated 19th November 2007 to complete 10th December 2007. IESG approved 16th July 2008. Currently in state: In RFC Editor's Queue waiting on reference to draft-ietf-sipping-uri-services, draft-ietf-sipping-capacity-attribute.
2.60
Refering to Multiple Resources in the Session Initiation  Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-multiple-refer-03.txt

Expires: June 2008
Type: 

Charter item: 

This document defines extensions to the SIP REFER method so that this method can be used to refer servers to multiple resources.  These extensions include the use of pointers to Uniform Resource Identifier (URI)-lists in the Refer-To header field and the "multiple-refer" SIP option-tag.
WGLC initiated 12th January 2005 to complete 12th February 2005 in SIPPING group.

Document moved to SIP working group for submission to IESG. Publication requested 22nd January 2007. IESG last call initiated 19th November 2007 to complete 10th December 2007. IESG approved 28th July 2008. Currently in state: In RFC Editor's Queue waiting on reference to draft-ietf-sipping-uri-services, draft-ietf-sipping-capacity-attribute.
3
Internet drafts identified as work items by the working group or as chartered items

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
Connection Reuse in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-connect-reuse-11.txt

Expires: January 2009
Type: 

Charter item:

This document enables a pair of communicating proxies to reuse a congestion-controlled connection between themselves for sending requests in the forward and backwards direction.  Because the connection is essentially aliased for requests going in the backwards direction, reuse should be predicated upon both the communicating endpoints authenticating themselves using X.509 certificates through TLS.  For this reason, we only consider connection reuse for TLS over TCP and TLS over SCTP.  A single connection cannot be reused for the TCP or SCTP transport between two peers, and this document provides insight into why this is the case.  As a remedy, it suggests using two TCP connections (or two SCTP associations), each opened pro- actively towards the recipient by the sender.  Finally, this document also provides guidelines on connection reuse and virtual SIP servers and the interaction of connection reuse and DNS SRV lookups in SIP.
WGLC announced 26th October 2005 to complete 18th November 2005. WGLC announced 23rd October 2007 to complete 6th November 2007 on -08 version. WGLC continuation announced 23rd October 2007 to complete 6th November 2007. Extended until 24th November 2007.
3.2
Session Initiation Protocol Location Conveyance

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-location-conveyance-10.txt

Expires: August 2008
Type: 

Charter item:

This document defines an extension to the Session Initiation Protocol (SIP) to convey geographic location information from one SIP entity to another SIP entity.  The extension covers end to end conveyance as well as location-based routing, where proxy servers make routing decisions based on the location of the UAC.
WGLC initiated 4th March 2007 to complete 2nd April 2007. WGLC also issued in GEOPRIV WG.
3.3
Managing Client Initiated Connections in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-outbound-15.txt

Expires: December 2008
Type: 

Charter item:

The Session Initiation Protocol (SIP) allows proxy servers to initiate TCP connections and send asynchronous UDP datagrams to User Agents in order to deliver requests.  However, many practical considerations, such as the existence of firewalls and NATs, prevent servers from connecting to User Agents in this way.  Even when a proxy server can open a TCP connection to a User Agent, most User Agents lack a certificate suitable to act as a TLS server.  This specification defines behaviors for user agents, registrars and proxy servers that allow requests to be delivered on existing connections established by the User Agent.  It also defines keep alive behaviors needed to keep NAT bindings open and specifies the usage of multiple connections from the User Agent to its Registrar.

WGLC initiated 9th July 2007 to complete 6th August 2007. WGLC initiated 24th March 2008 to complete 21st April 2008 on -13 version. Currently in state: Publication Requested.
3.4
End-to-middle Security in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-e2m-sec-06.txt

Expires: January 2008
Type: 

Charter item:

Some services provided by intermediaries depend on their ability to inspect a message body in the Session Initiation Protocol (SIP). When sensitive information is included in the message body, a SIP User Agent (UA) needs to protect it from other intermediaries than those that the UA agreed to disclose it to. This document proposes a mechanism for securing information passed between an end user and intermediaries using S/MIME. It also proposes mechanisms for a UA to discover intermediaries which need to inspect an S/MIME-secured message body, or to receive the message body with data integrity.

This specification is approved at the proposed standards level due to the IANA registration requirements.  Is is of sufficient quality for that level, however, the use of this mechanism in this specification are considered experimental.
Poll to see if ready for WGLC 27th October 2005. WGLC initiated 16th December 2005 to complete 20th January 2006; at same time, security area also asked for review. 9th March 2006 no responses so far to WGLC.

Publication request as experimental 23rd June 2006. IESG last call requested 30th April 2007 to complete 14th May 2007. Currently in state: Dead.
NOTE:
Action ongoing to work out how to define such a thing as experimental headers so this work can then proceed to publication.
3.5
Requesting Answering Modes for the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-answermode-07.txt

Expires: November 2008
Type: 

Charter item:

This document defines extends SIP with two header fields and associated option tags that can be used in INVITE requests to convey the requester's preference for user-interface handling related to answering of that request.  The first header, "Answer-Mode", expresses a preference as to whether the target node's user interface waits for user input before accepting the request or instead accepts the request without waiting on user input.  The second header, "Priv-Answer-Mode" is similar to the first, except that it requests administrative-level access and has consequent additional authentication and authorization requirements.  These behaviors have applicability to applications such as Push-to-Talk and to diagnostics like loop-back.  Usage of each header field in a response to indicate how the request was handled is also defined.
WGLC initiated 23rd February 2006 to complete March 15th 2006. IESG last call initiated 10th July 2007 to complete 5th August 2007. Currently in state: IESG Evaluation:: AD Followup.
3.6
Addressing an Amplification Vulnerability in Forking Proxies

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-fork-loop-fix-07.txt

Expires: January 2009
Type: 

Charter item:

This document normatively updates RFC 3261, the Session Initiation Protocol (SIP), to address a security vulnerability identified in SIP proxy behavior.  This vulnerability enables an attack against SIP networks where a small number of legitimate, even authorized, SIP requests can stimulate massive amounts of proxy-to-proxy traffic. 
This document strengthens loop-detection requirements on SIP proxies when they fork requests (that is, forward a request to more than one destination). It also corrects and clarifies the description of the loop-detection algorithm such proxies are required to implement.
WGLC initiated 10th April 2006 to complete 7th May 2006. Publication requested 28th March 2007. IESG last call initiated 30th April 2007 to complete 14th May 2007. Returned to WG due to security issues 5th October 2007. WGLC initiated 7th December 2007 to complete 21st December 2007 on -06 version. Currently in state: Publication Rquested.
3.7
Example call flows using Session Initiation Protocol (SIP) security mechanisms

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-sec-flows-01.txt

Expires: December 2006

Type: 

Charter item:

This document shows example call flows demonstrating the use of Transport Layer Security (TLS), and Secure/Multipurpose Internet Mail Extensions (S/MIME) in Session Initiation Protocol (SIP).  It also provides information that helps implementers build interoperable SIP software.  To help facilitate interoperability testing, it includes certificates used in the example call flows and processes to create certificates for testing.

Note that this document replaces draft-ietf-sipping-sec-flows-00.txt (representing moving this work item from SIPPING to SIP).

Draft expired and removed from drafts directory.

3.8
Certificate Management Service for The Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-certs-06.txt

Expires: October 2008
Type: 

Charter item:

This draft defines a Credential Service that allows Session Initiation Protocol (SIP) User Agents (UAs) to use a SIP package to discover the certificates of other users.  This mechanism allows user agents that want to contact a given Address-of-Record (AOR) to retrieve that AOR's certificate by subscribing to the Credential Service.  The Credential Service also allows users to store and retrieve their own certificates and private keys.

Note that this document replaces http://www.ietf.org/internet-drafts/draft-ietf-sipping-certs-03.txt (representing moving this work item from SIPPING to SIP).

WGLC initiated 4th October 2006 to complete 19th October 2006. Publication requested 1st February 2008. Currently in state: Publication Requested.
3.9
SIP SAML Profile and Binding

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-saml-04.txt

Expires: January 2009
Type: 

Charter item:

This document specifies a Session Initiation Protocol (SIP) profile of Security Assertion Markup Language (SAML) as well as a SAML SIP binding.  The defined SIP SAML Profile composes with the mechanisms defined in the SIP Identity specification and satisfy requirements presented in "Trait-based Authorization Requirements for the Session Initiation Protocol (SIP)".

Draft expired and removed from internet-drafts directory.

3.10
A Hitchhikers Guide to the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-hitchhikers-guide-05.txt

Expires: August 2008
Type: 

Charter item:

The Session Initiation Protocol (SIP) is the subject of numerous specifications that have been produced by the IETF.  It can be difficult to locate the right document, or even to determine the set of Request for Comments (RFC) about SIP.  Don't Panic!  This specification serves as a guide to the SIP RFC series.  It lists the specifications under the SIP umbrella, briefly summarizes each, and groups them into categories.

WGLC announced 15th October 2007 to complete 29th October 2007 on -03 version. Publication requested 3rd July 2008. Currently in state: Publication Requested.































3.11
A Framework for Session Initiation Protocol (SIP) Session Policies
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-session-policy-framework-03.txt
Expires: October 2008
Type: 

Charter item: 

Proxy servers play a central role as an intermediary in the Session Initiation Protocol (SIP) as they define and impact policies on call routing, rendezvous, and other call features.  This document specifies a framework for SIP session policies that provides a standard mechanism by which a proxy can define or influence policies on sessions, such as the codecs or media types to be used.  It defines a model, an overall architecture and new protocol mechanisms for session policies.

Document moved to SIP WG from SIPPING WG. WGLC initiated 21st May 2007 to complete 11th June 2007. 
3.12
Extensions to the Session Initiation Protocol (SIP) User Agent Profile Delivery Change Notification Event Package for the Extensible Markup Language Language Configuration Access
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-xcap-config-00.txt
Expires: April 2007

Type: 

Charter item: 

The SIP User Agent profile delivery framework describes how a User Agent can retrieve its data using a variety of protocols and defines a SIP event package for notifications of changes to those profiles. This document extends that event package to support XCAP (XML Configuration Access Protocol).

Document moved to SIP WG from SIPPING WG. 
Draft expired and removed from internet drafts directory.
Document no longer to be proceeded with – replaced by draft-ietf-sip-xcapevent.
3.13
Guidelines for the use of the SIPS URI Scheme in the Session Initiation Protocol (SIP)
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-sips-08.txt
Expires: August 2008
Type: 

Charter item: 

This document providing clarifications and guidelines concerning the use of SIPS URI scheme in the Session Initiation Protocol (SIP). It does not make normative changes to SIP.  This document also provides discussion of possible future steps in specification.

WGLC initiated 29th June 2007 to complete 16th July 2007 on -05 version. Publication requested 30th April 2008. Currently in state: Publication Requested.
3.14
Indicating Support for Interactive Connectivity Establishment (ICE) in the Session Initiation Protocol (SIP)
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-ice-option-tag-02.txt
Expires: September 2007

Type: 

Charter item: 

This specification defines a media feature tag and an option tag for use with the Session Initiation Protocol (SIP).  The media feature tag allows a UA to communicate to its registrar that it supports ICE. The option tag allows a User Agent (UA) to require support for ICE in order for a call to proceed.
WGLC last call initiated 29th March 2007 to complete 20th April 2007. IESG last call initiated 2nd August 2007 to complete 16th August 2007. Currently in state: Approved-announcement to be sent::Exteral Party.
3.15
An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-subnot-etags-03.txt
Expires: January 2009
Type: 

Charter item: 
The Session Initiation Protocol (SIP) events framework enables receiving asynchronous notification of various events from other SIP user agents.  This framework defines the procedures for creating, refreshing and terminating subscriptions, as well as fetching and periodic polling of resource state.  These procedures have a serious deficiency in that they do not allow state to persist over a subscription refresh, or between two consecutive polls.  This inability to suppress notifications of state already known to the subscriber results in superfluous traffic in the network.  This memo defines an extension to SIP events that allows the subscriber to condition the subscription request to whether the state has changed since the previous notification was received.  When such a condition is true, either the body of an event notification or the entire notification message is suppressed.

WGLC initiated 4th September 2007 to complete 18th September 2007.

3.16
An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-record-route-fix-03.txt
Expires: January 2009
Type: 

Charter item: 
A typical function of a Session Initiation Protocol (SIP) Proxy is to set a Record-Route header on initial requests in order to make subsequent requests pass through it.  This header contains a SIP Uniform Resource Identifier (URI) indicating where and how the subsequent requests should be sent to reach the proxy.  Like any SIP URI, it can contain sip or sips schemes, IPV4 or IPV6 addresses, and URI parameters that could influence the routing like different transport parameters (UDP, TCP, SCTP...), or a compression indication like "comp=sigcomp".  When a proxy has to change some of those parameters between its incoming and outgoing interfaces (multi-homed proxies, transport protocol switching, sip to sips or IPV4 to IPV6 scenarios...), the question arises on what should be put in Record-Route header(s).  It is just not possible to make one header having the characteristics of both sides at the same time.  This document aims to clarify these scenarios and fix bugs already identified on this topic; it formally recommends the use of the double Record-Route technique as an alternative to the current RFC3261 text, which only describes Record-Route rewriting solution.
WGLC initiated 16th July 2008 to complete 29th July 2008.
3.17
Message Body Handling in the Session Initiation Protocol (SIP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-body-handling-03.txt
Expires: February 2009
Type: 

Charter item: 
This document specifies how message bodies are handled in SIP.

Additionally, it specifies SIP user agent support for MIME (Multipurpose Internet Mail Extensions) in message bodies.

WGLC initiated 25th June 2008 to complete 11th July 2008.
3.18
Requirements and Analysis of Media Security Key Management Protocols
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-media-security-requirements-07.txt
Expires: December 2008
Type: 

Charter item: 
A number of proposals have been published to address the need of securing media traffic.  A summary of the proposals available at that time is available in the appendix of this document.  Different assumptions, requirements, and usage environments justify every one of them.  This document aims to summarize the discussed media security requirements.  A comparison of the requirements against the individual proposals is provided.
WGLC initiated 22nd March 2008 to complete 7th April 2008 on -04 version.

3.19
IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority Header Namespaces

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-rph-new-namespaces-03.txt
Expires: September 2008
Type: 

Charter item: 
This document creates additional Session Initiation Protocol (SIP) Resource-Priority namespaces to meet the requirements of the US Defense Information Systems Agency, and places these namespaces in the IANA registry.
WGLC announced 31st October 2007 to complete 14th November 2007. Publication requested 30th June 2008. Currently in state: Publication Requested.
3.20
Using Extended Key Usage (EKU) for Session Initiation Protocol (SIP) X.509 Certificates 

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-eku-02.txt
Expires: January 2009
Type: 

Charter item: 
This document describes how to interpret certain information in a X.509 PKIX-compliant certificate used in a Transport Layer Security (TLS) connection.  More specifically, it describes how to find the right identity for authentication in such certificates and how to use it for mutual authentication.

WGLC initiated 22nd February 2008 to complete 7th March 2008

3.21
Domain Certificates in the Session Initiation Protocol (SIP)
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-domain-certs-01.txt
Expires: January 2009
Type: 

Charter item: 
This document describes how to interpret certain information in a X.509 PKIX-compliant certificate used in a Transport Layer Security (TLS) connection.  More specifically, it describes how to find the right identity for authentication in such certificates and how to use it for mutual authentication.

WGLC initiated 22nd February 2008 to complete 7th March 2008


3.22
Framework for Establishing an SRTP Security Context using DTLS

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-dtls-srtp-framework-02.txt
Expires: January 2009
Type: 

Charter item: 
This document specifies how to use the Session Initiation Protocol (SIP) to establish an Secure Real-time Transport Protocol (SRTP) security context using the Datagram Transport Layer Security (DTLS) protocol.  It describes a mechanism of transporting a fingerprint attribute in the Session Description Protocol (SDP) that identifies the key that will be presented during the DTLS handshake.  It relies on the SIP identity mechanism to ensure the integrity of the fingerprint attribute.  The key exchange travels along the media path as opposed to the signaling path.

3.23
UA-Driven Privacy Mechanism for SIP

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-ua-privacy-02.txt
Expires: January 2009
Type: 
To withhold a user's identity and related information, RFC 3323 defines a Privacy mechanism for SIP, which requires the use of an privacy service.  This document proposes a new privacy mechanism that a user agent can facilitate to conceal privacy-sensitive information without the need for aid from a privacy service.

3.24
An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-xcapevent-03.txt

Expires: November 2008
Type: 
This document describes an "xcap-diff" SIP event package, with the aid of which clients can receive notifications of the partial changes of Extensible Markup Language (XML) Configuration Access Protocol (XCAP) resources. The initial synchronization and document updates are based on using the XCAP-Diff format.

WGLC initiated 10th March 2008 to complete 31st March 2008 on -01 version. Publication requested 2nd July 2008. Currently in state: Publication Requested.
3.25
Essential correction for IPv6 ABNF and URI comparison in RFC3261

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-ipv6-abnf-fix-02.txt

Expires: November 2008
Type: 
This memo corrects the Augmented Backus-Naur Form (ABNF) production rule associated with generating IPv6 literals in RFC3261.  It also clarifies the rule for Uniform Resource Identifier (URI) comparison when the URIs contain textual representation of IP addresses.

To follow essential correction process.

WGLC initiated 7th May 2008 to complete 21st May 2008 on -02 version.

3.26
Response Code for Indication of Terminated Dialog

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-199-00.txt

Expires: November 2008
Type: 
This specification defines a new SIP response code, 199 Early Dialog Terminated, which a SIP entity can use to indicate upstream that an early dialog has been terminated.  The response code can be used by a SIP entity, normally a forking SIP proxy, to allow the UAC to know that an early dialog has been terminated before it a final response is sent to the request.

4
Internet drafts not yet identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

	Label
	Title
	Expires
	Type
	Charter item

	http://www.ietf.org/internet-drafts/draft-darilion-sip-e164-enum-00.txt
	E.164 Ownership using Public Keys stored in ENUM
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-dotson-sip-mutual-auth-03.txt
	Proxy Mutual Authentication in SIP
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-drage-sip-essential-correction-03.txt
	A Process for Handling Essential Corrections to the Session Initiation Protocol (SIP)
	January 2009
	
	draft expired and removed from internet drafts directory

	http://www.ietf.org/internet-drafts/draft-elwell-sip-e164-problem-statement-00.txt
	SIP E.164 Problem Statement
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-elwell-sip-e2e-identity-important-00.txt
	End-to-End Identity Important in the Session Initiation Protocol (SIP)
	January 2009
	
	

	
	
	
	
	

	http://www.ietf.org/internet-drafts/draft-holmberg-sip-keep-01.txt
	Indication of support for keep-alive
	December 2008
	
	

	
	
	
	
	

	http://www.ietf.org/internet-drafts/draft-jennings-sip-sec-flows-03.txt
	Example call flows using SIP security mechanisms
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-asserter-identity-00.txt
	Private Extensions to the Session Initiation Protocol (SIP) for Asserter Identification within Trusted Networks
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-baiting-attack-02.txt
	The SIP Identity Baiting Attack
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-four-oh-00.txt
	Session Initiation Protocol (SIP) Version 4.0: P2P2PSIP
	October 2008
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-info-events-01.txt
	SIP INFO Event Framework
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-info-use-cases-01.txt
	SIP INFO Use Cases
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-kaplan-sip-uris-change-00.txt
	Why URIs Are Changed Crossing Domains
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-kupwade-sip-iba-00.txt
	Identity Based Authentication in the Session Initiation Protocol
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-lee-sip-dns-sd-uri-03.txt
	SIP URI Service Discovery using DNS-SD
	January 2009
	
	Posted to SIPPING?

	http://www.ietf.org/internet-drafts/draft-lendl-enum-sip-lr-00.txt
	IANA Registration for the enumservice-subtype 'sip:lr'
	November 2008
	
	

	http://www.ietf.org/internet-drafts/draft-melnikov-sieve-notify-sip-message-01.txt
	Sieve Notification Mechanism: SIP MESSAGE
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-pashalidis-sip-saml-00.txt
	SIP SAML Profile and Binding
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-polk-sip-location-get-00.txt
	Session Initiation Protocol (SIP) Location Get Function
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-polk-sip-rph-in-responses-01.txt
	Allowing SIP Resource-Priority Header in SIP Responses
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-roach-sip-list-subscribe-bodies-00.txt
	Application of Event Package Bodies to Subscriptions to Lists of Resources in the Session Initiation Protocol (SIP)
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-app-media-tag-02.txt
	A Session Initiation Protocol (SIP) Media Feature Tag for MIME Application Sub-Types
	May 2008
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-ice-error-code-01.txt
	A Session Initiation Protocol (SIP) Response Code for Interactive Connectivity Establishment (ICE) Failures
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-info-litmus-01.txt
	Litmus Tests for Usage of the Session Initiation Protocol (SIP) INFO Method
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-rfc4474-concerns-00.txt
	Concerns around the Applicability of RFC 4474
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-tote-01.txt
	Session Based Trivial Object Transfer and Exchange (TOTE)
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-ua-loose-route-02.txt
	Applying Loose Routing to Session Initiation Protocol (SIP) User Agents (UA)
	July 2008
	
	Is WG item
Draft expired and removed from internet-drafts directory

	http://www.ietf.org/internet-drafts/draft-saintandre-sip-xmpp-chat-02.txt
	Interworking between the Session Initiation Protocol (SIP) and the Extensible Messaging and Presence Protocol (XMPP): Text Chat
	January 2009
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	http://www.ietf.org/internet-drafts/draft-saintandre-sip-xmpp-presence-01.txt
	Interworking between the Session Initiation Protocol (SIP) and the Extensible Messaging and Presence Protocol (XMPP): Presence
	February 2009
	
	

	
	
	
	
	

	http://www.ietf.org/internet-drafts/draft-schwartz-sip-e164-ownership-01.txt
	E.164 Ownership Problem Statement
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-sinnreich-sip-tools-03.txt
	Lightweight SIP Toolkit for Peer-to-Peer and Basic Client-Server Systems
	November 2008
	
	

	http://www.ietf.org/internet-drafts/draft-sparks-sip-invfix-02.txt
	Correct transaction handling for 200 responses to Session Initiation Protocol INVITE requests
	January 2009
	
	To follow essential correction process.

WGLC initiated 7th May 2008 to complete 21st May 2008 on -01 version.

	http://www.ietf.org/internet-drafts/draft-sparks-sip-steps-to-draft-00.txt
	Moving the Session Initiation Protocol (SIP) Towards Draft Standard
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-veltri-sip-alt-auth-00.txt
	HTTP digest authentication using alternate password storage schemes
	October 2008
	
	

	http://www.ietf.org/internet-drafts/draft-wing-sip-e164-rrc-01.txt
	SIP E.164 Return Routability Check (RRC)
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-wing-sip-identity-media-02.txt
	SIP Identity using Media Path
	August 2008
	
	

	http://www.ietf.org/internet-drafts/draft-winterbottom-sip-location-package-00.txt
	A Session Initiation Protocol (SIP) Event Package for Location Information
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-worley-references-00.txt
	The References Header for SIP
	January 2009
	
	

	http://www.ietf.org/internet-drafts/draft-york-sip-visual-identifier-trusted-identity-00.txt
	The Importance of a Visual Identifier of Trusted Identity
	January 2009
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