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1. Introduction

The note in section 6.4.1 says that

 “EAP-AKA is executed between the UE and EPC via a trusted non-3GPP access network in the case of connectivity to the EPC via S2a. In the case of access to the EPC via S2c, the EAP-AKA authentication is not performed as part of access authentication but is done during S2c bootstrapping as specified in 3GPP TS 24.303 [10] and 3GPP TS 33.402 [11].”. 

However it is not true that EAP-AKA is always not performed when S2c is used. Only when the trusted access network does not support EAP-AKA based authentication, then the EAP-AKA authentication is not performed as a part of access authentication but it is done during S2c bootstrapping. 

This document clarifies this note to cover this fact.
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6.4
Authentication and authorization for accessing EPC via a trusted non-3GPP access network
6.4.1
General

For access to the EPC via a trusted non-3GPP access network, a connection shall be established between the UE and the trusted non-3GPP access network using signalling procedures specific to the trusted non-3GPP access network and is out of scope of this present document.

Access authentication signalling for access to the EPC shall be executed between the UE and 3GPP AAA server to ensure mutual authentication of the user and the EPC. Such authentication is based on IETF protocols as specified in 3GPP TS 33.402 [11].

Note:
EAP-AKA is executed between the UE and EPC via a trusted non-3GPP access network in the case of connectivity to the EPC. In the case of the access network not supporting EAP-AKA, the UE shall access to the EPC via S2c and the EAP-AKA authentication is done during S2c bootstrapping as specified in 3GPP TS 24.303 [10] and 3GPP TS 33.402 [11].
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