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Stage 2 Requirement 
This requirement is in TS 23.228 and allows the UE to multiple register when acquiring new IP addresses while already IMS registered. 
Stage 3 Problems and Requirements 
Problems 

P1: A Rel-7 or earlier S-CSCF does not support multiple registrations from the same private user ID, instead it will overwrite the existing registration with the new one. This is done, as a UE can be registered over a radio connection and could walk out of radio coverage, i.e. lose the connection as well as the registration and therefore a new registration from the same private user ID indicates that a new connection has been established and the old registration is not needed anymore.

P2: A Rel-7 or earlier P-CSCF does not support multiple IPSec SAs for a single UE. 

Requirements 

R1: The network must inform the UE whether the network allows it to register multiple IP addresses (i.e. once it is registered with the first registration Reg1a).

R2: The UE must be informed by the network whether a successful registration resulted in a multiple registration (Reg2) or a new initial registration (Reg1b), e.g. a registration after coverage was lost.

R3: The P-CSCF and S-CSCF must be informed whether a new registration (Reg2) is an additional, multiple registration or to overwrite an existing registration (Reg1a) because the original connection was lost. 
IMS AKA Security Setup 

As described in TS 33.203 clause 7.2, IMS AKA sets up security between a UE and a P-CSCF as shown in Figure 9 below. 
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Figure 9

Two Unidirectional Connections 

SIP requests outgoing from the UE are send over one security association, and responses to those outgoing SIP request received over that same security association. SIP requests incoming to the UE are sent from the P-CSCF over a second security association, and responses to those incoming requests are received over that same second security association. 

Connection Setup 

The unidirectional connections shown above are set up when the UE registers and the ports are communicated in header fields defined in RFC 3329 “Security Mechanism Agreement for the Session Initiation Protocol (SIP)”. For example, the UE will set up a TCP connection from port_uc to port_ps, and the P-CSCF will set up a separate TCP connection from port_pc to port_us. 
Connection Setup with NAT 
The solution for NAT traversal of IMS AKA maintains the two unidirectional connections, illustrated below. 
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Figure 1 NAT Traversal with IMS AKA
draft-ietf-sip-outbound 
One purpose of draft-sip-outbound is to allow a NAT or firewall to be placed between the UE and the P-CSCF and still allow initial or standalone SIP requests that terminate at the UE. 
From draft-ietf-sip-outbound 1. Introduction: 

There are many environments for SIP [RFC3261] deployments in which    the User Agent (UA) can form a connection to a Registrar or Proxy but    in which connections in the reverse direction to the UA are not    possible.  This can happen for several reasons, but the most likely    is a NAT or a firewall in between the SIP UA and the proxy.  Many    such devices will only allow outgoing connections.  This    specification allows a SIP User Agent behind such a firewall or NAT    to receive inbound traffic associated with registrations or dialogs    that it initiates.

However, this case is different from the case above in that it solves the problem of firewalls that do not allow connections in the direction terminating at the UE. With IMS AKA, the P-CSCF is always able to set up a terminating connection to the UE.
From draft-ietf-sip-outbound 3.3 Multiple Connections from a User Agent 
Another problem addressed by the outbound draft is increasing reliability by allowing multiple registrations
In the example system below, the logical outbound proxy/registrar for    the domain is running on two hosts that share the appropriate state    and can both provide registrar and outbound proxy functionality for    the domain.  The UA will form connections to two of the physical    hosts that can perform the authoritative proxy/registrar function for    the domain.  Reliability is achieved by having the UA form two TCP    connections to the domain.

       +-------------------+

       | Domain            |

       | Logical Proxy/Reg |

       |                   |

       |+-----+     +-----+|

       ||Host1|     |Host2||

       |+-----+     +-----+|

       +---\------------/--+

            \          /

             \        /

              \      /

               \    /

              +------+

              | User |

              | Agent|

              +------+

This is equivalent to registering twice with the same P-CSCF, which is not an IMS requirement. 
Conclusion 1: IMS does not suffer from the problems that draft-ietf-sip-outbound addresses. 
Solutions in draft-ietf-sip-outbound 

Although IMS does not suffer from the problems addressed by draft-ietf-sip-outbound, as a result of achieving its own aims, draft-ietf-sip-outbound contains mechanisms that solve all of the requirements listed at the beginning of this paper. 

R1: The network must inform the UE whether the network allows it to register multiple IP addresses (i.e. once it is registered with the first registration Reg1a).

A registrar and proxy that support outbound will return a SIP Require: header field containing the tag outbound to indicate that multiple registration is possible.

R2: The UE must be informed by the network whether a successful registration resulted in a multiple registration (Reg2) or a new initial registration (Reg1b), e.g. a registration after coverage was lost.

The response to a successful multiple registration will include a SIP Require: header field containing the tag outbound, and will also list the multiple successful bindings in the returned Contact: header field.

R3: The UE must inform the P-CSCF and S-CSCF whether a new registration (Reg2) is an additional, multiple registration or to overwrite an existing registration (Reg1a) because the original connection was lost.

The UE includes a reg-id value (e.g. reg-id=””) when it registers to indicate whether this is a new registration or a refresh of an existing registration.
Outbound, IMS AKA and NAT Traversal 

In Figure 1 above, when the REGISTER (SM1) request is sent, the P-CSCF will generate a token according to draft-ietf-sip-outbound and add it to the path header field. This token allows initial requests in the terminating direction to re-use the connection to reach the UE. However, terminating requests always use the connection from port_pc to port_us, so this flow token will never be used. It is not therefore necessary for a UE to add the ‘ob’ parameter to its Contact: header field when it sends initial SIP requests. 
Drawbacks of Outbound 

Extra processing in the P-CSCF for the redundant behaviour of generating and adding a token to the path: header field. P-CSCF procedures differ from outbound draft when routing terminating initial requests. 
Recommendation 

draft-ietf-sip-outbound should be adopted to solve the multiple registrations problem. 
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