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1. Introduction
This contribution discusses how to specify the access network identifier in TS 24.302 and TS 23.003.
2. Reason for Change

It was decided by SA3 that, for a UE in non-3GPP accesses, the access network identity is used in the key derivation process within EPS and UE. Therefore this data item needs to be known to the UE, and the format must be identical to the one used in HSS.
3. Conclusions

4. Proposal

We propose the following changes to TS 24.302:
* * * First Change * * * *

4.4
Identities

Editor's note:
This subclause is to detail the identities, based on TS 23.003 [2], needed by the UE to get services from and support of the EPC.

4.4.1
UE Identities

The user identification shall be either the root NAI, or the decorated NAI as defined in 3GPP TS 23.003 [2], when the UE accesses the EPC via non-3GPP access networks, and gets authentication, authorization and accounting services from the EPC. 

User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP.

4.4.2
Identification of IP Services/PDN connections

For access to EPC the Access Point Name (APN) is used for identifying IP services/PDN connections. The detailed definition of APN as used for access to EPC is specified in TS 23.003 [2]. APN is used in the IKEv2 signaling during tunnel establishment and tunnel modification.

4.4.3
FQDN for ePDG Selection



A Fully Qualified Domain Name (FQDN) is constructed by UE and used as input to the DNS mechanism for ePDG selection.

The detailed format of this FQDN is specified in TS 23.003 [2].

4.4.4 
Access network identity
For access to EPC from a trusted non-3GPP access network via S2a the UE has to use the access network identity in the key derivation (see TS 33.402 [10]). It is signalled from the access network to the UE or derived by the UE from already available data.

Editor's note:
details of this signalling, e.g. via access specific means or within access authentication/authorization are FFS.
Editor’s note: the generic format for access network identity should be specified in TS 23.003 [2]; additionally, access specific formats may be defined there, as appropriate. 
