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1. Introduction
This document implements the flexible policy for concatenation in the attach case, description of which can be found in C1-082336.
2. Reason for Change
The forced concatenation policy results in longer attach timer and increased dependency between EMM and ESM procedures.
3. Conclusions

We prefer the flexible policy as we can still achieve concatenation and limit uplink signalling and yet reduce time to attach and achieve indepedency between EMM and ESM procedures. In addition it provides operators with fliexibility of catering to different kinds of users, particularly users who rarely use data services.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v0.3.0
* * * First Change * * * *

5.5.1.2.2
Attach procedure initiation

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED. The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message. The UE shall also indicate the UE network capability, attach type, and NAS key set identifier.

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN (see subclause 6.5.1).

The UE may also indicate the DRX parameter and the protocol configuration options.

If the UE wants to keep the connection(s) to the PDN GW to which it has connected via non-3GPP access, the UE shall indicate "handover attach" in the Attach type IE. Otherwise, the UE shall indicate "initial attach" in the Attach type IE.

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

5.5.1.2.3
EMM common procedure initiation

The network may initiate EMM common procedures, e.g. the identification, authentication and security mode procedures, depending on the received information such as IMSI, GUTI and KSI.

5.5.1.2.4
Attach accepted by the network

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE and start timer T3450 and timer Txyz1. If the PDN CONNECTIVITY REQUEST message is accepted by the network, the MME shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST to activate the default bearer (see subclause 6.4.1). The MME may send the ATTACH ACCEPT message together with the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message). The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2). 
The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410, reset the attach attempt counter and tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI, the MME considers the GUTI provided by the UE is invalid, or the GUTI provided by the UE was assigned by another MME, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

In a shared network the MME shall indicate the PLMN identity of the operator that has accepted the attach request in the assigned tracking area identities contained in the TAI list of the ATTACH ACCEPT message.

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

The MME may also include of list of equivalent PLMNs in the ATTACH ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, after having removed from the list any PLMN code that is already in the list of forbidden PLMNs. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the ATTACH ACCEPT message. If the ATTACH ACCEPT message does not contain a list, then the UE shall delete the stored list.

The UE, when receiving the ATTACH ACCEPT message shall send an ATTACH COMPLETE message to the network. The UE, when receiving the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message shall send an ACTIVATE DEFAULT BEARER CONTEXT ACCEPT message to the network. The UE may send the ATTACH COMPLETE message combined with the  ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message to the network.
On receiving the ACTIVATE DEFAULT BEARER ACCEPT message, the MME stops timer Txyz1 and the state of the UE is moved to IP attached state. If the MME does not receive the ACTIVATE DEFAULT BEARER ACCEPT message before the expiry of the timer Txyz1, the MME shall initiate detach procedures.
