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1. Introduction
Current specification in stage 2 (TS 23.401) mandates to create default EPS bearer context during attach procedure without standalone ESM messaging.

CT1 has agreed to implement a method to fulfil requirement in stage 2, but has not agreed the method to be used. Two different methods have been presented in CT1; a method basing on ESM message container IE in attach messages and a method basing on EPS NAS message concatenation.
This CR discusses those two possible methods and describes in more detail the method basing on ESM message container IE.
1.1. Message concatenation
EPS NAS message concatenation mechanism enables combinations of multiple NAS messages in very flexible manner. However, it’s questioned if there really are strong enough use cases to justify it being rather complex mechanism and requiring well defined error handling procedures and thereby obviously lot of standardisation effort to be completed.
There is also a principle in the protocol implementation that lower layer (in this case EMM) provides service to upper layer (in this case ESM) and not vice versa. Following the serving layer principle, EMM message should always be prior to ESM message.

From the UE side, the trigger to initiate parallel simultaneous ESM procedures cannot be coordinated resulting that the UE will not send ESM-ESM message combinations. From network perspective the ESM-ESM combinations could be possible e.g. in initial attach procedure where the network operator policies may instruct the EMM to establish two or more EPS contexts in parallel.
1.2 Message piggybacking i.e. ESM message container IE in attach messages
The mechanism basing on ESM message container IE is not as flexible as the message concatenation method is, but on the other hand it’s rather simplex and already well defined method mostly basing on existing standards.
1.2.1 Protocol independency

By having ESM messages container IE in EMM messages we achieve a state where EMM protocol does not need to understand ESM messages or session management information elements i.e. EMM just need to recognize the new information element identifier in the EMM message and provide the content of the IE to ESM protocol. When ESM protocol receives the message from EMM, it does not need to know anything about EMM states. 

1.2.2 Use of existing information element definitions and formats

By transferring the ESM information in information element format through the EMM layer we are able to re-use mechanisms and structures defined in TS 24.007. The method does not require any changes to existing information element definitions and formats.

1.2.3 Error handling procedures

By considering EMM and ESM as independent and self contained protocols makes the handling of various abnormal cases and errors easier. This means that all procedures described in TS 24.008 chapter 8 “Handling of unknown, unforeseen, and erroneous protocol data” can be used as such i.e. the method does not require any changes to existing error handling procedures. If the EMM message is ignored by the receiver, e.g. due to a mandatory information element error, then the contained ESM procedure is simply discarded and not passed to ESM layer.
2. Reason for Change

To fulfil specification in stage 2 and to create default EPS bearer context during attach procedure without standalone ESM messaging.

3. Conclusions
Concidering the analysis above, the message concatenation approach does not provide any real benefit over the ESM message container method and thus piggybacking  is seen most approriate method for this use case. 

4. Proposal

It is proposed to introduce the following changes in the next version of TS 24.301. 

****************** FIRST MODIFICATION ********************
8.2.1
Attach accept

8.2.1.1
Message definition

This message is sent by the network to the UE to indicate that the corresponding attach request has been accepted. See table 8.2.1.1.

Message type:
ATTACH ACCEPT

Significance:

dual

Direction:


network to UE

Table 8.2.1.1: ATTACH ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach accept message identity
	Message type

9.8
	M
	V
	1

	
	Periodic TA update timer
	FFS
	M
	V
	FFS

	
	TAI list
	FFS
	M
	LV
	FFS

	
	Attach result
	FFS
	M
	FFS
	FFS

	FFS
	GUTI
	FFS
	O
	FFS
	FFS

	FFS
	LAI
	Location area identification

9.9.2.1
	O
	TV
	6

	FFS
	MS identity


	Mobile identity

9.9.2.2
	O
	FFS
	FFS

	FFS
	Equivalent PLMNs
	PLMN List

9.9.2.3
	O
	TLV
	5-47

	FFS
	ESM message container
	ESM message container

9.9.3.x
	O
	TLV-E
	3-n

	
	
	
	
	
	



8.2.1.2
LAI

This IE may be included to assign a new LAI to a UE during a combined attach.
8.2.1.3
MS identity

This IE may be included to assign or unassign a new TMSI to a UE during a combined attach.
8.2.1.4
Equivalent PLMNs

This IE may be included in order to assign a new equivalent PLMNs list to a UE.
8.2.1.x
ESM message container
This IE may be included to carry EMS message to create default EPS bearer context during attach procedure. The EMM layer shall forward this IE to ESM layer.
8.2.2
Attach complete

8.2.2.1
Message definition
This message is sent by the UE to the network in response to an ATTACH ACCEPT message. See table 8.2.2.1.

Message type:
ATTACH COMPLETE

Significance:

dual

Direction:


UE to network

Table 8.2.2.1: ATTACH COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach complete message identity
	Message type

9.8
	M
	V
	1

	FFS
	ESM message container
	ESM message container

9.9.3.x
	O
	TLV-E
	3-n

	
	
	
	
	
	



8.2.2.2
ESM message container
This IE may be included to carry EMS message to create default EPS bearer context during attach procedure. The EMM layer shall forward this IE to ESM layer.
8.2.3
Attach reject
This message is sent by the network to the UE to indicate that the corresponding attach request has been rejected. See table 8.2.3.1.

Message type:
ATTACH REJECT

Significance:

dual

Direction:


network to UE

Table 8.2.3.1: ATTACH REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach reject message identity
	Message type

9.8
	M
	V
	1

	
	EMM cause
	FFS
	M
	V
	FFS


8.2.4
Attach request

8.2.4.1
Message definition
This message is sent by the UE to the network in order to perform an attach procedure. See table 8.2.4.1.

Message type:
ATTACH REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.4.1: ATTACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach request message identity
	Message type

9.8
	M
	V
	1

	
	Old GUTI or IMSI
	FFS
	M
	FFS
	FFS

	
	UE network capability
	FFS
	M
	FFS
	FFS

	
	Attach type
	FFS
	M
	FFS
	FFS

	
	NAS key set identifier
	FFS
	M
	FFS
	FFS

	FFS
	Last visited registered TAI
	FFS
	O
	FFS
	FFS

	FFS
	DRX parameter
	FFS
	O
	FFS
	FFS

	FFS
	ESM message container
	ESM message container

9.9.3.x
	O
	TLV-E
	3-n

	
	
	
	
	
	



8.2.4.2
ESM message container
This IE may be included to carry EMS message to create default EPS bearer context during attach procedure. The EMM layer shall forward this IE to ESM layer.
****************** FIRST MODIFICATION END *******************
****************** SECOND MODIFICATION ********************
9.9.3.13
Time zone and time

See subclause 10.5.3.9 in 3GPP TS 24.008 [6].

9.9.3.x
ESM message container

The purpose of the ESM message container information element is to enable piggybacked transfer of an ESM message within an EMM message. The ESM message included in this IE shall be coded as specified in subclause 8.3, i.e. without NAS security header.
The ESM message container is a type 6 information element.
The ESM message container information element is coded as shown in figure 9.9.3.x.1 and table 9.9.3.x.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	ESM message container IEI
	octet 1

	Length of ESM message container contents
	octet 2

	
	octet 3

	
	octet 4

	ESM message container contents
	

	
	octet n


Figure 9.9.3.x.1: ESM message container type information element

Table 9.9.3.x.1: ESM message container type information element
	ESM message container contents (octet 4 to octet n) ; Max value of  65536 octets

	

	This IE can contain any ESM PDU as defined in chapter 8.3

	

	


****************** SECOND MODIFICATION END ********************
****************** THIRD MODIFICATION START ********************
8.3
EPS session management messages

Editor's note: The layout of the message header, apart from the protocol discriminator, is FFS.

Editor's note: The detailed encoding of the information elements in all message is FFS. It is assumed that existing information elements in other specifications, e.g. 3GPP TS 24.008 [6], will be reused when possible.

Editor's note: In the following tables the presence indication for information elements reflects the logical requirement for mandatory or optional inclusion in a message. For reasons of coding efficiency CT1 can decide e.g. to specify an information element as mandatory IE, although in the table it is indicated as optional. The order of sequence of information elements is FFS.

8.3.1
Activate dedicated EPS bearer context accept

8.3.1.1
Message definition

This message is sent by the UE to the network to acknowledge activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active EPS bearer context. See table 8.3.1.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT

Significance:

dual

Direction:


UE to network

Table 8.3.1.1: ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate dedicated EPS bearer context accept message identity
	Message type

9.8
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253



Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.1.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.2
Activate dedicated EPS bearer context reject

8.3.2.1
Message definition

This message is sent by UE to the network to reject activation of a dedicated EPS bearer context. See table 8.3.2.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT

Significance:

dual

Direction:


UE to network

Table 8.3.2.1: ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate dedicated EPS bearer context reject message identity
	Message type

9.8
	M
	V
	1

	
	ESM cause
	ESM cause

9.9.4.2
	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253



Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.2.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.3
Activate dedicated EPS bearer context request

8.3.3.1
Message definition

This message is sent by the network to the UE to request activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active default EPS bearer context. See table 8.3.3.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.3.1: ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate dedicated EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	Linked EPS bearer identity
	Linked EPS bearer identity

9.9.4.3
	M
	FFS
	FFS

	
	Uplink TFT
	Traffic flow template

9.9.4.12
	O
	TLV
	3-257

	
	Negotiated QoS
	Quality of service

9.9.4.9
	O
	TLV
	14-18

	
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.4
	O
	TV
	2

	
	Radio priority
	Radio priority

9.9.4.10
	O
	TV
	1

	
	Packet flow Identifier
	Packet flow Identifier

9.9.4.5
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.


8.3.3.2
Procedure transaction identifier
This IE is included if this procedure was initiated by a UE requested bearer resource allocation procedure.
8.3.3.3
Uplink TFT

This IE shall be included if a linked EPS bearer without the uplink TFT has already been activated. This IE provides the UE with uplink packet filters.
8.3.3.4
Negotiated QoS

If the UE supports A/Gb mode or Iu mode or both, the network may include the corresponding pre‑Rel-8 QoS parameter values of a PDP context.
8.3.3.5
Negotiated LLC SAPI

If the UE supports A/Gb mode, the network may include this IE.
8.3.3.6
Radio priority

If the UE supports A/Gb mode, the network may include this IE.
8.3.3.7
Packet flow identifier
If the UE supports A/Gb mode, the network may include this IE. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include this IE.
8.3.3.8
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
8.3.4
Activate default EPS bearer context accept

8.3.4.1
Message definition

This message is sent by the UE to the network to acknowledge activation of a default EPS bearer context. See table 8.3.4.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

Significance:

dual

Direction:


UE to network

Table 8.3.4.1: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate default EPS bearer context accept message identity
	Message type

9.8
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253



Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.4.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.5
Activate default EPS bearer context reject

8.3.5.1
Message definition

This message is sent by UE to the network to reject activation of a default EPS bearer context. See table 8.3.5.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT

Significance:

dual

Direction:


UE to network

Table 8.3.5.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate default EPS bearer context reject message identity
	Message type

9.8
	M
	V
	1

	
	ESM cause
	ESM cause

9.9.4.2
	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253



Editor's note: The need for separate reject messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.5.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.6
Activate default EPS bearer context request

8.3.6.1
Message definition

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	FFS
	PDN address
	PDN address information

9.9.4.7
	O
	FFS
	FFS

	FFS
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	FFS
	Uplink TFT
	Traffic flow template

9.9.4.12
	O
	TLV
	3-257

	FFS
	Negotiated QoS
	Quality of service

9.9.4.9
	O
	TLV
	14-18

	FFS
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.4
	O
	TV
	2

	FFS
	Radio priority
	Radio priority

9.9.4.10
	O
	TV
	1

	FFS
	Packet flow Identifier
	Packet flow Identifier

9.9.4.5
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253



Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.6.2
PDN address

If the IP addresses of the UE are allocated during the default bearer context activation procedure, this IE shall be included by the network to assign IPv4 and/or IPv6 addresses to the UE.

8.3.6.3
Access point name

When the UE did not provide the APN in the PDN CONNECTIVITY REQUEST message which triggered the default bearer activation procedure, the network shall include this IE in order to provide the APN to which the activated default bearer context is associated.

8.3.6.4
Uplink TFT

This IE may be included in the message to provide the UE with uplink packet filters for the default bearer.

8.3.6.5
Negotiated QoS

If the UE supports A/Gb mode or Iu mode or both, the network may include the corresponding pre‑Rel-8 QoS parameter values of a PDP context.
8.3.6.6
Negotiated LLC SAPI

If the UE supports A/Gb mode, the network may include this IE.
8.3.6.7
Radio priority

If the UE supports A/Gb mode, the network may include this IE.
8.3.6.8
Packet flow identifier
If the UE supports A/Gb mode, the network may include this IE. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include this IE.
8.3.6.9
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
****************** THIRD MODIFICATION END ********************
****************** FOURT MODIFICATION START ********************
8.3.17
PDN connectivity reject

This message is sent by the network to the UE to reject establishment of a PDN connection. See table 8.3.17.1.

Message type:
PDN CONNECTIVITY REJECT

Significance:

dual

Direction:


network to UE

Table 8.3.17.1: PDN CONNECTIVITY REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	PDN connectivity reject message identity
	Message type

9.8
	M
	V
	1

	
	ESM cause
	ESM cause

9.9.4.2
	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:


8.3.18
PDN connectivity request

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.18.1.

Message type:
PDN CONNECTIVITY REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.18.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	PDN connectivity request message identity
	Message type

9.8
	M
	V
	1

	FFS
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	FFS
	PDN address allocation
	PDN address allocation

9.9.4.6
	O
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:


****************** FOURTH MODIFICATION END ********************
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