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1. Introduction
In last SA2#65, S2-084128 was agreed on UE deciding whether a non-3GPP access network is trusted or untrusted. This P-CR is to carry the Stage 2 agreement into Stage 3.
2. Reason for Change

Whilst the Stage 2 CR given in S2-084128 has clarified how the UE knows whether a certain non-3GPP IP access is trusted or untrusted, the manner by which the UE knows whether a non-3GPP IP access network is trusted or untrusted is still left open in Stage 3. 
This P-CR proposes Stage 3 text for UE deciding on whether a non-3GPP IP access is trusted or untrusted.

Following is an extarct from S2-084128.
=====start of extract =====

------ Start of Changes ------

4.1.x
Trusted/untrusted non-3GPP access network detection

During initial attach or handover attach a UE needs to discover the trust relationship (whether it is a Trusted or Untrusted Non-3GPP Access Network) of the non-3GPP access network in order to know which non-3GPP IP access procedure to initiate. The trust relationship of a non-3GPP access network is made known to the UE with one of the following options:
1) If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication.

2) The UE operates on the basis of pre-configured policy in the UE.
------ End of Changes ------
=====end of extract =====

3. Conclusions

--
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302, v0.4.0.


* * * First Change * * * *

6.2
Trusted and Untrusted Accesses

When the UE attempts access to a non-3GPP IP access network, configuration data in the UE allows the UE to decide if that non-3GPP IP access network the UE is attempting to access is a trusted or untrusted non-3GPP IP access. By this configuration data, if the UE decides the non-3GPP IP access is trusted, the UE shall follow the access methods given in subclause 6.4. If the UE decides the non-3GPP IP access is untrusted, the UE shall follow the access methods given in subclause 6.5.
If the UE has no configuration data to determine if the non-3GPP IP access the UE is attempting to access is trusted or untrusted, the UE shall first run the methods given in subclause 6.4 treating that non-3GPP IP access as a trusted access. If such an access is unsuccessful, the UE shall then revert to accessing that non-3GPP IP access using the methods given in subclause 6.5.
Editor's note:
The manner by which the UE is configured with the information about trusted or untrusted non-3GPP IP access networks is FFS.
Editor's note:
The format of the configuration data indicating trusted or untrusted non-3GPP IP access network is FFS.
* * * End of First Change * * * *
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