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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

1xx
A status-code in the range 101 through 199, and excluding 100

2xx
A status-code in the range 200 through 299

AAA
Authentication, Authorization and Accounting

AS
Application Server

APN
Access Point Name

AUTN
Authentication TokeN

B2BUA
Back-to-Back User Agent

BGCF
Breakout Gateway Control Function

c
conditional

BRAS
Broadband Remote Access Server

CCF
Charging Collection Function

CDF
Charging Data Function

CDR
Charging Data Record

CK
Ciphering Key

CN
Core Network

CPC
Calling Party Category

CSCF
Call Session Control Function

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

DOCSIS
Data Over Cable Service Interface Specification

DTD
Document Type Definition

EC
Emergency Centre

ECF
Event Charging Function

E-CSCF
Emergency CSCF

EPS
Evolved Packet System

FQDN
Fully Qualified Domain Name

GCID
GPRS Charging Identifier 

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

GRUU
Globally Routable User agent URI

HPLMN
Home PLMN

HSS
Home Subscriber Server

i
irrelevant

IARI
IMS Application Reference Identifier
IBCF
Interconnection Border Control Function

I-CSCF
Interrogating CSCF

ICID
IM CN subsystem Charging Identifier
ICSI
IMS Communication Service Identifier
IK
Integrity Key

IM
IP Multimedia

IMS
IP Multimedia core network Subsystem

IMS-ALG
IMS Application Level Gateway 

IMSI
International Mobile Subscriber Identity

IOI
Inter Operator Identifier
IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

IPsec
IP security

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISC
IP Multimedia Subsystem Service Control

ISIM
IM Subscriber Identity Module

I-WLAN
Interworking – WLAN

IWF
Interworking Function

LRF
Location Retrieval Function

m
mandatory

MAC
Message Authentication Code

MCC
Mobile Country Code

MGCF
Media Gateway Control Function

MGW
Media Gateway

MNC
Mobile Network Code

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

n/a
not applicable

NAI
Network Access Identifier
NA(P)T
Network Address (and Port) Translation

NASS
Network Attachment Subsystem

NAT
Network Address Translation

NP
Number Portability

o
optional

OCF
Online Charging Function

PCRF
Policy and Charging Rules Function

P-CSCF
Proxy CSCF

PDG
Packet Data Gateway

PDN
Packet Data Network

PDP
Packet Data Protocol

PDU
Protocol Data Unit

P-GW
PDN Gateway

PIDF-LO
Presence Information Data Format Location Object

PLMN
Public Land Mobile Network

PSAP
Public Safety Answering Point

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAND
RANDom challenge

RES
RESponse

RTCP
Real-time Transport Control Protocol

RTP
Real-time Transport Protocol

S-CSCF
Serving CSCF

SCTP
Stream Control Transmission Protocol

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SLF
Subscription Locator Function

SQN
SeQuence Number

TLS
Transport Layer Security

UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UDVM
Universal Decompressor Virtual Machine

UE
User Equipment

UICC
Universal Integrated Circuit Card

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

URN
Uniform Resource Name

UDVM
Universal Decompressor Virtual Machine

USIM
Universal Subscriber Identity Module

VPLMN
Visited PLMN

WLAN
Wireless Local Area Network

x
prohibited

xDSL
Digital Subscriber Line (all types)

XMAC
expected MAC

XML
eXtensible Markup Language

PROPOSED CHANGE

3A
Interoperability with different IP-CAN

The IM CN subsystem can be accessed by UEs resident in different types of IP-CAN. The main body of this document, and annex A, are general to UEs and IM CN subsystems that are accessed using any type of IP-CAN. Requirements that are dependent on the type of IP-CAN are covered in annexes B, D, E,H and L, or in separate specifications.

PROPOSED CHANGE

4.2
URI and address assignments

In order for SIP and SDP to operate, the following prerequisite conditions apply:

1)
I-CSCFs used in registration are allocated SIP URIs. Other IM CN subsystem entities may be allocated SIP URIs. For example sip:pcscf.home1.net and sip:<impl-specific-info>@pcscf.home1.net are valid SIP URIs. If the user part exists, it is an essential part of the address and shall not be omitted when copying or moving the address. How these addresses are assigned to the logical entities is up to the network operator. For example, a single SIP URI may be assigned to all I-CSCFs, and the load shared between various physical boxes by underlying IP capabilities, or separate SIP URIs may be assigned to each I-CSCF, and the load shared between various physical boxes using DNS SRV capabilities.

2)
All IM CN subsystem entities are allocated IP addresses. Any IM CN subsystem entities can be allocated IPv4 only, IPv6 only or both IPv4 and IPv6 addresses.  For systems providing access to IM CN subsystem using a UMTS/GSM/EPS network this is specified in 3GPP TS 23.221 [6] subclause 5.1. For systems providing access to IM CN subsystem using a cdma2000 network this is specified in subclause M.2.2.1.
3)
The subscriber is allocated a private user identity by the home network operator. This private user identity is available to the SIP application within the UE. Depending on the network operator, various arrangements exist within the UE for retaining this information:
a)
where an ISIM is present, within the ISIM application, see subclause 5.1.1.1A;

b)
where no ISIM application is present but USIM is present, the private user identity is derived (see subclause 5.1.1.1A);

c)
where neither ISIM nor USIM is present, the private user identity is available to the UE via other means (see subclause 5.1.1.1B).

NOTE 1:
3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has a UICC containing a ISIM application or a USIM.

NOTE 2:
The SIP URIs can be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements.

4)
The subscriber is allocated one or more public user identities by the home network operator. The public user identity shall take the form of SIP URI as specified in RFC 3261 [26] or tel URI as specified in RFC 3966 [22]. At least one of the public user identities is a SIP URI . All registered public user identities are available to the SIP application within the UE, after registration. Depending on the network operator, various arrangements exist within the UE for retaining this information:
a)
where an ISIM is present, at least one public user identity, which is a SIP URI, within the ISIM application, see subclause 5.1.1.1A;

b)
where no ISIM application is present but USIM is present, a temporary public user identity is derived (see subclause 5.1.1.1A);

c)
where neither ISIM nor USIM is present, the public user identities are available to the UE via other means (see subclause 5.1.1.1B).

NOTE 3:
3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has a UICC containing a ISIM application or a USIM.

5)
If the UE supports GRUU (see table A.4, item A.4/53), then it shall have an Instance ID, in conformance with the mandatory requirements for Instance IDs specified in draft-ietf-sip-gruu [93] and draft-ietf-sip-outbound [92].

6)
For each tel URI, there is at least one alias SIP URI in the set of implicitly registered public user identities that is used to implicitly register the associated tel URI.

NOTE 4:
For each tel URI, there always exists a SIP URI that has identical user part as the tel URI and the user parameter equals "phone" (see RFC 3261 [26] subclause 19.1.6), that represents the same public user identity. If a tel URI identifies a subscriber served by the IM CN subsystem, then the hostport parameter of the respective SIP URI contains the home domain name of the IM CN subsystem to which the subscriber belongs.
7)
The public user identities may be shared across multiple UEs. A particular public user identity may be simultaneously registered from multiple UEs that use different private user identities and different contact addresses. When reregistering and deregistering a given public user identity and associated contact address, the UE will use the same private user identity that it had used during the initial registration of the respective public user identity and associated contact address. If the tel URI is a shared public user identity, then the associated alias SIP URI is also a shared public user identity. Likewise, if the alias SIP URI is a shared public user identity, then the associated tel URI is also a shared public user identity.

8)
For the purpose of access to the IM CN subsystem, UEs can be allocated IPv4 only, IPv6 only or both IPv4 and IPv6 addresses. For systems providing access to IM CN subsystem using a UMTS/GSM network this is specified in 3GPP TS 23.221 [6] subclause 5.1 (see subclause 9.2.1 for the assignment procedures). For systems providing access to IM CN subsystem using a cdma2000 network this is specified in subclause M.2.2.1.
9)
For the purpose of emergency service, the UE shall use at least an emergency public user identity, which is a SIP URI derived as specified in 3GPP TS 23.003 [3] and an associated tel URI.

10)
For the purpose of indicating an IMS communication service to the network, UEs are assigned ICSI values appropriate to the IMS communication services supported by the UE, coded as URNs as specified in subclause 7.2A.8.2.

PROPOSED CHANGE

7.2A.4.2
Syntax

The syntax of the P-Access-Network-Info header is described in RFC 3455 [52]. There are additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.6A describes the 3GPP-specific extended syntax of the P-Access-Network-Info header field defined in RFC 3455 [52].

Table 7.6A: Syntax of extended P-Access-Network-Info header

   P-Access-Network-Info  = “P-Access-Network-Info” HCOLON 

                            access-net-spec *(COMMA access-net-spec)

   access-net-spec        = ((access-type [SEMI np]) / (access-class SEMI np)) *(SEMI access-info)

   access-type            = "IEEE-802.11" / "IEEE-802.11a" / "IEEE-802.11b" / "IEEE-802.11g" / "IEEE-802.11n" / "3GPP-GERAN" / "3GPP-UTRAN-FDD" / "3GPP-UTRAN-TDD" / "3GPP-E-UTRAN-FDD" / "3GPP-E-UTRAN-TDD" / "ADSL" / "ADSL2" / "ADSL2+" / "RADSL" / "SDSL" / "HDSL" / "HDSL2" / "G.SHDSL" / "VDSL" / "IDSL" / "3GPP2-1X" / "3GPP2-1X-HRPD" / "3GPP2-UMB" / "DOCSIS" / token

...access-class           = "3GPP-GERAN" / "3GPP-UTRAN" / "3GPP-E-UTRAN" / "3GPP-WLAN" / "3GPP-GAN" / "3GPP-HSPA"
   np                     = "network-provided"
   access-info            = cgi-3gpp / utran-cell-id-3gpp / dsl-location / i-wlan-node-id / ci-3gpp2 / extension-access-info

   extension-access-info  = gen-value

   cgi-3gpp               = "cgi-3gpp" EQUAL (token / quoted-string)

   utran-cell-id-3gpp     = "utran-cell-id-3gpp" EQUAL (token / quoted-string)

   i-wlan-node-id         = "i-wlan-node-id" EQUAL (token / quoted-string)

   dsl-location           = "dsl-location" EQUAL (token / quoted-string)

   ci-3gpp2               = "ci-3gpp2" EQUAL (token / quoted-string)
The presence of the "np" parameter indicates a P-Access-Network-Info header is provided by the P-CSCF. The content can differ from a P-Access-Network-Info header without this parameter which is provided by the UE.
PROPOSED CHANGE

7.2A.4.3
Additional coding rules for P-Access-Network-Info header

The P-Access-Network-Info header is populated with the following contents:

1)
the access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", or "DOCSIS" as appropriate to the access technology in use.

2)
if the access type field is set to "3GPP-GERAN", a cgi-3gpp parameter set to the Cell Global Identity obtained from lower layers of the UE. The Cell Global Identity is a concatenation of MCC, MNC, LAC and CI (as described in 3GPP TS 23.003 [3]). The value of "cgi-3gpp" parameter is therefore coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and CI (fixed length code of 16 bits using a full hexadecimal representation);

3)
if the access type field is equal to "3GPP-UTRAN-FDD", or "3GPP-UTRAN-TDD", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC, MNC, LAC (as described in 3GPP TS 23.003 [3]) and the UMTS Cell Identity (as described in 3GPP TS 25.331 [9A]), obtained from lower layers of the UE, and is coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits using a full hexadecimal representation);

4)
if the access-class field is set to one of "3GPP-GERAN", "3GPP-UTRAN", "3GPP-HSPA", "3GPP-GAN" and "3GPP-WLAN" the access-info parameter isn’t inserted. This release of this specification does not define values for use in this parameter. The access-class field can be set only by the P-CSCF;

5)
if the access type field is set to "3GPP2-1X", a ci-3gpp2 parameter set to the ASCII representation of the hexadecimal value of the string obtained by the concatenation of SID (16 bits), NID (16 bits), PZID (8 bits) and BASE_ID (16 bits) (see 3GPP2 C.S0005-D [85]) in the specified order. The length of the ci-3gpp2 parameter shall be 14 hexadecimal characters. The hexadecimal characters (A through F) shall be coded using the uppercase ASCII characters. If the MS does not know the values for any of the above parameters, the MS shall use the value of 0 for that parameter. For example, if the SID is unknown, the MS shall represent the SID as 0x0000;

NOTE 1:
The SID value is represented using 16 bits as supposed to 15 bits as specified in 3GPP2 C.S0005-D [85].

EXAMPLE:
If SID = 0x1234, NID = 0x5678, PZID = 0x12, BASE_ID = 0xFFFF, the ci-3gpp2 value is set to the string "1234567812FFFF".

6)
if the access type field is set to "3GPP2-1X-HRPD", a ci-3gpp2 parameter set to the ASCII representation of the hexadecimal value of the string obtained by the concatenation of Sector ID (128 bits) and Subnet length (8 bits) (see 3GPP2 C.S0024-A [86]) in the specified order. The length of the ci-3gpp2 parameter shall be 34 hexadecimal characters. The hexadecimal characters (A through F) shall be coded using the uppercase ASCII characters;

EXAMPLE:
If the Sector ID = 0x12341234123412341234123412341234, Subnet length = 0x11, the ci-3gpp2 value is set to the string "1234123412341234123412341234123411".

7)
if the access type field is set to "3GPP2-UMB" 3GPP2 C.S0084-000 [86A], a ci-3gpp2 parameter is set to the ASCII representation of the hexadecimal value of the Sector ID (128 bits) defined in 3GPP2 C.S0084-000 [86A]. The length of the ci-3gpp2 parameter shall be 32 hexadecimal characters. The hexadecimal characters (A through F) shall be coded using the uppercase ASCII characters.

EXAMPLE:
If the Sector ID = 0x12341234123412341234123412341234, the ci-3gpp2 value is set to the string "12341234123412341234123412341234".
8)
if the access-type field set to one of "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n", an "i-wlan-node-id" parameter is set to the ASCII representation of the hexadecimal value of the AP's MAC address without any delimiting characters.
EXAMPLE:
If the AP's MAC address = 00-0C-F1-12-60-28, then i-wlan-node-id  is set to the string "000cf1126028".

9)
if the access-type field is set to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", the access-info field shall contain a dsl-location parameter obtained from the CLF (see NASS functional architecture);
10)
if the access-type field set to "DOCSIS", the access info parameter is not inserted. This release of this specification does not define values for use in this parameter; and
11)
if the access type field is equal to "3GPP-E-UTRAN-FDD" or "3GPP-E-UTRAN-TDD", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC, MNC, TAC (as described in 3GPP TS 23.003 [3]) and the Evolved Cell Global Identity (as described in 3GPP TS 23.401 [7B]), obtained from lower layers of the UE, and is coded as a text string as follows:
Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits using a full hexadecimal representation).
NOTE 2:
The "cgi-3gpp", the "utran-cell-id-3gpp", the "ci-3gpp2", the "i-wlan-node-id", and the "dsl-location" parameters described above among other usage also constitute the location identifiers that are used for emergency services.

PROPOSED CHANGE

7.2A.5.2.1
General

The syntax of the P-Charging-Vector header field is described in RFC 3455 [52]. There may be additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.6B describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table 7.6B: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / i-wlan-charging-info / xdsl-charging-info / packetcable-charging-info / icn-charging-info / eps-charging-info / generic-param)

   gprs-charging-info = ggsn SEMI auth-token [SEMI pdp-info-hierarchy] *(SEMI extension-param)

   ggsn = "ggsn" EQUAL gen-value

   pdp-info-hierarchy = "pdp-info" EQUAL LDQUOT pdp-info *(COMMA pdp-info) RDQUOT

   pdp-info = pdp-item SEMI pdp-sig SEMI gcid [SEMI flow-id]

   pdp-item = "pdp-item" EQUAL DIGIT

   pdp-sig = "pdp-sig" EQUAL ("yes" / "no")

   gcid = "gcid" EQUAL 1*HEXDIG
   auth-token = "auth-token" EQUAL 1*HEXDIG

   flow-id = "flow-id" EQUAL "(" "{" 1*DIGIT COMMA 1*DIGIT "}" *(COMMA "{" 1*DIGIT COMMA 1*DIGIT "}")")"

   extension-param = token [EQUAL token]

   i-wlan-charging-info = "pdg"
   xdsl-charging-info = bras SEMI auth-token [SEMI xDSL-bearer-info] *(SEMI extension-param)

   bras = "bras" EQUAL gen-value

   xDSL-bearer-info = "dsl-bearer-info" EQUAL LDQUOT dsl-bearer-info *(COMMA dsl-bearer-info) RDQUOT

   dsl-bearer-info = dsl-bearer-item SEMI dsl-bearer-sig SEMI dslcid [SEMI flow-id]

   dsl-bearer-item = "dsl-bearer-item" EQUAL DIGIT

   dsl-bearer-sig = "dsl-bearer-sig" EQUAL ("yes" / "no")

   dslcid = "dslcid" EQUAL 1*HEXDIG
   packetcable-charging-info = packetcable [SEMI bcid]

   packetcable = "packetcable-multimedia"

   bcid = "bcid" EQUAL 1*48(HEXDIG)

   icn-charging-info = icn-bcp *(SEMI itid) [SEMI extension-param]

   icn-bcp = "icn-bcp" EQUAL gen-value

   itid = itc-sig SEMI itc-id SEMI *(flow-id)

   itc-sig = "itc-sig" EQUAL ("yes" / "no")
   itc-id = "itc-id" EQUAL gen-value

   flow-id = "flow-id" EQUAL gen-value
   extension-param = token [EQUAL (token | quoted-string)]
   eps-charging-info = pdngw [SEMI eps-bearer-hierarchy] *(SEMI extension-param)

   pdngw = "pdngw" EQUAL gen-value

   eps-bearer-hierarchy = "eps-info" EQUAL LDQUOT eps-info *(COMMA eps-info) RDQUOT

   eps-info = eps-item SEMI eps-sig SEMI ecid [SEMI flow-id]

   eps-item = "eps-item" EQUAL DIGIT

   eps-sig = "eps-sig" EQUAL ("yes" / "no")

   ecid = "ecid" EQUAL 1*HEXDIG
Editor's note: Further study is required as to whether the above structure is capable of covering the S5/S8 access mechanism.

The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks. The description of these parameters are given in the subsequent subclauses.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a session.
When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the IP-CAN (e.g. via Gx/Rx interface) reference points then null or zero values are included.
For type 1 and type 3 IOIs, the generating SIP entity shall express the orig-ioi and term-ioi parameters in the format of a quoted string as specified in RFC 3455 [52] with a specific string prefix being "Type 1" and "Type 3" respectively to indicate the type of IOI. For the type 2 IOI, no string prefix is used. The receiving SIP entity does not perform syntactic checking of the contents of the IOI parameter (the IOI parameter is passed unmodified to charging entities).
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7.2A.5.2.7
EPS as IP-CAN

Editor's note: Further study is required as to whether the structure is capable of covering the S5/S8 access mechanism.

For EPS there are the following components to track: P-GW address (pdngw parameter), and a eps-info parameter that contains the information for one or more EPS bearers. The eps-info contains one or more eps-item values followed by a collection of parameters (eps-sig, ecid, and flow-id). The value of the eps-item is a unique number that identifies each of the EPS-bearer-related charging information within the P-Charging-Vector header. Each EPS bearer context has an indicator if it is an IM CN subsystem signalling EPs bearer context (eps-sig parameter), an associated EPS Charging Identifier (ecid parameter), and a identifier (flow-id parameter). The flow-id parameter contains a sequence of curly bracket delimited flow identifier tuples that identify associated m-lines and relative order of port numbers in an m-line within the SDP from the SIP signalling to which the EPS bearer charging information applies. For a complete description of the semantics of the flow-id parameter see 3GPP TS 29.214 [13D] Annex B. The ecid, pdngw address and flow-id parameters are transferred from the P-GW to the P-CSCF via the PCRF over the Rx interface (see 3GPP TS 29.214 [13D] and Gx interface (see 3GPP TS 29.212 [13B]).
The ecid value is received in binary format at the P-CSCF (see 3GPP TS 29.214 [13D]). The P-CSCF shall encode it in hexadecimal format before include it into the ecid parameter. On receipt of this header, a node receiving a gcid shall decode from hexadecimal into binary format.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a multimedia session. The access network charging information may be unavailable for sessions that use a general purpose EPS bearer context (for both SIP signalling and media).

PROPOSED CHANGE

7.2A.10.3
Additional coding rules for phone-context parameter

In case the current IP-CAN is indicated in the phone-context the entities inserting the "phone-context" parameter shall populate the "phone-context" parameter with the following contents:

1)
if the IP-CAN is GPRS, then the "phone-context" parameter is a domain name. It is constructed from the MCC, the MNC and the home network domain name by concatenating the MCC, MNC, and the string "gprs" as domain labels before the home network domain name;

EXAMPLE:
If MCC = 216, MNC = 01, then the "phone-context" parameter is set to '216.01.gprs.home1.net'.

2)
if the IP-CAN is I-WLAN, then the "phone-context" parameter is a domain name. It is constructed from the SSID, AP's MAC address, and the home network domain name by concatenating the SSID, AP's MAC address, and the string "i-wlan" as domain labels before the home network domain name;

EXAMPLE:
If SSID = BU-Airport, AP's MAC = 00-0C-F1-12-60-28, and home network domain name is "home1.net", then the "phone-context" parameter is set to the string "bu-airport.000cf1126028.i-wlan.home1.net".

3)
if the IP-CAN is xDSL, then the "phone-context" parameter is a domain name. It is constructed from the dsl-location (see subclause 7.2A.4) and the home network domain name by concatenating the dsl-location and the string "xdsl" as domain labels before the home network domain name;

4)
if the IP-CAN is DOCSIS, then the "phone-context" parameter is based on data configured locally in the UE;
5)
if the IP-CAN is EPS, then the "phone-context" parameter is a domain name. It is constructed from the MCC, the MNC and the home network domain name by concatenating the MCC, MNC, and the string "eps" as domain labels before the home network domain name; and

6)
if the access network information is not available in the UE, then the "phone-context" parameter is set to the home network domain name preceded by the string "geo-local".

In case the home domain is indicated in the phone-context, the "phone-context" parameter is set to the home network domain name (as it is used to address the SIP REGISTER request, see subclause 5.1.1.1A or subclause 5.1.1.1B).
In case the "phone-context" parameter indicates a network other than the home network or the visited access network, the "phone-context" parameter is set according to RFC 3966 [22].

PROPOSED CHANGE

7.7
SIP timers

The timers defined in RFC 3261 [26] need modification in some cases to accommodate the delays introduced by the air interface processing and transmission delays. Table 7.8 shows recommended values for IM CN subsystem.

Table 7.8 lists in the first column, titled "SIP Timer" the timer names as defined in RFC 3261 [26].

The second column, titled "value to be applied between IM CN subsystem elements" lists the values recommended for network elements e.g. P-CSCF, S-CSCF, MGCF, when communicating with each other i.e. when no air interface leg is included. These values are identical to those recommended by RFC 3261 [26].

The third column, titled "value to be applied at the UE" lists the values recommended for the UE, when in normal operation the UE generates requests or responses containing a P-Access-Network-Info header which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", or "IEEE-802.11g", or "IEEE-802.11n". These are modified when compared to RFC 3261 [26] to accommodate the air interface delays. In all other cases, the UE should use the values specified in RFC 3261 [26] as indicated in the second column of table 7.8.
The fourth column, titled "value to be applied at the P-CSCF toward a UE" lists the values recommended for the P-CSCF when an air interface leg is traversed, and which are used on all SIP transactions on a specific security association where the security association was established using a REGISTER request containing a P-Access-Network-Info header provided by the UE which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a" or "IEEE-802.11b", or "IEEE-802.11g", or "IEEE-802.11n". These are modified when compared to RFC 3261 [26]. In all other cases, the P-CSCF should use the values specified in RFC 3261 [26] as indicated in the second column of table 7.8.
The final column reflects the timer meaning as defined in RFC 3261 [26].

Table 7.8: SIP timers
	SIP Timer 
	Value to be applied between IM CN subsystem elements 
	Value to be applied at the UE
	Value to be applied at the P-CSCF toward a UE
	Meaning

	T1
	500ms default
	2s default
	2s default
	RTT estimate

	T2
	4s
	16s
	16s
	The maximum retransmit interval for non-INVITE requests and INVITE responses

	T4
	5s
	17s
	17s
	Maximum duration a message will remain in the network

	Timer A
	initially T1
	initially T1
	initially T1
	INVITE request retransmit interval, for UDP only 

	Timer B
	64*T1
	64*T1
	64*T1
	INVITE transaction timeout timer

	Timer C
	> 3min
	> 3 min
	> 3 min
	proxy INVITE transaction timeout

	Timer D
	> 32s for UDP
	>128s
	>128s
	Wait time for response retransmits

	
	0s for TCP/SCTP
	 0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer E
	initially T1
	initially T1
	initially T1
	non-INVITE request retransmit interval, UDP only 

	Timer F
	64*T1
	64*T1
	64*T1
	non-INVITE transaction timeout timer

	Timer G
	initially T1
	initially T1
	initially T1
	INVITE response retransmit interval 

	Timer H
	64*T1
	64*T1
	64*T1
	Wait time for ACK receipt. 

	Timer I
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for ACK retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer J
	64*T1 for UDP
	64*T1 for UDP
	64*T1 for UDP
	Wait time for non-INVITE request retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer K
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for response retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP 
	0s for TCP/SCTP
	


PROPOSED CHANGE

8.1.1
SIP compression

If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n", then the UE shall support: 
-
SigComp as specified in RFC 3320 [32] and as updated by RFC 4896 [118]; and

-
the additional requirements specified in RFC 5049 [79], with the exception that the State Memory Size of at least 4096 bytes shall be a minimum value. 
If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n", then the UE may support: 

-
the negative acknowledgement mechanism specified in RFC 4077 [65A].

When using SigComp the UE shall send compressed SIP messages in accordance with RFC 3486 [55]. When the UE will create the compartment is implementation specific, but the compartment shall not be created until a set of security associations are set up. The compartment shall finish when the UE is deregistered. State creations and announcements shall be allowed only for messages received in a security association.

NOTE:
Exchange of bytecodes during registration will prevent unnecessary delays during session setup.

If the UE supports SigComp: 
-
the UE shall support the SIP dictionary specified in RFC 3485 [42] and as updated by RFC 4896 [118]. If compression is enabled, the UE shall use the dictionary to compress the first message; and
-
if the UE supports the presence user agent or watcher roles as specified in table A.3A/2 and table A.3A/4, the UE may support the presence specific dictionary specified in RFC 5112 [119]. 

PROPOSED CHANGE

8.1.2
Compression of SIP requests and responses transmitted to the P-CSCF

If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or IEEE-802.11g", or "IEEE-802.11n", then the UE should compress the requests and responses transmitted to the P-CSCF according to subclause 8.1.1. In other cases where SigComp is supported, it need not.
NOTE 1:
Compression of SIP messages is an implementation option. However, compression is strongly recommended.

NOTE 2:
In an IP-CAN where compression support is mandatory, the UE may send even the first message compressed. Sigcomp provides mechanisms to allow the UE to know if state has been created in the P-CSCF or not.

PROPOSED CHANGE

8.2.2
Compression of SIP requests and responses transmitted to the UE

The P-CSCF should compress the requests and responses transmitted to the UE according to subclause 8.2.1.

For all SIP transactions on a specific security association where the security association was established using a REGISTER request from the UE containing a P-Access-Network-Info header which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n",  then the P-CSCF should compress the requests and responses transmitted to the UE according to subclause 8.2.1. In other cases where SigComp is supported, it need not.
NOTE:
Compression of SIP messages is an implementation option. However, compression is strongly recommended.

PROPOSED CHANGE

9.2.2
Handling of the IP-CAN

The means to ensure that appropriate resources are available for the media flow(s) on the IP-CAN(s) related to a SIP session is dependant on the characteristics for each IP-CAN, and is described separately for each IP-CAN in question.

GPRS is described in annex B. I-WLAN is described in annex D. xDSL is described in annex E. DOCSIS is described in Annex H. EPS is described in annex L. cdma2000 packet data subsystem is is described in Annex M. If a particular handling of the IP-CAN is needed for emergency calls, this is described in the annex for each access technology.
PROPOSED CHANGE

A.1.3
Roles

Table A.2: Roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	User agent
	[26]
	o.1
	o.1

	2
	Proxy 
	[26]
	o.1
	o.1

	o.1:
It is mandatory to support exactly one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3: Roles specific to this profile

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE
	5.1
	n/a
	o.1

	2
	P-CSCF
	5.2
	n/a
	o.1

	3
	I-CSCF
	5.3
	n/a
	o.1

	3A
	void
	
	
	

	4
	S-CSCF
	5.4
	n/a
	o.1

	5
	BGCF
	5.6
	n/a
	o.1

	6
	MGCF
	5.5
	n/a
	o.1

	7
	AS
	5.7
	n/a
	o.1

	7A
	AS acting as terminating UA, or redirect server
	5.7.2
	n/a
	c2

	7B
	AS acting as originating UA
	5.7.3
	n/a
	c2

	7C
	AS acting as a SIP proxy
	5.7.4
	n/a
	c2

	7D
	AS performing 3rd party call control
	5.7.5
	n/a
	c2

	8
	MRFC
	5.8
	n/a
	o.1

	9
	IBCF
	5.10
	n/a
	o.1

	9A
	IBCF (THIG)
	5.10.4
	n/a
	c4

	9B
	IBCF (IMS-ALG)
	5.10.5, 5.10.7
	n/a
	c4

	9C
	IBCF (Screening of SIP signalling)
	5.10.6
	n/a
	c4

	10
	Additional routeing functionality
	Annex I
	n/a
	c3

	11
	E-CSCF
	5.11
	n/a
	o.1

	c2:
IF A.3/7 THEN o.2 ELSE n/a - - AS.

c3:
IF A.3/3 OR A.3/4 OR A.3/5 OR A.3/6 OR A.3/9 THEN o ELSE o.1 - - I-CSCF, S-CSCF, BGCF, MGCF, IBCF.

c4: 
IF A.3/9 THEN o.3 ELSE n/a - - IBCF.

o.1:
It is mandatory to support exactly one of these items. 

o.2:
It is mandatory to support at least one of these items.

o.3:
It is mandatory to support at least one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3A: Roles specific to additional capabilities

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	Presence server
	3GPP TS 24.141 [8A]
	n/a
	c1

	2
	Presence user agent
	3GPP TS 24.141 [8A]
	n/a
	c2

	3
	Resource list server
	3GPP TS 24.141 [8A]
	n/a
	c3

	4
	Watcher
	3GPP TS 24.141 [8A]
	n/a
	c4

	11
	Conference focus
	3GPP TS 24.147 [8B]
	n/a
	c5

	12
	Conference participant
	3GPP TS 24.147 [8B]
	n/a
	c6

	21
	CSI user agent
	3GPP TS 24.279 [8E]
	n/a
	c7

	22
	CSI application server
	3GPP TS 24.279 [8E]
	n/a
	c8

	31
	Messaging application server
	3GPP TS 24.247 [8F]
	n/a
	c5

	32
	Messaging list server
	3GPP TS 24.247 [8F]
	n/a
	c5

	33
	Messaging participant
	3GPP TS 24.247 [8F]
	n/a
	c2

	50
	Multimedia telephony service participant
	3GPP TS 24.173 [8H]
	n/a
	c2

	51
	Message waiting indication subscriber UA
	3GPP TS 24.606 [8I]
	n/a
	c2

	52
	Message waiting indication notifier UA
	3GPP TS 24.606 [8I]
	n/a
	c3

	c1:
IF A.3/7A AND A.3/7B THEN o ELSE n/a - - AS acting as terminating UA, or redirect server and AS acting as originating UA.

c2:
IF A.3/1 THEN o ELSE n/a - - UE.

c3:
IF A.3/7A THEN o ELSE n/a - - AS acting as terminating UA, or redirect server.

c4:
IF A.3/1 OR A.3/7B THEN o ELSE n/a - - UE or AS acting as originating UA.

c5:
IF A.3/7D AND A.3/4 AND A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control and S-CSCF and MRFC (note 2).

c6:
IF A.3/1 OR A.3A/11 THEN o ELSE n/a - - UE or conference focus.

c7:
IF A.3/1 THEN o ELSE n/a - - UE.

c8:
IF A.3/7D THEN o ELSE n/a - - CSI AS performing 3rd party call control.

	NOTE 1:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.

NOTE 2:
The functional split between the MRFC and the conferencing AS is out of scope of this document and they are assumed to be collocated.


Table A.3B: Roles with respect to access technology

	Item
	Value used in P-Access-Network-Info header
	Reference
	RFC status
	Profile status

	1
	3GPP-GERAN
	[52] 4.4
	o
	c1

	2
	3GPP-UTRAN-FDD
	[52] 4.4
	o
	c1

	3
	3GPP-UTRAN-TDD
	[52] 4.4
	o
	c1

	4
	3GPP2-1X
	[52] 4.4
	o
	c1

	5
	3GPP2-1X-HRPD
	[52] 4.4
	o
	c1

	6
	3GPP2-UMB
	[52] 4.4
	o
	c1

	7
	3GPP-E-UTRAN-FDD
	[52] 4.4
	o
	c1

	8
	3GPP-E-UTRAN-TDD
	[52] 4.4
	o
	c1

	11
	IEEE-802.11
	[52] 4.4
	o
	c1

	12
	IEEE-802.11a
	[52] 4.4
	o
	c1

	13
	IEEE-802.11b
	[52] 4.4
	o
	c1

	14
	IEEE-802.11g
	[52] 4.4
	o
	c1

	15
	IEEE-802.11n
	[52] 4.4
	o
	c1

	21
	ADSL
	[52] 4.4
	o
	c1

	22
	ADSL2
	[52] 4.4
	o
	c1

	23
	ADSL2+
	[52] 4.4
	o
	c1

	24
	RADSL
	[52] 4.4
	o
	c1

	25
	SDSL
	[52] 4.4
	o
	c1

	26
	HDSL
	[52] 4.4
	o
	c1

	27
	HDSL2
	[52] 4.4
	o
	c1

	28
	G.SHDSL
	[52] 4.4
	o
	c1

	29
	VDSL
	[52] 4.4
	o
	c1

	30
	IDSL
	[52] 4.4
	o
	c1

	41
	DOCSIS
	[52] 4.4
	o
	c1

	c1:
If A.3/1 OR A.3/2 THEN o.1 ELSE n/a.

o.1:
It is mandatory to support at least one of these items.


PROPOSED CHANGE

A.2.1.2
Major capabilities

Editor's note: it needs to be checked whether it should be explicitly clarified that the IBCF (IMS-ALG) is transparent to some presence or conference extensions.

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	o
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	2A
	registration of multiple contacts for a single address of record
	[26] 10.2.1.2, 16.6
	o
	o

	2B
	initiating a session?
	[26] subclause 13
	o
	o

	2C
	initiating a session which require local and/or remote resource reservation?
	[27]
	o
	c43

	3
	client behaviour for INVITE requests?
	[26] subclause 13.2
	c18
	c18

	4
	server behaviour for INVITE requests?
	[26] subclause 13.3
	c18
	c18

	5
	session release?
	[26] subclause 15.1
	c18
	c18

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	c34
	c34

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	c74

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	c75

	9
	server handling of merged requests due to forking?
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking?
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	
	Extensions
	
	
	

	13
	the SIP INFO method?
	[25]
	o
	n/a

	14
	reliability of provisional responses in SIP?
	[27]
	c19
	c44

	15
	the REFER method?
	[36]
	o
	c33

	16
	integration of resource management and SIP?
	[30] [64]
	c19
	c44

	17
	the SIP UPDATE method?
	[29]
	c5
	c44

	19
	SIP extensions for media authorization?
	[31]
	o
	c14

	20
	SIP specific event notification?
	[28]
	o
	c13

	21
	the use of NOTIFY to establish a dialog?
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information?
	[28]
	c2
	c15

	23
	acting as the subscriber to event information?
	[28]
	c2
	c16

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	[35]
	o
	c6

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	[34]
	o
	m

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	[33]
	o
	m

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	[33]
	c9
	c11

	26B
	application of privacy based on the received Privacy header?
	[33]
	c9
	n/a

	26C
	passing on of the Privacy header transparently?
	[33]
	c9
	c12

	26D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	c10
	c27

	26E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	c10
	c27

	26F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	c10
	c27

	26G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c10
	n/a

	26H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c37
	c37

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	[50]
	o
	c7

	28
	session initiation protocol extension header field for service route discovery during registration?
	[38]
	o
	c17

	29
	compressing the session initiation protocol?
	[55]
	o
	c8

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	31
	the P-Associated-URI header extension?
	[52] 4.1
	c21
	c22

	32
	the P-Called-Party-ID header extension?
	[52] 4.2
	c21
	c23

	33
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c21
	c24

	34
	the P-Access-Network-Info header extension?
	[52] 4.4
	c21
	c25

	35
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c21
	c26

	36
	the P-Charging-Vector header extension?
	[52] 4.6
	c21
	c26

	37
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c20

	38
	the Reason header field for the session initiation protocol?
	[34A]
	o
	c68

	38A
	use of the Reason header field in Session Initiation Protocol (SIP) responses?
	[130]
	o
	c82

	39
	an extension to the session initiation protocol for symmetric response routeing?
	[56A]
	o
	c62

	40
	caller preferences for the session initiation protocol?
	[56B]
	C29
	c29

	40A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	41
	an event state publication extension to the session initiation protocol?
	[70]
	o
	c30

	42
	SIP session timer?
	[58] 
	c19
	c19

	43
	the SIP Referred-By mechanism?
	[59]
	o
	c33

	44
	the Session Inititation Protocol (SIP) "Replaces" header?
	[60]
	c19
	c38 (note 1)

	45
	the Session Inititation Protocol (SIP) "Join" header?
	[61]
	c19
	c19 (note 1)

	46
	the callee capabilities?
	[62]
	o
	c35

	47
	an extension to the session initiation protocol for request history information?
	[66]
	o
	o

	48
	Rejecting anonymous requests in the session initiation protocol?
	[67]
	o
	o

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	[68]
	o
	o

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	[84]
	m
	m

	51
	the P-User-Database private header extension?
	[82] 4
	o
	o

	52
	a uniform resource name for services
	[69]
	n/a
	c39

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	[93]
	o
	c40 (note 2)

	54
	an extension to the session initiation protocol for request cpc information?
	[95]
	o
	c41

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	[96]
	o
	c42

	56
	the SIP P-Profle-Key private header extension?
	[97]
	n/a
	n/a

	57
	managing client initiated connections in SIP?
	[92]
	o
	c45

	58
	indicating support for interactive connectivity establishment in SIP?
	[102]
	o
	c46

	59
	multiple-recipient MESSAGE requests in the session initiation protocol?
	[104]
	c47
	c48

	60
	SIP location conveyance
	[89]
	o
	c49

	61
	referring to multiple resources in the session initiation protocol?
	[105]
	c50
	c50

	62
	conference establishment using request-contained lists in the session initiation protocol?
	[106]
	c51
	c52

	63
	subscriptions to request-contained resource lists in the session initiation protocol?
	[107]
	c53
	c53

	64
	dialstring parameter for the session initiation protocol uniform resource identifier?
	[103]
	o
	c19

	65
	the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular?
	[111]
	o
	c60

	66
	the SIP P-Early-Media private header extension for authorization of early media?
	[109] 8
	o
	c58

	67
	number portability parameters for the ‘tel’ URI?
	[112]
	o
	c54

	67A
	assert or process carrier indication?
	[112]
	o
	c55

	67B
	local number portability?
	[112]
	o
	c57

	68
	DAI Parameter for the ‘tel’ URI?
	[113]
	o
	c56

	69
	extending the session initiation protocol Reason header for preemption events
	[115]
	c69
	c69

	70
	communications resource priority for the session initiation protocol?
	[116]
	o
	c70

	70A
	inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70B
	inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70C
	resource priority namespace of DSN (Defense switched network)?
	[116] 10.2
	c71
	n/a

	70D
	resource priority namespace of DSRN (Defense RED switched network)?
	[116] 10.3
	c71
	n/a

	70E
	resource priority namespace of Q735?
	[116] 10.4
	c71
	n/a

	70F
	resource priority namespace of ETS (Government Emergency Telecommunications Service)?
	[116] 10.5
	c71
	n/a

	70G
	resource priority namespace of WPS (Wireless priority service)?
	[116] 10.6
	c71
	c73

	71
	addressing an amplification vulnerability in session initiation protocol forking proxies?
	[117]
	n/a
	n/a

	72
	the remote application identification of applying signaling compression to SIP
	[79] 9.1
	o
	c8

	73
	a session initiation protocol media feature tag for MIME application sub-types?
	[120]
	o
	c59

	74
	Identification of communication services in the session initiation protocol? 
	[121]
	o
	c61

	75
	a framework for consent-based communications in SIP
	[125]
	c76
	c76

	75A
	a relay within the framework for consent-based communications in SIP
	[125]
	c77
	c78

	75B
	a recipient within the framework for consent-based communications in SIP
	[125]
	c80
	c79

	76
	transporting user to user information for call centers using SIP?
	[126]
	o
	c81

	77
	requirements for explicit private network indication?
	[134]
	o
	o

	c2:
IF A.4/20 THEN o.1 ELSE n/a - - SIP specific event notification extension.

c3:
IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UE or S-CSCF functional entity.

c4:
IF A.3/4 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.

c6:
IF A.3/4 OR A.3/1 THEN m ELSE n/a. - - S-CSCF or UE.

c7:
IF A.3/1 OR A.3/4 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B THEN m ELSE n/a - - UA or S-CSCF or AS acting as terminating UA or AS acting as originating UA or AS performing 3rd party call control or IBCF (IMS-ALG).

c8:
IF A.3/1 THEN (IF (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/6 OR A.3B/7 OR A.3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3B/15) THEN m ELSE o) ELSE n/a - - UE behaviour (based on P-Access-Network-Info usage).
c9:
IF A.4/26 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/26B THEN o.3 ELSE n/a - - application of privacy based on the received Privacy header.

c11:
IF A.3/1 OR A.3/6 THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE or MGCF, IBCF (IMS-ALG).

c12:
IF A.3/7D THEN m ELSE n/a - - AS performing 3rd-party call control.

c13:
IF A.3/1 OR A.3/2 OR A.3/4 OR A.3/9B THEN m ELSE o - - UE or S-CSCF or IBCF (IMS-ALG).

c14:
IF A.3/1 AND A4/2B THEN m ELSE IF A.3/2 THEN o ELSE n/a – UE and initiating sessions or P-CSCF.

c15:
IF A.4/20 AND (A.3/4 OR A.3/9B) THEN m ELSE o – SIP specific event notification extensions and S-CSCF or IBCF (IMS-ALG).

c16:
IF A.4/20 AND (A.3/1 OR A.3/2 OR A.3/9B) THEN m ELSE o - - SIP specific event notification extension and UE or P-CSCF or IBCF (IMS-ALG).

c17:
IF A.3/1 or A.3/4 THEN m ELSE n/a - - UE or S-CSCF.

c18:
IF A.4/2B THEN m ELSE n/a - - initiating sessions.

c19:
IF A.4/2B THEN o ELSE n/a - - initiating sessions.

c20:
IF A.3/1 THEN m ELSE n/a - - UE behaviour.

c21:
IF A.4/30 THEN o.4 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c22:
IF A.4/30 AND (A.3/1 OR A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or UA.

c23:
IF A.4/30 AND A.3/1 THEN o ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE.

c24:
IF A.4/30 AND A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF.

c25:
IF A.4/30 AND (A.3/1 OR A.3/4 OR A.3/7A OR A.3/7D OR A.3/9B) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE, S-CSCF or AS acting as terminating UA or AS acting as third-party call controller or IBCF (IMS-ALG).

c26:
IF A.4/30 AND (A.3/6 OR A.3/7A OR A.3/7B or A.3/7D) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and MGCF, AS acting as a terminating UA, or AS acting as an originating UA, or AS acting as third-party call controller.

c27:
IF A.3/7D THEN o ELSE x - - AS performing 3rd party call control.

c28:
IF A.3/1 THEN m ELSE o.5 - - UE.

c29:
IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c30:
IF A.3A/1 OR A.3A/2 THEN m ELSE IF A.3/1 THEN o ELSE n/a - - presence server, presence user agent, UE, AS.

c33:
IF A.3/9B OR A.3A/11 OR A.3A/12 OR A.4/44 THEN m ELSE o - - IBCF (IMS-ALG) or conference focus or conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

c34:
IF A.4/44 OR A.4/45 OR A.3/9B THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header or the Session Inititation Protocol (SIP) "Join" header or IBCF (IMS-ALG).
c35: 
IF A.3/4 OR A.3/9B OR A.3A/21 OR A.3A/22 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7 OR A.3/8) THEN o ELSE n/a - - S-CSCF or IBCF (IMS-ALG) functional entities or CSI user agent or CSI application server, UE or MGCF or AS or MRFC functional entity.

c37
IF A.4/47 THEN o.3 ELSE n/a - - an extension to the session initiation protocol for request history information.

c38:
IF A.4/2B AND (A.3A/11 OR A.3A/12 OR A.3/7D) THEN m ELSE IF A.4/2B THEN o ELSE n/a - - initiating sessions, conference focus, conference participant, AS performing 3rd party call control.

c39:
IF A.3/1 THEN m ELSE n/a - - UE.

c40
IF A.3/4 OR A.3/1 THEN m ELSE IF (A.3/7A OR A.3/7B OR A.3/7D) THEN o ELSE n/a - - S-CSCF, UE, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c41:
IF A.3/2 OR A.3/3 OR A.3/4 OR A.3.5 OR A.3/6 OR A.3/7 OR A.3/8 OR A.3/9 THEN o ELSE n/a - - cpc URI parameter.

c42:
IF A.3/1 n/a ELSE o - - UE.

c43:
IF A.4/2B THEN o ELSE n/a - - initiating sessions. 

c44:
IF A.4/2C THEN m ELSE o - - initiating a session which require local and/or remote resource reservation.

c45:
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c46
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c47:
IF A.4/27 THEN o ELSE n/a - - a messaging mechanism for the Session Initiation Protocol (SIP).

c48:
IF A.3A/32 AND A.4/27 THEN m ELSE IF A.4/27 THEN o ELSE n/a - - messaging list server, a messaging mechanism for the Session Initiation Protocol (SIP).

c49:
IF A.3/1 OR A.3/9B THEN m ELSE o - - UE, IBCF (IMS-ALG).

c50:
IF A.4/15 THEN o ELSE n/a - - the REFER method.

c51:
IF A.4/2B THEN o ELSE n/a - - initiating a session.

c52:
IF A.3A/11 AND A.4/2B THEN m ELSE IF A.4/2B THEN o ELSE n/a - - conference focus, initiating a session.

c53:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification.

c54:
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7D THEN o, ELSE n/a - - UE, MGCF, AS acting as originating UA, AS performing 3rd party call control.

c55:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the ‘tel’ URI.

c56:
IF A.3/6 OR A.3/7B OR A.3/7D THEN o, ELSE n/a - - MGCF, AS acting as originating UA, AS performing 3rd party call control.

c57:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the 'tel' URI.

c58:
IF A.3/9B OR A.3/6 THEN m ELSE o - - IBCF (IMS-ALG), MGCF.

c59:
IF (A.3/4 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8) THEN o ELSE n/a - - S-CSCF, UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC.

c60:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, AS acting as terminating UA, AS acting as originating UA, AS performing 3rd party call control.

c61:
IF (A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8 OR A.3/9B) THEN o ELSE n/a - - UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC or IBCF (IMS-ALG).

c62:
IF A.3/1 THEN o ELSE n/a - - UE.

c68:
IF A.4/69 THEN m ELSE o  - - extending the session initiation protocol Reason header for preemption events and Q.850 causes.

c69:
IF A.4/70C OR A.4/70D OR A.4/70E THEN m ELSE o - - resource priority namespace of DSN (Defense switched network), resource priority namespace of DSRN (Defence RED switched network), resource priority namespace of Q735.

c70:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c71:
IF A.4/70 THEN o.6 ELSE n/a - - communications resource priority for the session initiation protocol.
c72:
IF A.4/70 THEN o ELSE n/a - - communications resource priority for the session initiation protocol
c73:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c74:
IF A.3/4 OR A.3/1 THEN o ELSE n/a. - - S-CSCF or UE.
c75:
IF A.3/1 THEN o ELSE n/a. - - UE.
c76:
IF A.4/75A OR A.4/75B THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP, a recipient within the framework for consent-based communications in SIP.

c77:
IF A.4/59 OR A.4/61 OR A.4/62 OR A.4/63 THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol.
c78:
IF (A.4/59 OR A.4/61 OR A.4/62 OR A.4/63) AND (A.3A/11 OR A.3A/31) THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol, conference focus, messaging application server.

c79:
IF A.3/9B OR (A.3/1 AND (A.4/2B OR A.4/15 OR A.4/20 OR A.4/27)) THEN m ELSE IF A.3/6 OR A.3/7A OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP), AS acting as terminating UA, or redirect server, AS performing 3rd party call control.

c80:
IF A.4/2B OR A.4/15 OR A.4/20 OR A.4/27 THEN m ELSE n/a - - initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP).

c81: 
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE, MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).
c82:
IF A.3/6 THEN m ELSE n/a - - MGCF.
o.1:
At least one of these capabilities is supported.

o.2: 
At least one of these capabilities is supported.

o.3: 
At least one of these capabilities is supported.

o.4:
At least one of these capabilities is supported.

o.5:
At least one of these capabilities is supported.

o.6:
It is mandatory to support at least one of these items.

	NOTE 1:
Void
NOTE 2:
If a UE is unable to become engaged in a service that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE support can be "o" instead of "m". Examples include telemetry applications, where point-to-point communication is desired between two users.


Editor's Note: In table A.4, additional usage scenarios of the Resource-Priority header field might not by covered by the condition c70. They might need additional action in other functional entities.

Editors Note: Additional work on UUS maybe needed in IETF.
Prerequisite A.5/20 - - SIP specific event notification

Table A.4A: Supported event packages

	Item
	Does the implementation support
	Subscriber
	Notifier

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	reg event package?
	[43]
	c1
	c3
	[43]
	c2
	c4

	1A
	reg event package extension for GRUUs?
	[94]
	c1
	c25
	[94]
	c2
	c4

	2
	refer package?
	[36] 3
	c13
	c13
	[36] 3
	c13
	c13

	3
	presence package?
	[74] 6
	c1
	c5
	[74] 6
	c2
	c6

	4
	eventlist with underlying presence package?
	[75], [74] 6
	c1
	c7
	[75], [74] 6
	c2
	c8

	5
	presence.winfo template-package?
	[72] 4
	c1
	c9
	[72] 4
	c2
	c10

	6
	ua-profile package?
	[77] 3
	c1
	c11
	[77] 3
	c2
	c12

	7
	conference package?
	[78] 3
	c1
	c21
	[78] 3
	c1
	c22

	8
	message-summary package?
	[65] 
	c1
	c23
	[65] 3
	c2
	c24

	9
	poc-settings package
	[110]
	c1
	c26
	[110]
	c2
	c27

	c1:
IF A.4/23 THEN o ELSE n/a - - acting as the subscriber to event information.

c2:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c3:
IF A.3/1 OR A.3/2 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - UE, P-CSCF, AS.

c4:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c5:
IF A.3A/3 OR A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - resource list server or watcher, acting as the subscriber to event information.

c6:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c7:
IF A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - watcher, acting as the subscriber to event information.

c8:
IF A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - resource list server, acting as the notifier of event information.

c9:
IF A.3A/2 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent, acting as the subscriber to event information.

c10:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c11:
IF A.3A/2 OR A.3A/4 THEN o ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent or watcher, acting as the subscriber to event information.

c12:
IF A.3A/1 OR A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server or resource list server, acting as the notifier of event information.

c13:
IF A.4/15 THEN m ELSE n/a - - the REFER method.

c21:
IF A.3A/12 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - conference participant or acting as the subscriber to event information.

c22:
IF A.3A/11 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - conference focus or acting as the notifier of event information.

c23: 
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/23 THEN o ELSE n/a - - message waiting indication subscriber UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as subscriber of event information.

c24:
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/22 THEN o ELSE n/a - - message waiting indication notifier UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as notifier of event information.

c25:
IF A.4A/1 THEN (IF A.3/1 AND A.4/53 THEN m ELSE o) ELSE n/a - - reg event package, UE, reg event package extension for GRUUs.

c26:
IF (A.3/7B OR A.3/1) AND (A.4/23 OR A.4/41) THEN o ELSE n/a - - AS acting as originating UA, UE ,acting as the subscriber to event information, an event state publication extension to the session initiation protocol.

c27:
IF (A.4/22 OR A.4/41) AND A.3/1 THEN o ELSE n/a - - UE, acting as the notifier of event information, an event state publication extension to the session initiation protocol.


PROPOSED CHANGE

Annex L (normative):
IP-Connectivity Access Network specific concepts when using EPS to access IM CN subsystem

L.1
Scope

The present annex defines IP-CAN specific requirements for a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP), where the IP-CAN is Evolved Packet System (EPS). It also defines procedures for invoking  CS domain services.
L.2
EPS aspects when connected to the IM CN subsystem

L.2.1
Introduction

A UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by EPS to provide packet-mode communication between the UE and the IM CN subsystem.

Requirements for the UE on the use of these packet-mode services are specified in this clause. Requirements for the P-GW in support of this communication are specified in 3GPP TS 29.061 [11], 3GPP TS 29.207 [12] and 3GPP TS 29.212 [13C].

When using the EPS, each IP-CAN bearer is provided by an EPS bearer.

L.2.2
Procedures at the UE

L.2.2.1
EPS bearer context activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall:

a)
perform a EPS attach procedure;


If the bearer establishment is controlled by the UE the UE starts reserving its local resources whenever it has sufficient information about the media streams, and used codecs available as specified in 3GPP TS 24.301 [8J].
NOTE 1:
If the bearer establishment is controlled by the EPS IP CAN the resource reservation requests are initiated by the P-GW after the P-CSCF has authorised the respective IP flows and provided the QoS requirements over the Rx interface to the PCRF as described in 3GPP TS 29.214 [13D].

NOTE 2:
During the EPS bearer context activation procedure the UE and network negotiate whether the UE or the EPS IP-CAN is responsible for the resource reservation applicable to all EPS bearer contexts within the activated EPS bearer context address as described in 3GPP TS 24.301 [8J].
b)
ensure that a EPS bearer context used for SIP signalling according to the APN and P-GW selection criteria described in 3GPP TS 23.060 [4] and 3GPP TS 27.060 [10A] is available. This EPS bearer context shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the EPS bearer context provides the UE with information that makes the UE able to construct an IPv4 or an IPv6 address;

NOTE 3:
The default EPS bearer context can also be used for SIP signalling as well as any other EPS bearer context. The QoS characteristics could require modification.


When the bearer establishment is controlled by the UE, the UE shall choose one of the following options when performing establishment of this EPS bearer context:

I.
A dedicated EPS bearer context for SIP signalling:

The UE shall indicate to the P-GW that this is a EPS bearer context intended to carry IM CN subsystem-related signalling only by setting the IM CN Subsystem Signalling Flag. The UE may also use this EPS bearer context for DNS and DHCP signalling according to the static packet filters as described in 3GPP TS 29.061 [11]. The UE can also set the Signalling Indication attribute within the QoS IE;

II.
A general-purpose EPS bearer context:

The UE may decide to use a general-purpose EPS bearer context to carry IM CN subsystem-related signalling. The UE shall indicate to the P-GW that this is a general-purpose EPS bearer context by not setting the IM CN Subsystem Signalling Flag. The UE may carry both signalling and media on the general-purpose EPS bearer context. The UE can also set the Signalling Indication attribute within the QoS IE.

NOTE 4:
When the bearer establishment is controlled by the EPS IP-CAN, the P-GW follows the procedures described in 3GPP TS 29.061 [11] in order to establish a dedicated EPS bearer context for SIP signalling. 

The UE indicates the IM CN Subsystem Signalling Flag to the P-GW within the Protocol Configuration Options IE of the PDN CONNECTIVITY REQUEST message or BEARER RESOURCE ALLOCATION REQUEST message. Upon successful signalling EPS bearer context establishment the UE receives an indication from P-GW in the form of IM CN Subsystem Signalling Flag within the Protocol Configuration Options IE. If the flag is not received, the UE shall consider the EPS bearer context as a general-purpose EPS bearer context.
The encoding of the IM CN Subsystem Signalling Flag within the Protocol Configuration Options IE is described in 3GPP TS 24.301 [8J].


The UE can indicate a request for prioritised handling over the radio interface by setting the Signalling Indication attribute (see 3GPP TS 23.107 [4A]). The general QoS negotiation mechanism and the encoding of the Signalling Indication attribute within the QoS IE are described in 3GPP TS 24.301 [8J].

Editor's note: The existence of an equivalent mechanism in EPS for the prioritised handling over the radio interface is for further study; current text represent the GPRS mechanism.
NOTE 5:
A general-purpose EPS bearer can carry both IM CN subsystem signaling and media, in case the media does not need to be authorized by Policy and Charging control mechanisms as defined in 3GPP TS 29.212 [13C] and Service Based Local Policy mechanisms defined in 3GPP TS 29.207 [12] and the media stream is not mandated by the P-CSCF to be carried in a separate EPS bearer.

c)
acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
When using IPv4, employ the Dynamic Host Configuration Protocol (DHCP) RFC 2132 [20F], the DHCPv4 options for SIP servers RFC 3361 [35A], and RFC 3263 [27A] as described in subclause 9.2.1. When using IPv6, employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] and DHCPv6 options for Domain Name Servers (DNS) RFC 3646 [56C] as described in subclause 9.2.1.

II.
Transfer P-CSCF address(es) within the EPS bearer context activation procedure.


The UE shall indicate the request for a P-CSCF address to the P-GW within the Protocol Configuration Options IE of the PDN CONNECTIVITY REQUEST message or BEARER RESOURCE ALLOCATION REQUEST message.

If the P-GW provides the UE with a list of P-CSCF IPv4 or IPv6 addresses in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message or ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall assume that the list is prioritised with the first address within the Protocol Configuration Options IE as the P-CSCF address with the highest priority.
The UE can freely select method I or II for P-CSCF discovery. In case method I is selected and several P-CSCF addresses or FQDNs are provided to the UE, the selection of P-CSCF address or FQDN shall be performed as indicated in RFC 3361 [35A] when using IPv4 or RFC 3319 [41] when using IPv6. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

If the UE is designed to use I above, but receives P-CSCF address(es) according to II, then the UE shall either ignore the received address(es), or use the address(es) in accordance with II, and not proceed with the DHCP request according to I.
When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F] or by the Protocol Configuration Options IE when activating a EPS bearer context according to 3GPP TS 27.060 [10A].

When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C] or by the Protocol Configuration Options IE when activating a EPS bearer context according to 3GPP TS 27.060 [10A].

The encoding of the request and response for IPv4 or IPv6 address(es) for DNS server(s) and list of P-CSCF address(es) within the Protocol Configuration Options IE is described in 3GPP TS 24.301 [8J].

L.2.2.1A
Modification of a EPS bearer context used for SIP signalling

The EPS bearer context shall not be modified from a dedicated EPS bearer context for SIP signalling to a general-purpose EPS bearer context or vice versa. The IM CN Subsystem Signalling Flag shall not be set in the Protocol Configuration Options IE of the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE ALLOCATION RELEASE REQUEST message.
The UE shall not indicate the request for a P-CSCF address to the P-GW within the Protocol Configuration Options IE of the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE ALLOCATION RELEASE REQUEST message. The UE shall ignore P-CSCF address(es) if received from the P-GW in the Protocol Configuration Options IE of the MODIFY EPS BEARER CONTEXT RESPONSE message.
L.2.2.1B
Re-establishment of the EPS bearer context for SIP signalling

If the dedicated EPS bearer context for SIP signalling is lost due to e.g. a EPS routeing area update procedure and the bearer establishment is controlled by the UE, the UE shall attempt to re-establish the dedicated EPS bearer context for SIP signalling. If this procedure does not succeed, the UE shall deactivate all EPS bearer contexts established as a result of SIP signalling according to the 3GPP TS 24.301 [8J].

L.2.2.2
Session management procedures

The existing procedures for session management as described in 3GPP TS 24.301 [8J] shall apply while the UE is connected to the IM CN subsystem.

L.2.2.3
Mobility management procedures

The existing procedures for mobility management as described in 3GPP TS 24.301 [8J] shall apply while the UE is connected to the IM CN subsystem.

L.2.2.4
Cell selection and lack of coverage 

The existing mechanisms and criteria for cell selection as described in 3GPP TS 25.304 [9] and 3GPP TS 44.018 [20] shall apply while the UE is connected to the IM CN subsystem.

L.2.2.5
EPS bearer contexts for media

L.2.2.5.1
General requirements

The UE can establish media streams that belong to different SIP sessions on the same EPS bearer context.

During establishment of a session, the UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional EPS bearer context(s). Such additional EPS bearer contexts for media can be established either by the UE or the P-GW.

NOTE:
When the UE wishes to allocate bandwidth for RTP and RTCP in a EPS bearer context, the UE uses the rules as those outlined in 3GPP TS 29.213 [13C].

L.2.2.5.1A
Activation or modification of EPS bearer contexts for media by the UE

If the UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to group(s), the media stream(s) shall be set up on separate EPS bearer contexts according to the indication of grouping of media streams. The UE may freely group media streams to EPS bearer context(s) in case no indication of grouping of media streams is received from the P-CSCF.

If the capabilities of the originating UE prevents it from establishment of additional EPS bearer contexts according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the UE will not establish such grouping of media streams. Instead, the originating UE shall negotiate media parameters for the session according to RFC 3264 [27B].

If the capabilities of the terminating UE prevents it from establishment of additional EPS bearer contexts according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the UE will not establish such grouping of media streams. Instead, the terminating UE shall the UE shall handle such SDP offers in accordance with RFC 3388 [53].

If either background or interactive QoS class is needed for the media, then the UE does not need to use the authorization token even if it receives one. In this case the UE may reuse an existing EPS bearer context and it does not need to request EPS bearer context modification unless it needs to modify the QoS.

L.2.2.5.1B
Activation or modification of EPS bearer contexts for media by the P-GW
If the UE receives an activation request from the P-GW for a EPS bearer context which is associated with the EPS bearer context used for signalling, the UE shall, based on the information contained in the Traffic Flow Template IE, correlate the media EPS bearer context with a currently ongoing SIP session establishment or SIP session modification. 

If the UE receives a modification request from the P-GW for a EPS bearer context that is used for one or more media streams in an ongoing SIP session, the UE shall:

1)
modify the related EPS bearer context in accordance with the request received from the P-GW.

L.2.2.5.2
Special requirements applying to forked responses

Since the UE does not know that forking has occurred until a second, provisional response arrives, the UE sets up the EPS bearer context(s) as required by the initial response received. If a subsequent provisional response is received, different alternative actions may be performed depending on the requirements in the SDP answer:

1)
the bearer requirements of the subsequent SDP can be accommodated by the existing EPS bearer context(s). The UE performs no activation or modification of EPS bearer contexts.

2)
the subsequent SDP introduces different QoS requirements or additional IP flows. The UE modifies the existing EPS bearer context(s), if necessary, according to subclause L.2.2.5.1A.

3)
the subsequent SDP introduces one or more additional IP flows. The UE establishes additional EPS bearer context(s) according to subclause L.2.2.5.1A.

NOTE 1: When several forked responses are received, the resources requested by the UE is are the "logical OR" of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE does not request more resources than proposed in the original INVITE request.

NOTE 2: When service-based local policy is applied, the UE receives the same authorization token for all forked requests/responses related to the same SIP session.
When a final answer is received for one of the early dialogues, the UE proceeds to set up the SIP session. The UE shall release all the unneeded radio/bearer resources. Therefore, upon the reception of the first final 200 (OK) response for the INVITE request (in addition to the procedures defined in RFC 3261 [26] subclause 13.2.2.4), the UE shall: 

1)
in case EPS bearer context(s) were established or modified as a consequence of the INVITE request and forked provisional responses that are not related to the accepted 200 (OK) response, delete the EPS bearer context(s) or modify the EPS bearer context(s) back to their original state.

L.2.2.5.3
Unsuccessful situations

One of the Rx and Gx interface related error codes can be received by the UE in the BEARER RESOURCE ALLOCATION REJECT message. If the UE receives a Rx and Gx interface related error code, the UE shall either terminate the session or retransmit the message up to three times. The Rx and Gx interface related error codes are further specified in 3GPP TS 29.214 [13D] and 3GPP TS 29.212 [13C].

L.2.2.6
Emergency service

No IP-CAN specific procedures for emergency registration have been defined for EPS. However, when activating a EPS bearer context to perform emergency registration, based on the conditions in subclause 5.1.6.1 of this specification, the UE can select an APN that results in selection of a P-GW located in the PLMN to which the UE is attached as described in (see  3GPP TS 23.401 [7B]). The procedures for EPS bearer context activation and P-CSCF discovery, as described in subclause L.2.2.1 of this specification apply accordingly.

NOTE 1: 
The UE discovery of the local APN is not in the scope of this specification, but the UE can get information about such an APN e.g. via local configuration.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC values derived from its IMSI with the MCC of the PLMN the UE is attached to. If the MCC of the PLMN the UE is attached to does not match with the MCC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN. 

NOTE 2: 
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

L.2A
Usage of SDP

L.2A.1
Impact on SDP offer / answer of activation or modification of EPS bearer context for media by the network

If due to the activation of EPS bearer context from the network the related SDP media description needs to be changed the UE shall update the related SDP information by sending a new SDP offer within a SIP request, which is sent over the existing SIP dialog,

If the UE receives a modification request from the network for a EPS bearer context that is used for one or more media streams in an ongoing SIP session, the UE shall:

1)
if, due to the modification of the EPS bearer context, the related SDP media description need to be changed, update the related SDP information by sending a new SDP offer within a SIP request, that is sent over the existing SIP dialog, and respond to the EPS bearer context modification request.

NOTE:
The UE can decide to indicate additional media streams as well as additional or different codecs in the SDP offer than those used in the already ongoing session.

L.2A.2
Handling of SDP at the terminating UE when originating UE has resources available and IP-CAN performs network-initiated resource reservation for terminating UE
If the UE receives an SDP offer where the SDP offer includes all media streams for which the originating side indicated its local preconditions as met, if the precondition mechanism is supported by the terminating UE and the IP-CAN performs network-initiated resource reservation for the terminating UE and the available resources are not sufficient for the received offer the terminating UE shall indicate its local preconditions and provide the SDP answer to the originating side without waiting for resource reservation.

NOTE:
If the resource reservation is controlled by the EPS IP-CAN, the resource reservation request is initiated by the P-GW after the P-CSCF has authorised the respective IP flows and provided the QoS requirements over the Rx interface to the PCRF as described in 3GPP TS 29.214 [13D].

L.3
Application usage of SIP

L.3.1
Procedures at the UE

L.3.1.1
P-Access-Network-Info header

The UE shall always include the P-Access-Network-Info header where indicated in subclause 5.1.

L.3.2
Procedures at the P-CSCF

L.3.2.1
Detecting requests destined for a PSAP

In order to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP the P-CSCF shall compare the MCC field received in the P-Access-Network-Info header against its own MCC code.

L.3.2.2
Location information handling

Void.

L.3.3
Procedures at the S-CSCF

L.3.3.1
Notification of AS about registration status 

Not applicable.
L.4
3GPP specific encoding for SIP header extensions

L.4.1
Void

L.5
Use of circuit-switched domain

There is CS domain in this access technology.
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