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1. Introduction
This paper is to update the description of the abnormal cases for the service request procedure.
2. Reason for Change
The abnormal handling for the EPS service request procedure is like as the GPRS service request, except the following cases:

i)
Tracking area update procedure is triggered
The UE shall abort the service request when the tracking area update procedure is triggered and include the active flag in the TAU request message, 
ii) Dedicated bearer set up failure.
According to SA2 agreement, if some bearers are fail to setup during the service request procedure, the bearer context is locally released in the UE without notification to the network. The eNodeB send the message to the network with rejected EPS bearers, and the MME can initiate EPS bearer context deactiviation to PDN GW without notification to the UE.
Therefore, the UE and the network shall sliently remove the EPS bearer contexts failed to setup during the service request without notification to each other, whether synchronization is necessary in subsequent procedure is FFS.
iii)
Default bearer set up failure.
Acoording to above discussion, the default bearer context shall also be removed locally, but it is slight different with dedicated bearers. If the default bearer is failed to setup, the PDN connection shall be re-established and the previous activated EPS bearer contexts related to this PDN connection shall be locally deactivated.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301.
* * * First Change * * * *

5.6.1.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Access barred



The Service request procedure shall not be started. The UE stays in the current serving cell and applies normal cell reselection process. The Service request procedure may be started by upper layer if it is still necessary, i.e. when access is granted or because of a cell change.
b)
Lower layer failure before the NAS security mode control procedure is completed, SERVICE ACCEPT or SERVICE REJECT message is received

Editor's note: Details are FFS.
c)
T3417 expired


The UE shall enter EMM-REGISTERED state.


If the UE is in EMM-IDLE mode then the procedure shall be aborted and the UE shall release locally any resources allocated for the service request procedure.


If the UE is in EMM-CONNECTED mode, then the procedure shall be aborted.

d)
SERVICE REJECT received, other causes than those treated in subclause 5.6.1.4



The procedure shall be aborted.
e)
Tracking area update procedure is triggered



If a cell change into a new tracking area occurs and the necessity of tracking area update procedure is determined before the security mode control procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been received, the Service request procedure shall be aborted and the tracking area updating procedure is started immediately. Active flag shall be indicated in the TRACKING AREA UPDATE REQUEST for handling the request of radio bearer setup by the service request. 
f)
Power off



If the UE is in state EMM-SERVICE-REQUEST-INITIATED at power off, the EPS detach procedure shall be performed. 
g)
Procedure collision



If the UE receives a DETACH REQUEST message from the network in state EMM-SERVICE-REQUEST-INITIATED, the EPS detach procedure shall be progressed and the Service request procedure shall be aborted. If the cause IE, in the DETACH REQUEST message, indicated a "reattach request", the EPS attach procedure shall be performed.
h)
Dedicated bearer set up failure.



The UE shall locally remove the EPS bearer contexts which no radio bearers are setup. 
i)
Default bearer set up failure.



The UE shall locally remove the EPS bearer contexts which no radio bearers are setup, the EPS bearer contexts shall include all the related EPS bearer contexts to the PDN connection. The PDN connectivity request may be initiated for the PDN connection immediately if there is data pending for the PDN, 
* * * Next Change * * * *

5.6.1.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure 


If a low layer failure occurs before the security mode control procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been sent to the MS, the network enters/stays in EMM-IDLE.

b)
Protocol error


If the SERVICE REQUEST message is received with a protocol error, the network shall return a SERVICE REJECT message with one of the following reject causes:

#96:
Mandatory information element error;

#99:
Information element non-existent or not implemented;

#100:
Conditional IE error;

#111:
Protocol error, unspecified.


The network stays in EMM-IDLE mode.

c)
More than one SERVICE REQUEST received and the procedure has not been completed (i.e., the security mode control procedure has not been completed or SERVICE ACCEPT, SERVICE REJECT message has not been sent)

-
If one or more of the information elements in the SERVICE REQUEST message differs from the ones received within the previous SERVICE REQUEST message, the previously initiated Service request procedure shall be aborted and the new Service request procedure shall be progressed;

-
If the information elements do not differ, then the network shall continue with the previous Service request procedure and shall not treat any further this SERVICE REQUEST message.

d)
ATTACH REQUEST received before the security mode control procedure has been completed or a SERVICE ACCEPT or an SERVICE REJECT message has been sent


If an ATTACH REQUEST message is received and the security mode control procedure has not been completed or a SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the EMM common procedures, e.g. the EMM authentication and ciphering procedure. The network may e.g. after a succesful EMM authentication and ciphering procedure execution, abort the Service request procedure, the EMM context, EPS bearer contexts, if any, are deleted and the new ATTACH REQUEST is progressed. 

e)
TRACKING AREA UPDATE REQUEST message received before the security mode control procedure has been completed or a SERVICE ACCEPT or an SERVICE REJECT message has been sent


If a TRACKING AREA UPDATE REQUEST message is received and the security mode control procedure has not been completed or an SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the EMM common procedures, e.g. the EMM authentication and ciphering procedure. The network may e.g. after a successful EMM authentication and ciphering procedure execution, abort the Service request procedure and progress the tracking area update procedure. 

f)
If the E-UTRAN fails to re-establish some or all RAB(s) then the EPS bearer Context Deactivation shall be initiated without notification to the UE. If the network fails to re-establish some or all RAB(s) then the EPS bearer Context Deactivation shall be initiated.
