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Introduction

This document contains informal notes taken by the rapporteur of TS 24.302 during the conference call on 5th June 2008 to discuss topics on TS 24.302. These notes are informal and only informative and do not imply the consensus or conclusions of all those who attended the conference call. The conference call that took place does not constitute formal 3GPP CT1 meetings, nor do the discussions mandate any subsequent direction, agreement or discussion within 3GPP CT1.

Informal notes on conference call held on 5th June 2008

Attendes: (in alphabetical order of organisation)
	Name
	email
	Organisation

	Peretz Feder, 

Ajay Rajkumar
Frank Alfano
	pfeder@alcatel-lucent.com,
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falfano@alcatel-lucent.com
	Alcatel-Lucent

	Tommaso Balercia
	Tommaso.Balercia@comneon.com
	Comneon

	Christian Herrero
Magnus Karlsson
	christian.herrero@ericsson.com
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	Ericsson

	Vivek Gupta
	Vivek.g.gupta@intel.com
	Intel

	Behrouz Aghili
Rajat Mukherjee
	Behrouz.Aghili@InterDigital.com
Rajat.Mukherjee@InterDigital.com
	Interdigital

	Ameya Damle
	adamle@marvell.com
	Marvell

	Ban Al-Bakri

Scott Droste

Apostolis Salkintzis
	ban.al-bakri@motorola.com
Scott.Droste@motorola.com
salki@motorola.com
	Motorola

	Sami Kekki 

Michael Williams
	Sami.J.Kekki@nokia.com
Michael.G.Williams@nokia.com
	Nokia

	Jari Mustajarvi
Janne Tervonen
Jan Kall
	Jari.Mustajarvi@nsn.com
Janne.Tervonen@nsn.com
Jan.Kall@nsn.com
	NSN

	Reina.Nader
	reina.nader@orange-ftgroup.com
	Orange

	Subra
Gerardo Giaretta
	rsubrama@qualcomm.com
gerardog@qualcomm.com
	Qualcomm

	Chen-Ho Chin
	chenho.chin@samsung.com
	Samsung

	Subir Das
Raquel Morera
	subir@research.telcordia.com

	Telcordia

	Roberto Procopio
	roberto.procopio@telecomitalia.it
	Telecom Italia

	Raziq Yakub
	ryaqub@tari.toshiba.com
	Toshiba

	Yang Lu
	yang.lu@vodafone.com
	Vodafone

	
	
	


The conference call was called to discuss:-
a)
the protocol between UE and ANDSF.
b)
proposed restructring of subclause of 24.302 in light of Stage 2 being under official change control

In the event only a) was discussed and documents submitted for b) was left for offline discussions with the contributor of Tdocs for b) requesting feedback through email and other means.
On C1-08abcd-UE-ANDSF-protocol.doc (submitted by Christian for Ericsson)
· Christian presented his paper highlighting ….
· try to see which protocol will fit requirements.
· summaries requirements that must be met with whichever protocol
· CT1 is familiar with OMA-DM and even OMA-DM is used outside 3GPP
· certification of terminals using OMA-DM are in place

· A round of questions for clarification followed

Apostolis: You evaluated several protocols, which other protocol?

Christian/answer: SIP PUSH, 802.21

Subir: PUSH and PULL, is that in OMA-DM ver 1.2.

Christian/answer: yes, client triggered PULL, send Alert msg when timer expires

Question: Do you not need to do any ANDSF protocol specifics.

Christian: OMA-DM gives the protocol on how client access server. So protocol is a framework.
You make a MO in 3GPP (in CT1) an dthat will work thru the OMA_DM protocol.
Yang: We need to define MO there is no need to define new protocol, the MO will provide the actions to be done when events occur.
Apostolis: What about the protocol signalling time? the delay? Order of secs or millisec?
How long it takes setting up connection to OMA server and retrieve data.

Apostolis : OMA-DM was initially set up for provisioning.
Sami: Where are these requirements on delay?

Chen: Is it not that you PULL to ANDSF before inter-system HO, so an idea of time it takes is useful.

Gerardo: ANDSF is not supposed to provide info at real-time. ANDSF will not really for when you are dropping out of coverage. How dynamic is not talked about in Stage 2.

Christian: And what about delay using 802.21/MIH

Racheal: Yes, there is no talk of delay in SA2, but we are not about to exclude getting it ASAP.
And using IP does mean we can suffer delay.

Chen: If the PULL is timer driven and does the PULL at the event of timer expiry how does that work for UE moving about and seeking information about NWs based on his location. You cannot set timer to match where the UE might be moving to.

Apostolis: Is authentication mandatory with OMA-DM. SA3 is still deciding so what if SA3 decided there is no need for security (to speed things up) but OMA-DM still then mandate authentication. Can OMA-DM support when there is no need or less security?

Christian: No, authentication is not mandatory. Operator can decide. but both client and server must support.
Chen: Can we like we do with NAS have decision on authentication done on a per transaction basis. Is it all or nothing or case by case?
Christian: Operator can decide to not use authentication.

Jan: Nokia accepts the points brought up by Ericsson paper and see OMA-DM as the acceptable protocol between UE and ANDSF.

Chen: Clarifies that the 2 groups of information to be provided are a) policy related data and
b) NW assistant data

On C1-0xxx-ANDSF Protocols.ppt (submitted by Vivek for Intel, Telcordia)
· Vivek presented the Intel, Telcodia contribution, highlighting
· access independent, can work for any access tech.

· lightweight, works well for query , response

· paper provided (contributor's views) of Pros and Cons of both 802.21/MIH and OMA-DM

· A round of questions for clarifications on Vivek's document and
open discussion on both papers followed.
· Christian: How does security work? 
Subir: IETF has in solution draft has defined the high level protocol and use the standard IETF transport protocol and security. 
Vivek: Yes, categorically 802.21 does not provide security. IEEE only specifies L2 security. And MIH (protocol) is L3, IETF does L3, that is in remit of IETF and security is in done in IETF.
Gerardo: Security based on IP-Sec, that is fine but what level of user level security.
Vivek: It can certificate based, it can be tls-based, or EAP over IP-Sec
Gerardo: EAP over IP-Sec cannot work with current arch as ANDSF does not have interface to AAA.
So the only approach is certificate based.
· Apostolis: What new IE needed for 3GPP purposes? Where will that work be done?
Answer: Very likely YES. The work can be done in CT1 and flagged to MIHSHOP, to IETF
· Apostolis: Slide 17, says OMD-AM does not work well for PULL. How?
Vivek: From Slide 16, client ha sonly 2 commands to server, (until explanation from Christian about timer events) it is unclear how Alert or Results work for PULL. 

· Christian: Challenge that OMA-DM is "complicated" as given in slide 17. Is not 802.21 more complicated?
Ajay: is it not a matter of flavour and how familiar one is with a protocol.
Chen: yes, definitely. It is what one is used to.

· Christian further challenged what is "heavy" about OMA-DM, in response to Vivek indicating that MIH is lightweight while OMA-DM is heavy. [This is on further discussion on Slide 17 about "complicated"]

· Jan: Slide 10. Does PUSH work (for 802.21/MIH). Currently there is only Request/Response.
Subit: 802.21 also allows registration and by that server can get to know UE and so can PUSH.
· Roberto: For both protocols if extension is needed, what are the processes?
Christian: Might add a new name to Alert and that is done in 3GPP, in CT1.
Vivek: Extending can be part of the extending the schema.The work is done and defined in the place that is needed in our case CT1, no interaction needed to ask IETF to do the work
Christian: You do need extensions to carry eg. policies.
Nokia: With any extension work for OMA-DM done in 3GPP while extension to MIH need interfacing with IETF, is that not another advantage for OMA-DM. As admitted it is a "New protocol".
Chen: Clarifies that in the past lots of interfacing with IETF for IMS and that has been shown to work. So while it is extra it is not that that is not workable.
· Michael (Nokia): See that Policy must be protected , NW assistant data need not be secure
802.21/MIH also allow for CS (Command Service) not just IS (Information Service). Perhaps indicating those can show what MIH can also do.
Subir: Point taken for future contribution.
Summing up was requested and Chen made following comments:
· Two possible protocol for UE to ANDSF were presented, namely OMA-DM and 802.21/MIH.

· Both protocol were workable although both had questions raised against them.
For instance, clarification questions were requested about PULL in OMA-DM and about PUSH in MIH.
· Both has Pros and Cons although each side will challenge the others assessments of Cons.

· Chen encouraged contributors to address questions raised against their favourite protocol to provide more detail contributions to address those questions and doubts.
For example: one of the requirements brought up in Christian's paper is "limit the amount of information provided to the UE based e.g. on the UE's current location, UE capabilities" and wondered if more explanation even example of how the PULL in OMA-DM option can address UE's current location".
For example: The issues of PUSH in 802.21 MIH raised by Jan. How is that solved in the 802.21/MIH option.
· Chen further encourage that contributors be more open in sharing their findings.
eg. Christian mentioned that Ericsson has considered SIP-PUSH as well as OMA_DM but his paper only outlined what he found for OMA-DM, so can he possibly share what he found about the other protocols?
· Chen again ask if some timings can be provided and that might help as an extra bit of information in decision making.
Gerardo and Nokia challenge that will help at all.
Chen left it to contributors to consider.
Last few words of summing up:-
- Two options presented
- Both options can be made to work
- Both options had questions raised against them that need answering
- More contributions encouraged particularly to address questions raised.

Chen closed the conference call and thank all the many enthusiastic participants and the lively debate.
