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1. Introduction 
This discussion paper gives an overview of the work that is undergoing in IETF Mipshop (Mobility for IP: Performance, Signalling and Handoff Optimization) WG and IEEE 802.21: Media Independent Handover (MIH) protocol.  The purpose here is to describe the concept and discuss how it fits in the context of Access Network Discovery and Selection Function (ANDSF).  If  the concept is  acceptable, we can avoid the duplication of the work that is already done by other SDOs. 
2. Discovery of Access Network Discovery and Selection Function (ANDSF)

2.1 Discovery Via DNS 
Draft <draft-ietf-mipshop-mos-dns-discovery-00>[1] describes DNS procedures for discovering servers that provide Mobility Services. Mobility services are categorized as access network discovery (a.k.a. handover preparation) and network selection (a.k.a. handover decision). The definitions of mobility services can be found in draft <draft-ietf-mipshop-mstp-solution-02.txt> [2]
The ANDSF can be considered as equivalent to the Mobility Server (MoS) in the above draft that provides the mobile node (MN) with the access network information.  Therefore in the rest of this paper, we will use the MoS and ANDSF interchangeably. The access network discovery information is equivalent to the ‘Information Service’ described in this draft. Therefore we will use ‘IS’ to refer to the access network information. Also we will use ‘UE’ instead of ‘MN’ and ‘client’ that are used in the draft.  

The procedures defined in the draft assume that the UE knows the domain name of the network where it wants to locate a Mobility Server. The domain name of the network can either be pre-configured, discovered using DHCP. The procedures defined here result in an IP address, port and transport protocol where the UE can contact the Mobility Server that hosts the service UE is looking for. 
The transport selection is done via NAPTR services fields. A new NAPTR service field with value "IS+M2X" for IS service (equivalent to access network information), where X is a letter that corresponds to a transport protocol supported by the domain is defined. The draft defines M2U for UDP, M2T for TCP and M2S for SCTP. Corresponding IANA registry for NAPTR service name to transport protocol mappings is also being proposed. 

The NAPTR  records provide a mapping from a domain to the SRV record for contacting a server with the specific transport protocol in the NAPTR services field. The resource record will contain an empty regular expression and a replacement value, which is the SRV record for that particular transport protocol. If the server supports multiple transport protocols, there will be multiple NAPTR records, each with a different service value.  As per RFC 2915,  the client discards any records whose services fields are not applicable.      
As an example, consider a UE  that wishes to find access network discovery function  in  the example.com domain. The UE performs a NAPTR query for that domain, and the following NAPTR records are returned: 
       order              pref     flags       service     regexp           replacement 

   IN NAPTR  50   50        "s"       "IS+M2T"       " "         _IS._tcp.example.com 

   IN NAPTR  90   50        "s"      "IS+M2U"       " "          _IS._ucp.example.com   
This indicates that the domain does have a server providing IS  services over TCP and UDP in that order of preference. Since the UE supports TCP and UDP, TCP will be used, targeted to a host determined by an SRV lookup of _IS._tcp.example.com.  That lookup would return: 

           ;;            Priority  Weight     Port             Target 

        IN  SRV      0            1          XXXX      server1.example.com 

        IN  SRV      0            2          XXXX       server2.example.com 
If no NAPTR records are found, the client constructs SRV queries for  those transport protocols it supports, and does a query for each. Queries are done using the service identifier "_IS", a particular transport is supported if the query is successful.  The UE MAY use any transport protocol it desires which is supported by the server. 

Note, that the regexp field in the NAPTR example above is empty. This document discourages the use of this field as its usage can be complex and error prone; and the discovery of the MIH services do not require the flexibility provided by this field over a static  target present in the TARGET field. 

If no SRV records are found, the UE should use TCP to contact a  server which hosts the service  If the UE knows the IP address of the server, it may contact the server using the default port number.  In cases where use of transport is determined via internal configuration, there is no need to discover the transport protocol via NAPTR service fields. 

Once the transport protocol has been determined, the next step is to determine the IP address and port.  If the target is a numeric IP address, the UE uses that IP address and the already chosen transport to contact the server providing the desired service.   

If the target  is not a numeric IP address, then the UE performs an A or AAAA record lookup of the domain name. The result will be a list of IP addresses, each of which can be contacted using the  transport protocol determined previously. 
If the result of the SRV query contains a port number, then the MN should contact the server at that port number. If the SRV record did not contain a port number then the MN should contact the server at  the default port number of that particular service. 

The draft finally lists the IANA and security considerations

2.2 Discovery Via DHCP 
Draft <draft-ietf-mipshop-mos-dhcp-options-00> [3] defines a number of Dynamic Host Configuration Protocol (DHCP-for-IPv4 and DHCP-for-IPv6) options that contain a list of domain names or IP addresses that can be mapped to servers providing Mobility Services (equivalent to ANDSF). 
The DHCPv4 options for MoS discovery carry either a 32-bit (binary) IPv4 address or, preferably, a DNS [RFC1035] fully-qualified domain name (FQDN) to be used by the UE to locate a server hosting the service. 

The options have two encodings, specified by the encoding byte ('enc') that follows the code byte. If the encoding byte has the value 0, it is followed by a list of domain names. If the encoding byte has the value 1, it is followed by one or more IPv4 addresses. All implementations MUST support both encodings. 

A DHCP server must not mix the two encodings in the same DHCP message, even if it sends two different instances of the same option. Attempts to do so would result in incorrect client behavior as DHCP processing rules call for the concatenation of multiple instances of an option into a single option prior to processing the option, per RFC3396.  

The code for the Mobility Service option is XXX (to be assigned by IANA, TBD). 

If the 'enc' byte has a value of 0, the encoding byte is followed by a sequence of labels, encoded according to Section 3.1 of RFC1035.    
[RFC1035] encoding was chosen to accommodate future internationallized domain name mechanisms. The minimum length for this encoding is 3.      

   The DHCP option for this encoding has the following format:  

         Code   Len    enc    DNS name of MoS server 

         +-----+-------+--------+------+-----+------+------+------+-- 

         | XXX |   n    |   0     |  s1   |   s2 |   s3 |   s4  |  s5  |  ... 

         +-----+-------+-------+------+------+------+------+------+-- 

   As an example, consider the case where the server wants to offer two  MIH IS servers, "example.com" and "example.net".  These would be encoded as follows:    

   +-----+---+---+---+----+---+---+----+---+---+---+---+---+---+---+---+ 

   |XXX|27 | 0  | 7  | 'e' | 'x’ | 'a' | 'm' | 'p' | 'l' | 'e' | 3 | 'c' | 'o' | 'm' | 0 | 

   +-----+---+---+---+---+--- +---+----+----+---+---+---+---+---+---+---+ 

   +---+---+---+---+---+---+---+---+---+---+---+---+---+ 

   | 7  | 'e' | 'x' | 'a' | 'm' | 'p' | 'l' | 'e' | 3 | 'n' | 'e' | 't'|  0 | 

   +---+---+---+---+---+---+---+---+---+---+---+---+---+ 

If the 'enc' byte has a value of 1, the encoding byte is followed by a list of IPv4 addresses indicating appropriate MIH servers available to the MN. Servers MUST be listed in order of preference. Its minimum length is 5, and the length MUST be a multiple of 4 plus one. The DHCP option for this encoding has the following format: 

          Code   Len   enc   IPv4 Address 1     IPv4 Address 2 

         +------+-------+-----+------+-------+------+------+------+-- 

         | XXX |  n     |  1    |  a1   | a2    |  a3   |  a4   | a1  |  ... 

         +------+------+------+-------+------+------+------+-----+-- 

The draft also defines DHCPv6 options for client, relay and server that can be used depending upon the deployment scenarios.

3. Access Network Discovery and Selection Query and Response Protocol 

The specification “IEEE P802.21/D10.0: “Draft IEEE Standard for Local and Metropolitan Area Networks: Media” [4] defines the handover services for optimizing the handover performance between heterogeneous access technologies.  These services are called as mobility services as mentioned in Section 2. One of such Mobility services is called Information Service for handover preparation. 
The primary objective of Information Service is to provide the neighboring access network information that a UE may handover to. This is similar to the access network discovery feature and Information Service is equivalent to ANDSF. 
In order to access the Information Server for access network information, IEEE 802.21 defines a transaction based simple query-response protocol along with Information Elements (IEs), its data format (e.g., TLV and XML). This is protocol is called Media Independent Handover (MIH) protocol.  IETF Mipshop WG defines the IP transport of this MIH protocol.  The protocol has ‘Request’ and ‘Response’ messages along with an optional acknowledgement feature.   
MIH protocol uses two identifiers called i) Media Independent Handover Function (MIHF) ID (may be used as ANDSF function ID) and  ii) Transaction ID.

The  MIHF ID is an identifier that is required to uniquely identify an MIHF entity for delivering the services. MIHF ID is used in all MIH protocol messages. 

MIHF ID is assigned to the MIHF during its configuration process. MIHF_ID is an NAI. NAI shall be unique as per RFC 4282. If MIHF entity resides in the network node then MIHF_ID is the FQDN or IP address of the entity that hosts the MIH Services. The maximum length is 253 octets. 
Note: For ANDSF it may be just an FQDN or an IP address. 

Transaction Identifier (Transaction ID) is an identifier that is used to match a request message with its corresponding response message. This identifier is also required to match each request or response. This identifier is created at the node initiating the transaction and it is carried over within the fixed header part of the MIH protocol frame.

Transaction ID is defined as a 16 bit long unsigned integer whose value is unique among all the pending transactions between a given pair of the sender and receiver. For example, this could be an integer that starts from a random initial value and incremented by one (modulo 2^16) every time a new Transaction ID is generated.

In MIH protocol messages, all TLV definitions are always aligned on an octet boundary and hence no padding is required. Following figure shows the components of the MIH protocol frame


[image: image1]
                                   Figure 1 : MIH protocol general frame format

The MIH protocol header carries the essential information that is present in every frame and is used for parsing and analyzing the MIH protocol frame.


[image: image2] 

                                     Figure 2: MIH protocol header Format 

Following table shows the description of the header fields.
	Table : Description of MIH protocol header fields

	Field name
	Size (bits)
	Description

	Version
	4
	This field is used to specify the version of MIH protocol used. 

0: Not to be used

1: First version

2 - 15: (Reserved)

The version number will be incremented only when a fundamental incompatibility exists between a new revision and the prior edition of the standard. An MIH node that receives an MIH message with a higher version number than it supports will discard the frame without indication to the sending MIH node.

	ACK-Req (Optional)
	1
	This field is used for requesting an acknowledgement for the message.

	ACK-Rsp(Optional)
	1
	This field is used for responding to the request for an acknowledgement for the message.

	Unauthenticated Information Request (UIR) (Optional) 
	1
	This field is used by the MIH Information Service to indicate if the protocol message is sent in pre-authentication/pre-association state so that the length of the response message can be limited. The UIR bit should be set to '1' by the originator when making an MIH information service request over a certain link in the un-associated/unauthenticated or unregistered state. 

In all other cases, this bit is set to '0'.

	Reserved
	9
	This field is intentionally kept reserved. When not used, all the bits of this field are to be set to '0'.

	MIH Message ID (MID)

-- Service Identifier (SID)

-- Operation Code (Opcode)

-- Action Identifier (AID)
	16

4

2

10
	Combination of the following 3 fields.

Identifies the different MIH services, possible values are:

1: ……

2: ….

3: …..

4: Information Service

Type of operation to be performed with respect to the SID, possible values are:

1: Request

2: Response

3: ……..

This indicates the action to be taken with regard to the SID (see Table D-1 for AID assignments).

	Transaction ID
	16
	This field is used for matching Request and Response, as well as matching Request, Response and Indication to an ACK.

	Variable Load Length
	16
	Indicates the total length of the variable load embedded in this MIH protocol frame. The length of the MIH protocol header is not included.


4. Conclusion 

This discussion paper presents the related work that are undergoing in IETF and IEEE and we believe that it can satisfy the requirements for access network and discovery function. We have proposed a draft for discussion and approval using these concepts. If agreed, we can bring more additional contributions in future meetings. 
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