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1 Introduction

Stage 2 for CS fallback, 3GPP TS 23.272 [1], introduces SGs as the “reference point between the MME and MSC server. The SGs reference point is used for the mobility management and paging procedures between EPS and CS domain, and is based on the Gs interface procedures.”
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Fig.1: CS fallback in EPS architecture (from 3GPP TS 23.272)
This contribution discusses different options for SGs, in order to define a way forward in CT1 for SGs implementation.

2. Description

Gs interface Layer 3 is defined in 3GPP TS 29.018 [2] “Serving GPRS Support Node (SGSN) - Visitors Location Register (VLR) Gs interface layer 3 specification” and is based on BSSAP+ protocol.

BSSAP+ messages are conveyed by MTP and SCCP protocols. This is specified in 3GPP TS 29.016 [3] “Serving GPRS Support Node (SGSN) - Visitors Location Register (VLR);Gs interface network service specification”.

All Gs interface messages use the SCCP class 0 connectionless service. Transport layers which can be used are described in TS 29.202 [4] “Signalling System No. 7 (SS7) signalling transport in core network; Stage 3”. Hereafter are depicted the current protocol architecture examples for Gs, for different configuration of SS7 signalling transport networks. 
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Fig.2: Protocol stack for the transportation of BSSAP+ for different configuration of SS7
CS Fallback stage 2 introduces SGs reference point between the MME and the MSC server. In table below, the list of services over the SGs interfaces comparing with current services over the Gs interface (NOTE: ISR impacts are not considered).
	Gs interface procedure
	Equivalent SGs interface procedure

	paging for non-GPRS services
	Paging for CS services
(see TS 23.272, for example subclause 7.2 “Mobile Terminating call in idle mode”)

	location update for non-GPRS services
	Location update for CS services
(see TS 23.272 subclause 5.2 Attach procedure and subclause 5.4.1 Combined TA/LA Update Procedure)

	Non-GPRS Alert
	Not required?

	IMSI detach from GPRS services
	Required if the UE which is attached to both CS and PS detaches from PS only

	Explicit IMSI detach from non-GPRS services
	Explicit detach from CS domain
(see TS 23.272 subclause 5.3.1 UE-initiated Detach procedure, 5.3.2 MME-initiated Detach procedure and 5.3.3 HSS-initiated Detach procedure)

	Implicit IMSI detach from non-GPRS services
	Required when EMM context for the UE is deleted in MME

	VLR failure
	Probably required

	SGSN failure
	Probably required

	HLR failure
	Probably required

	MS information
	Required?

	MM information
	Required?


Table 1: mapping between Gs and SGs procedures
Additionally, SA2 has agreed that the MME address is an IP address. Hereafter we propose different alternatives for the protocol architecture between the MME in the Evolved Packet Core and the MSC-server in the CS domain. We also try to compare all the alternatives in order to make a decision for how the SGs interface would be implemented.

Alternative 1: use of enhanced Gs interface

With this alternative, new parameters would be added to the current Gs interface layer 3 if required, or new messages would be added to current Gs interface layer 3. Let’s call this interface layer 3 “enhanced BSSAP+”. In order to have MME as a pure IP node, enhanced BSSAP+ could be transported over IP-based SS7, as indicated below:
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Fig.3: Protocol architecture for alternative 1

Alternative 2: new SGs interface to be introduced using DIAMETER protocol 
With this alternative, in the same way as for MME-HSS interface, DIAMETER could be adapted to the SGs interface. Since 3GPP related parameters, ex. IMSI, are already defined in DIAMETER, new SGs can reuse them.

[image: image4]
Fig.4: Protocol architecture for alternative 2

It should be noted that alternative 2 has impact on the MSC server, while stage 2 clearly says that the solution for CS fallback “should have no or minimum impacts on CS domain entities and UE as well as the user experience on CS Domain services.”
However, from MME point of view, this solution avoids to implement SS7 stack in the MME.
In addition to alternative 2, an enhanced BSSAP+ may run directly over SCTP and IP (alternative 2’)

[image: image5]
Fig.5: Protocol architecture for alternative 2’

Alternative 3: introduction of Interworking Function 
With this alternative, a new IWF (Interworking Function) node would be introduced between the MME and the MSC server.
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Several implementations are possible. If an operator wishes to deploy pure IP based network, then the IWF could be collocated with MSC. On the other hand, if an operator wishes to avoid any impacts to existing MSCs, the IWF could be added to their network as a standalone node or could be collocated with MME. The following figures illustrate possible implementations.
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IWF behaves as SGSN so that there is no impact to the MSC to support SGs interface.

IWF functionalities would be:
· Message Routing (i.e. SGSN Number ( MME IP address)

· Connection Management (i.e. SCCP Class0 connectionless service <-> SCTP association)

· Gs Emulation (i.e. Paramater/Message conversion between BSSAP+ and SGs application)

The protocol architecture would then be the following: 
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Fig.6: Protocol architecture for alternative 3

Comparison between alternatives 

	
	Alt. 1
	Alt. 2
	Alt. 3

	Impacts on MSC
	Small
	Large impact in case MSC needs to support DIAMETER.

This is NOT aligned with the stage 2 requirement.
	None or Small

	Impacts on MME
	Large impact since MME has to support SS7 stack
	Small
	Small

	Flexibility
	Low
	Low
	High

Operators can choose network configuration based on the migration scenario toward SAE/LTE.

	Network complexity
	Low
	Low
	High since new node has to be introduced.

	
	
	
	


Table 2: Comparison between alternatives
3. Conclusion

With this paper, we would like to discuss different alternatives for SGs implementation. Then we would like to capture this study in TR 24.801 [5] with agreed conclusion during the discussion in CT1 meeting, by amending proposal text below. NEC preference is for alternative 3 based on the comparison shown above.
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10.x
Circuit Switched Fallback
Editor's note: This clause will contain a description of CS Fallback aspects relevant for CT1, based on stage 2 described in 3GPP TS 23.272 [xx].
10.x.1
SGs reference point
The SGs reference point is the reference point between the MME and MSC server. The SGs reference point is used for the mobility management and paging procedures between the EPS and the CS domain, and these procedures are based on the Gs interface procedures as described in 3GPP TS 29.018 [yy].
Editor's note: It needs to be clarified by SA2 whether a synergy of the protocol decision/selection for the SGs reference point and the S3-cs reference point (i.e., the reference point between the MME and the MSC server defined in 3GPP TS 23.216 [zz]) is possible.
10.x.1.1
SGs implementation alternatives
Editor's note: This clause will contain a description of different alternatives for SGs implementation and recommendations.
10.x.1.1.1
Alternative 1: enhanced Gs interface
With this alternative, new parameters would be added to Gs interface layer 3 if required or new messages would be added to Gs interface layer 3. Protocol used on SGs would be an enhancement of BSSAP+, called “enhanced BSSAP+” below. In order to have MME as a pure IP node, enhanced BSSAP+ could be transported over IP-based SS7, as indicated in figure 10.x.1.1.1.1.

[image: image10]
Fig. 10.x.1.1.1.1: Protocol architecture for alternative 1

10.x.1.1.2
Alternative 2: new SGs interface to be introduced using DIAMETER protocol 
With this alternative, in the same way as for MME-HSS interface, DIAMETER could be adapted to the SGs interface. Since 3GPP related parameters, e.g. IMSI, are already defined in DIAMETER, the new SGs interface could reuse them.

[image: image11]
Fig. 10.x.1.1.2.1: Protocol architecture for alternative 2
It should be noted that alternative 2 has impact on the MSC server, while stage 2 clearly indicates that the solution for CS fallback "should have no or minimum impacts on CS domain entities and UE as well as the user experience on CS Domain services." However, from MME point of view, this solution avoids the need to implement SS7 stack in the MME.
In addition to alternative 2, an enhanced BSSAP+ may run directly over SCTP and IP. This is alternative 2' as described in figure 10.x.1.1.2.2.

[image: image12]
Fig. 10.x.1.1.2.2: Protocol architecture for alternative 2'
10.x.1.1.3
Alternative 3: introduction of an Interworking Function 
With this alternative, a new IWF (Interworking Function) node would be introduced between the MME and the MSC server.

[image: image13] 
Fig. 10.x.1.1.3.1: Interworking Function
Several implementations are possible. If an operator wishes to deploy a pure IP based network, then the IWF could be collocated with MSC. On the other hand, if an operator wishes to avoid any impacts to existing MSCs, the IWF could be added to their network as a standalone node or could be collocated with MME. The following figures 10.x.1.1.3.2 and 10.x.1.1.3.3 illustrate possible implementations.

[image: image14]
Fig. 10.x.1.1.3.2: Interworking Function implemented in the MSC

[image: image15]
Fig. 10.x.1.1.3.3: Interworking Function implemented in the MME
Towards the MSC the IWF behaves like an SGSN so that there is no impact to the MSC to support the SGs interface.

IWF functionalities would include:
· Message Routing (e.g. translation SGSN Number ( MME IP address);

· Connection Management (i.e. SCCP Class0 connectionless service <-> SCTP association);

· Gs Emulation (i.e. Parameter/Message conversion between BSSAP+ and SGs application).
The protocol architecture is described in figure 10.x.1.1.3.4. 
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Fig. 10.x.1.1.3.4: Protocol architecture for alternative 3
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