3GPP TSG CT WG1 Meeting #53
C1-081838
Cape Town, South Afrika, 5th – 9th May 2008
Source:
Alcatel-Lucent
Title:
Use of private network indication
Agenda item:
9.20
Document for:
INFORMATION

Introduction

A means is required for distinguishing private network traffic from public network traffic.

A draft has been prepared for IETF proposing a new header to support this. This header contains a host name part for identifying the private network. This draft may be found at:

http://www.ietf.org/internet-drafts/draft-vanelburg-sipping-private-network-indication-01.txt
This contribution identifies the places where normative text is required concerning the support of this header.
The proposals below are from TISPAN#16bis. The additional discussion is from the subsequent enterprise WG2 meeting and informal conference calls.
Additional discussion

We have been having some more discussions in TISPAN as to how much is agreed about the function, and the summary is as follows:

1) We believe from previous calls that everyone is in agreement that where the explicit distinction of private network calls is needed, then we need a special header for this, the Private-Network-Indicator.

2) People seem to agree with the usage in a specified trust domain.

3) Noone seems to disagree with the NGCN requirements to be allowed to generate this where there is a need to distinguish the traffic - for all scenarios.

4) There is a valid view that for the roaming case it is premature to indicate any usage at all. This is essentially UE --> P-CSCF --> NGCN generated INVITE requests (and other requests). We propose that we make some words for the proposed 6.4.14 that just say:

6.4.14
Private network traffic

NOTE:
The use of the Private-Network-Indicator header field to distinguish private network traffic, if any, in this scenario requires further study and is not covered in this release of this document.

5) The case that seems to be generating most problems is the one where all the traffic is private network traffic, then which entity is responsible for generating the indicator in the NGN. My initial proposal assumes the P-CSCF (and IBCF in the peering case). There is no agreement on this. I am prepared to go with some further study type note on this. I suggest something saying that the usage within the NGN is not standardised in this release, but that the header should be used where explicit identification from one entity of the NGN to another is required.

6) Issue raised of covering mixed traffic from NGN to NGCN, and I believe we should have some text on this, which provides for the explicit indicator.

7) The virtual leased line case is somewhat special. I believe that we will need to use the Private Network Indicator internal to the NGN in this case, not because of the usage from NGCN site to NGCN site, but rather because of the usage from NGCN site to other hosted environments, e.g. NGCN site to hosted enterprise service. Ericsson proposed deleting all text completely (apart from the proposed note). I could agree to this provided we add a note saying that usage in this scenario is for further study.

8) As the SLA for whether the private network traffic can be mixed or not on the access does not seem to be agreeable, this text has all gone. This means that there is no documentation of the case where the indicator is supplied by the NGCN site, but the network is not expecting it. I assume this is covered by the already prodiguous inclusion of notes relating to usage. 

We don't think any of the disagreements substantially invalidate the contents of the agreed CRs, although obviously there are one or two issues we need to deal with. Rather they impact the text for the CRs on the procedures that have not yet been written.

Further discussion points

1) Where we have interoperability between the scenarios, and this is specified for scenarios 3, 4, 5 and 6, then explicit indication should be mandatory between the two hosted portions of functionality.

2) For the subscription based approach, we should not make an AS mandatory where there are no business trunking applications to offer on a particular request, and therefore to achieve the explicit indication to other hosted environments some other entities needs to insert it (if not already provided by the NGCN site). It seems more sensible for the P-CSCF to do this rather than the S-CSCF.

Proposals

TISPAN WG2 have reviewed the following table as guidance for future specification proposals.

	Requirement
	3GPP TS 24.229 and 3GPP TS 24.503
(SIP in IMS core)
	DTS/TISPAN-02041
(hosted enterprise services)
	DTS/TISPAN-02042
(business trunking)

	Service level agreements
	
	
	The SLA needs to define the boundaries of the trust domain for the private network indication. 

Open issue as to whether this should be handled for at the general level of the private network indication or whether it should be handled at the level of the identifier of the private network within this header. 



	A trust domain exists for the support of the private network indication.
	Specified in subclause 4.4
	
	

	Request containing private network indication is removed at the NGN-NGN boundary not covered by service level agreement
	IBCF procedures.
	Reference to service level agreement
	Reference to service level agreement

	Private network indication is removed on exiting trust domain
	Subclause 4.4 by reference to internet-draft
	
	

	Private network indication is removed if received from an untrusted entity
	Subclause 4.4 by reference to internet-draft
	
	

	Entity wishing to mix public network traffic adds private network indication to received private network traffic
	Subscription based approach

P-CSCF receiving unmarked private network traffic from NGCN adds private network indication to such traffic if information that public user identity relates to an attached NGCN sending private traffic only has been received in extension to the P-Associated-URI header or reg-event package Peering based approach

Needs to be configured in IBCF

NOTE: There are items of information the edge entity (IBCF or P-CSCF) needs to learn: the first is the existence or not of the trust domain for the private network indication, whether this point is the edge of that trust domain (normally not) and the value of the identifier within the private network indication.
	AS supporting hosted enterprise services adds private network indication to requests from supported terminals where request is routed as private network traffic

P-CSCF will need to learn supported users are HES users because of emergency call requirements will be different.

NOTE: This conflicts with some people wanting to embed all HES functionality in a AS.
	NGCN adds private network indication to NGCN/NGN interface where mixed traffic is supported.



	Break-in point adds the private network indication
	
	Text relating to AS providing hosted enterprise services and supporting break-in.
	Text relating to AS providing business trunking applications and supporting break-in.

	Break-out point removes private network indication
	
	Text relating to AS providing hosted enterprise services and supporting break-out.
	Text relating to AS providing business trunking applications and supporting break-out.

	Use of private numbering plan
	May need to take into account at any point where tel URI is converted to SIP URI

NOTE: network identifier in private network indicator and phone context are not necessarily related.
	Needs to explain dependent on private network traffic, as identified by private network indication.

May have other impacts to be studied

Is this something better handled in DTS/TISPAN-02040.
	Needs to explain dependent on private network traffic, as identified by private network indication.

May have other impacts to be studied

Is this something better handled in DTS/TISPAN-02040.

	Regulatory capabilities – emergency calls may have different handling in accordance with DTS/TISPAN-01047
	P-CSCF procedures (5.2.10) should add private network indication to the analysis table.

NOTE: Need to decide if an E-CSCF (possibly separate) is still used for private network emergency calls or whether route to home network for AS.
	See note in previous column.
	See note in previous column.

	Regulatory capabilities – malicious call identification may have different handling in accordance with DTS/TISPAN-01047
	
	Provide text in application server providing HES. 

May have informative impact on filter criteria for selecting MCID AS.

No need to mention in MCID simulation service as this is essentially an interaction between two capabilities.
	Provide text in application server providing business trunking application. 

May have informative impact on filter criteria for selecting MCID AS.

No need to mention in MCID simulation service as this is essentially an interaction between two capabilities.

	Regulatory capabilities – LI
	
	Needs covering but not sure of impact
	Needs covering but not sure of impact


