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Introduction

At the previous CT1 meeting RIM presented a discussion paper (C1-080995) proposing to enhance initial Filter Criteria so that initial Filter Criteria can instruct the S-CSCF to include contents from the incoming SIP REGISTER request in the third party SIP REGISTER request and also can be instructed to include other SIP headers and MIME bodies with filter criteria defined contents in the third party SIP REGISTER or potentially other SIP requests as well such as SIP INVITE.
The issue was also discussed in SA2 where it was determined that this was an issue for CT1 to specify in TS 23.218 not requiring any TS 23.228 changes.

What this proposal attempts to resolve
1. The 3GPP2 requirement to include the Timestamp header from the incoming SIP REGISTER request as the Timestamp header in the third party SIP REGISTER request to support the 3GPP2 VCC application.
2. How the S-CSCF determines whether to include the P-Access-Network-Info header, P-Visited-Network-ID header and P-User-Database header from the incoming SIP REGISTER request in the third party SIP REGISTER request.  (which according to TS 24.229 has to be based upon trust domain and operator the AS belongs to)
3. The agreed TS 23.228 CR from Huawei “Indicating Specific Services Execution by the AS with Multiple Services Supplied” (CR 0762) which defines that  the S-CSCF.shall be able to supply the AS with information to allow it to execute multiple services in order within a single SIP transaction.AND that It shall be possible to include an service indication in the filter information, which is used to identify services and the order that they are executed on an Application Server within a single SIP transaction. It is assumed this requires that filter criteria be enhanced to instruct the S-CSCF to include some new P-header in the SIP request that identifies the services and the order that they are executed on an Application Server.
4. The ability for the AS  to obtain the feature tags  (including the UE capabilities) that the UE included in the Contact header in the SIP REGISTER request from the third party SIP REGISTER request (i.e Subscription to the registration event package is not required just to obtain the feature tags/ UE capabilities).

5. How the S-CSCF determines whether to include a P-Asserted-Service header in a SIP request and what ICSI value to include in that P-Asserted-Service header.

.6. Potential use by future functionality such as ICS or Service Level Tracing or Session Continuity or Service Broker functionality that may also have the need to either tunnel information to an AS via the S-CSCF in the SIP REGISTER request or in other ways could take advantage of this capability. 

Proposal

It is proposed that Filter Criteria is enhanced to define a new Include Contents Trigger (ICT).  The ICT identify SIP headers or SIP MIME bodies that need to be included in the outgoing SIP request (e.g.  that the S-CSCF sends to the AS). The ICT can specify that headers or MIME bodies from the incoming SIP request are included in the outgoing SIP request that the S-CSCF but also can specify and predefine contents of additional headers or MIME bodies (e.g that are not present in the incoming SIP request) that are to be included in the outgoing  SIP request. 

The ICT are not restricted to be only applicable to SIP REGISTER request (although the third party registration procedure is one of the major use cases of this functionality) but also can apply to other SIP requests such as SIP INVITE (although it should be used compliant to constraints imposed by the SIP protocol for example the S-CSCF should not add MIME bodies or headers that SIP proxy’s are not allowed to add to requests such as INVITE that it proxies). 

The headers can be included in the outgoing request directly as SIP Headers of the outgoing SIP request if the ICT defines that this header should be included as a SIP header. Alternatively the ICT can define that the SIP header is to be included in the body of the outgoing request (i.e as a SIPFRAG MIME body in the third party SIP REGISTER request). As well as SIP headers the Request-URI and the body of the incoming SIP request can be included the SIPFRAG. Whether a header is included in the outgoing SIP request as a SIP Header or as a SIPFRAG, is determined based upon an attribute of the ICT that specifies the disposition (SIPHeader or SIPFrag).
The ICT are associated with the existing Service Point Triggers (SPTs). The SPT determines whether the request is sent to an Application Server or not and the ICT determine if headers or MIME bodies need to be included in the outgoing SIP request. 

It is also proposed that the SPT be enhanced to enable the SPT to identify a request that is of interest for applying ICTs without specifying any AS that is to be contacted in order that headers can also be added to requests that do not require routing via an AS (e.g for adding a P-Asserted-Service header based on the contents of the incoming request to the outgoing request even when it doesn’t transit via an AS).
The ICT can also contain conditions (Similar to SPT conditions) that specify whether the Request-URI, header or body is to be included based upon the presence or content of the Request-URI, header or body.

As an optimisation to avoid having ICTs that contain long lists of Request-URI, headers and MIME bodies to be included in the SIPfrag the ICT should also support specifying:


That the entire request (SIP Part and the entire body part) is included

That only the full SIP part of the request be included


That only the entire body part is included 


That an individual MIME part of an Multipart MIME body is included


That the entire request (SIP Part and the entire body part) is included minus specified headers or specified MIME bodies

Examples of the Enhanced Filter Criteria for the use cases
YELLOW shows the new ICTs
1. Example Filter Criteria for including the Timestamp header in the SIP REGISTER request sent to a 3GPP2 VCC Application Server
<?xml version="1.0" encoding="UTF-8"?>

<IMSSubscription xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="D:\\CxDataType.xsd">



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity>sip:IMPU1@homedomain.com</Identity>




</PublicIdentity>




<PublicIdentity>





<Identity>sip:IMPU2@homedomain.com</Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>REGISTER</Method>






</SPT>






<IncludeContentsTrigger>







<Group>0</Group>







<SIPHeader>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Header>Timestamp</Header>








<Disposition>SIPHeader</Disposition>







</SIPHeader>






</ IncludeContentsTrigger >




</TriggerPoint>





<ApplicationServer>






<ServerName>sip:VCC-AS@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>

</IMSSubscription>

2. Example Including P-Access-Network-Info, P-Visited-Network and P-User-Database headers with trusted AS
NOTE this example also shows the headers included in a SIPFRAG so this would be for a release 8 AS that understands the new mechanism.
<?xml version="1.0" encoding="UTF-8"?>

<IMSSubscription xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="D:\\CxDataType.xsd">



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity>sip:IMPU1@homedomain.com</Identity>




</PublicIdentity>




<PublicIdentity>





<Identity>sip:IMPU2@homedomain.com</Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>REGISTER</Method>






</SPT>






<IncludeContentsTrigger>







<Group>0</Group>







<SIPHeader>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Header>P-Access-Network-Info</Header>








<Disposition>SIPFrag</Disposition>







</SIPHeader>







<SIPHeader>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Header>P-Visited-Network-ID</Header>








<Disposition>SIPFrag</Disposition>







</SIPHeader>







<SIPHeader>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Header>P-User-Database</Header>








<Disposition>SIPFrag</Disposition>







</SIPHeader>






</ IncludeContentsTrigger >




</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>

</IMSSubscription>

3. Example Inclusion of a (NEW) P-Service-Execution header in a SIP INVITE
Hypothetical example based on SA2 requirement (possible solution to use case 3)
<?xml version="1.0" encoding="UTF-8"?>

<IMSSubscription xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="D:\\CxDataType.xsd">



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity>sip:IMPU1@homedomain.com</Identity>




</PublicIdentity>




<PublicIdentity>





<Identity>sip:IMPU2@homedomain.com</Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPT>






<IncludeContentsTrigger>







<Group>0</Group>







<SIPHeader>








<Condition>Unconditional</Condition>








<Header>P-Service-Execution</Header>








<Content>Service=service1;Exec-Order=AS1,AS2,AS3 </Content>








<Disposition>SIPHeader</Disposition>







</SIPHeader>






</ IncludeContentsTrigger >




</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>

</IMSSubscription>

4. Example Inclusion of Request-URI and Contact header (for obtaining feature tags)
<?xml version="1.0" encoding="UTF-8"?>

<IMSSubscription xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="D:\\CxDataType.xsd">



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity>sip:IMPU1@homedomain.com</Identity>




</PublicIdentity>




<PublicIdentity>





<Identity>sip:IMPU2@homedomain.com</Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>REGISTER</Method>






</SPT>






<IncludeContentsTrigger>







<Group>0</Group>







<R-URI>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Disposition>SIPFrag</Disposition>







</R-URI>







<SIPHeader>








<Condition>Conditional</Condition>








<ConditionNegated>0</ConditionNegated>








<Header>Contact</Header>








<Disposition>SIPFrag</Disposition>







</SIPHeader>






</ IncludeContentsTrigger >




</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>

</IMSSubscription>

5. Example Inclusion of P-Asserted-Service header
NOTE the SPT that determines the request based on its contents  is MMTEL is not shown in the SPT in this example
<?xml version="1.0" encoding="UTF-8"?>

<IMSSubscription xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="D:\\CxDataType.xsd">



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity>sip:IMPU1@homedomain.com</Identity>




</PublicIdentity>




<PublicIdentity>





<Identity>sip:IMPU2@homedomain.com</Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPT>






<IncludeContentsTrigger>







<Group>0</Group>







<SIPHeader>








<Condition>Unconditional</Condition>








<Header>P-Asserted-Service</Header>








<Content>urn:urn-xxx:3gpp-service.ims.icsi.mmtel</Content>








<Disposition>Header</Disposition>







</SIPHeader>






</ IncludeContentsTrigger >




</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>

</IMSSubscription>
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