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If the Privacy header field set to "id" is included in the response message, this entry should not be removed as described in
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1. Introduction

Tidyup of Section 2

Correct reference to 24.229

Introduce a NOTE to point out, that TIR service is invoked via appropriate iFC, deleted ambigious “automatically”

2. Reason for Change

See above
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *
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* * * next Change * * * *

4.3.2
Requirements on the originating network side

For originating users that subscribe to the TIP service, if network provided identity information about the terminator is available, and if presentation is allowed, the network shall include that information in the responses sent to the user.

If the presentation of the network asserted identity is restricted due to the TIR service, then the originating user shall receive an indication that the network provided identity was not sent because of restriction.

If the network asserted identity information is not available at the originating network (for reasons such as interworking), then the network shall indicate to the terminating user that the network asserted identity information was not included for reasons other than restriction.

As a national option the originating AS can override the presentation restriction indication and the terminating identity is then presented to the originating subscriber for specific originating access's categories (e.g. police).
Editor's note:
24.507 contains the following requirement under requirements for the S-CSCF serving the originating UE: This text is out of scope of this specification, and needs to be studied in relationship to 3GPP TS 24.229.
If the Privacy header field set to "id" is included in the response message, this entry should not be removed as described in 3GPP TS 24.229  [2] clause 5.4.3.2. The priv-value "id" in the Privacy header will be used by the originating UE to distinguish the request of TIR by the terminating user.

NOTE 1:
Annex B provides an example of an initial filter criterion that can be applied for the TIP/TIR service.

NOTE 2:
It is assumed that the IBCF is responsible for stripping the P-Asserted‑Identity from the SIP header when interworking with untrusted networks.

* * * next Change * * * *

4.3.3
Requirements on the terminating network side

As part of the basic communication control procedures specified in 3GPP TS 24.229 [2], the following requirements apply at the terminating network side in support of the TIP service and the TIR service. Unless noted otherwise, these requirements are meant to apply to responses where the presence of the P-Asserted-Identity and Privacy header fields are allowed. These procedures apply regardless of whether the originating or terminating parties subscribe to the TIP service or the TIR service.

The terminating network shall include network asserted identity information in responses where allowed by 
3GPP TS 24.229 [2]. For TIR subscribers:

-
The terminating user may include an indication that it wishes to have the presentation of its identity information restricted, in any response where allowed by 3GPP TS 24.229 [2].

-
If the terminating user has subscribed to the TIR service in the permanent or temporary mode, then the network shall invoke the TIR service for every incoming request.

NOTE1:
The above requirement needs appropriate configuration of the initial filter criteria.

If the TIR service is not invoked, the network-provided identity shall be considered to be presentation allowed.
NOTE 2:
Annex B provides an example of an initial filter criterion that that can be applied for the TIP/TIR service.

NOTE 3:
It is assumed that the IBCF is responsible for stripping the P-Asserted-Identity from the SIP header when interworking with untrusted networks.
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