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PROPOSED CHANGE

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:


Call Session Control Function (CSCF): See ES 282 007 [1].
dialog: See RFC 3261 [10].
header: See RFC 3261 [10].

header field: See RFC 3261 [10].
identity information: all the information identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses
NOTE:
Identity information should take the form of either a SIP URI (see RFC 2396 [8]) or a "tel" URI 
(see RFC 3966 [9])

incoming initial request: all requests intended to initiate either a dialog or a standalone transaction terminated by the served user

Interconnection Border Control Function (IBCF): See ES 282 003 [2].

Media Gateway Control Function (MGCF): See ES 282 007 [1].


originating UE: sender of a SIP request intended to initiate either a dialog (e.g. INVITE, SUBSCRIBE), or a standalone transaction 

EXAMPLE:
OPTIONS, MESSAGE.
outgoing (communication): communication outgoing from the user side of the interface

outgoing initial request: all requests intended to initiate either a dialog or a standalone transaction received from the served user

proxy: See RFC 3261 [10].

Proxy‑CSCF (P‑CSCF): See ES 282 003 [2].
public user identity: See ES 282 003 [2].

request: See RFC 3261 [10].
response: See RFC 3261 [10].
Serving‑CSCF (S‑CSCF): See ES 282 003 [2].
session: See RFC 3261 [10].
standalone transaction: SIP transaction that is not part of a dialog and does not initiate a dialog 

NOTE:
An OPTIONS or a MESSAGE request sent outside of a SIP dialog would be considered to be part of a standalone transaction.


supplementary service: See ITU‑T Recommendation I.210 [12], clause 2.4.

tag: See RFC 3261 [10].

terminating UE: recipient of a SIP request intended either to initiate a dialog or to initiate either a dialog or a standalone transaction

trusted identity information: network generated user public identity information

(SIP) transaction: See RFC 3261 [10].
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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS
Application Server


CCBS
Completion of Communication to Busy Subscriber

CDIV
Communication DIVersion
CLIP
Calling Line Identification Presentation
CLIR
Calling Line Identification Restriction
CSCF
Call Session Control Function

CW
Communication Waiting

HOLD
communication Hold
IBCF
Interconnection Border Control Function

ICB
Incoming Communication Barring


IFC
Initial Filter Criteria

IM
IP Multimedia

IMS
IP Multimedia Subsystem
IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

MGCF
Media Gateway Control Function



NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

P‑CSCF
Proxy-CSCF
PSTN
Public Switched Telephone Network

S‑CSCF
Serving-CSCF
SDP
Session Description Protocol

SIP
Session Initiation Protocol


UE
User Equipment

URI
Universal Resource Identifier
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4.3.2
Requirements on the originating network side

As part of the basic communication procedures specified in ES 283 003 [3], the following requirements apply at the originating network side in support of the OIP service and the OIR service. Unless noted otherwise, these requirements are meant to apply to all requests meant to initiate either a dialog or a standalone transaction. These procedures apply regardless of whether the originating or terminating parties subscribe to the OIP service or the OIR service:

· The originating UE may insert two forms of identity information that correspond to the following two purposes:

· As a suggestion to the network as to what public user identity the network should be included in the request as network asserted identity information.

· As a UE‑provided identity to be transparently transported by the network.

· In the case where no identity information is provided by the originating UE for the purpose of suggesting a network‑provided identity, the network shall include identity information based on the default public user identity associated with the originating UE.

· In the case where identity information is provided by the originating UE for the purpose of suggesting a network-provided identity, the network shall attempt to match the information provided with the set of registered public identities of the originating UE. If a match is found, the network shall include an identity based on the information provided by the originating UE.

As a network option, if the "no screening" special arrangement does not exist with the originating UE, the network may attempt to match the UE‑provided identity information with the set of registered public identities of the originating user. If a match is not found, the network shall replace the UE‑provided identity with one that includes the default public user identity.

For OIR subscribers:

· The UE may include an indication that it wishes to have the presentation of its identity information to be restricted. 

· If the originating user has subscribed to the OIR service in the permanent mode, then the network shall automatically invoke the OIR service for each outgoing request.

· If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation restricted", then the network shall automatically invoke the OIR service for each outgoing request unless the default value is overridden by subscriber request at the time of outgoing request.

· If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation not restricted", then the network shall only invoke the OIR service if requested by the subscriber at the time of outgoing initial request.

· If the OIR service is not invoked, the network‑provided identity shall be considered to be presentation allowed.

As an originating network option, if the originating user invokes the OIR service for a particular request, the originating network may prevent any UE‑provided identification information (in addition to the trusted identity information) from being displayed to the terminating user.

NOTE 1:
As an informative description, for OIP/OIR this means the following procedures are expected to be provided by the P‑CSCF regardless of whether the originating user does or does not subscribe to the OIP service or OIR service. When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains a P‑Preferred‑Identity header field that matches one of the registered public user identities, the P‑CSCF is expected to identify the initiator of the request by that public user identity. In particular, the P‑CSCF is expected to  include a P‑Asserted‑Identity header field set to that public user identity. When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains as P‑Preferred‑Identity header field that does not match one of the registered public user identities, or does not contain a P‑Preferred‑Identity header field, the P‑CSCF is expected to identify the initiator of the request by a default public user identity. In particular, the P‑CSCF is expected to include a P‑Asserted‑Identity header field set to the default public user identity. If there is more then one default public user identity available, the P‑CSCF is expected to randomly select one of them.

· NOTE 2:
In the case where the S‑CSCF has knowledge of an associated tel‑URI for a SIP URI contained in the P‑Asserted‑Identity header field received in the request, the S‑CSCF adds a second P‑Asserted‑Identity header field containing this tel‑URI.

NOTE 3:
For the S‑CSCF to forward an initial request towards the AS that hosts the OIR service, an initial filter criterion is to be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIR service.

NOTE 4:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.
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4.3.3
Requirements on the terminating network side

For terminating users that subscribe to the OIP service, and if network provided identity information about the originator is available, and if presentation is allowed, the network shall include that information in the requests sent to the UE.

If the presentation of the public user identity is restricted, then the terminating UE shall receive an indication that the public user identity was not sent because of restriction.

If the public user identity is not available at the terminating network (for reasons such as interworking), then the network shall indicate to the terminating user that the public user identity was not included for reasons other than that the originating user invoked the OIR service.

For terminating users that do not subscribe to the OIP service, the network shall not send the network provided identity information about the originator in the requests sent to the UE, even if that information is available, and if presentation is allowed. Additionally, the network may prevent the transmission of any UE‑provided identity information.

NOTE 1:
The CSCF applies any privacy required by RFC 3325 [7] to the P‑Asserted‑Identity. In particular, if the Privacy header field is included and set to "id", the S‑CSCF removes any P‑Asserted‑Identity header fields from the request.

NOTE 2:
For the S‑CSCF to forward an initial request or standalone request, an initial filter criterion is to be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIP service.

NOTE 3:
The priv-value "id" in the Privacy header is not expected be removed when removing any P-Asserted-Identity header as described in 3GPP TS 24.229 [3] subclause 5.4.3.3.
Editor's note: The following paragraph is interpreted as a requirement for the HSS to appropriately specify the initial filter criteria, and it is proposed that this requirement is out of scope of this specification, but belongs in a CT4 related specification. 

If the request contains the Privacy header field "header" and/or "user" the S‑CSCF shall forward the request to the AS.

NOTE 4:
When removing the P‑Asserted‑identity any following service in the chain could be affected. Therefore service based on the originating identity (such as ICB and ACR), are expected to precede the OIP service in the chain.

NOTE 5:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.
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4.5.2.2
Void
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4.5.2.3
Void

· 
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4.5.2.5
Void
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4.5.2.6
Void
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4.5.2.7
Void
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4.5.2.8
Void
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4.5.2.10
Void
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4.5.2.11
Void
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