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1. Introduction
TS 23.402 does not contain any detail about the usage of NAI in DSMIPv6. This document proposes some clarifications.
2. Discussion

IKEv2 is used to set up the IPsec Security Association between the UE and the HA. During this exchange, the user identity of the UE shall be included in the IDi field of the IKE_AUTH exchange. As specified in TS 24.234 for the I-WLAN Wu reference point, the identity included in IDi shall be based on NAI, either root NAI or decorated NAI.
As soon as the IPsec security association has been established, the UE can send DSMIPv6 signalling messages. These messages are protected by IPsec ESP and carry a SPI parameter to identify the security association they are associated to. As the security association is bound to the UE identity (NAI) and is identified by the SPI in the DSMIPv6 signaling, there is no need to include the NAI in the DSMIPv6 signalling messages.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303.
* * * First Change * * * *
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4.2
Identities

Editor’s note: This subclause will contain the definition of the identities used by the UE when mobility is handled via DSMIPv6. These should include, but not limited to, NAI and FQDN for HA discovery.
The UE shall use Network Access Identifier (NAI) as identification towards the HA in the IKEv2 exchange. During this process, the IPsec Security Association (SA) between the UE and the HA is tied to the user identity, set to the NAI, and to an SPI uniquely identifying this SA. The NAI is structured according to 3GPP TS 23.003 [xx]. The NAI can be either in the format of root NAI or in the format of decorated NAI.
The DSMIPv6 signaling shall not carry an NAI as it is protected via the IPsec security association which is tied to the user identity via the SPI identifying that security association.   
