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1.  Introduction

For EPS mobility management (EMM) messages a header has been defined at CT1#51 (see figure 1). As the ESM protocol needs to be able to deal with several EPS bearer contexts in parallel, we will need a different layout for ESM headers. The purpose of the present contribution is to study the alternatives for an EPS Session Management (ESM) message header and select one of these alternatives for inclusion in TS 24.301. 
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	Skip indicator
	Protocol discriminator
	octet 1

	Message type
	octet 2

	
	octet 3

	Other information elements as required
	

	
	octet n


Figure 1: EMM message header

2.  Requirements for the ESM protocol

For session management, TS 24.008 defines the header as: 
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	Transaction identifier
	Protocol discriminator
	octet 1

	Message type
	octet 2

	
	octet 3

	Other information elements as required
	

	
	octet n


Figure 2: General GPRS SM message organization example
In EPS we will need a different layout, since messages will be routed based on the EPS bearer identity and/or procedure transaction identity instead of the transaction identifier. The procedure transaction identity is a temporary identity used to allow the UE to correlate a response from the network with a request sent by the UE. The lifetime of the procedure transaction identity is limited to this exchange of request and response.

In principle, 

-
the EPS bearer identity (EBI) is needed for all network initiated procedures (e.g. activation of a dedicated EPS bearer context)

-
the procedure transaction identity (PTI) is needed for all UE requested procedures (e.g. UE requested bearer resource allocation procedure)

-
both identities are needed, if e.g. a default or dedicated EPS bearer context is activated on request of the UE.

Example 1:

UE                                                                                                                 MME

(1) <--- Activate Dedicated EPS Bearer Context Request (EBI) -----------------

(2) ----- Activate Dedicated EPS Bearer Context Accept (EBI) ----------------->
Example 2: 

(1) ----- Bearer Resource Allocation Request (PTI) --------------------------------> 
(2) <--- Activate Dedicated EPS Bearer Context Request (PTI, EBI) -----------

(3) ----- Activate Dedicated EPS Bearer Context Accept (EBI) ----------------->

Example 3: 

(1) ----- Bearer Resource Allocation Request (PTI) --------------------------------> 
(2) <--- Bearer Resource Allocation Reject (PTI) ------------------------------------

3.  Possible layouts for the ESM protocol header
3.1  Alternative 1

A first proposal from Ericsson at CT1#51bis was to include always both EBI and PTI (C1‑080711). If one of the two parameters is not needed in a message, it is set to a specific value, e.g. "FF". The following table shows a possible implementation of such a proposal, assuming that each of the two parameters EBI and PTI is coded in 1 octet. (In C1-080711 no specific header layout was proposed.)
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	X
	X
	X
	X
	Protocol discriminator
	octet 1

	Procedure transaction identity
	octet 2

	EPS bearer identity
	octet 3

	Message type
	octet 4

	
	octet 5

	Other information elements as required
	

	
	octet n


NOTE:
X = spare bit

Figure 3: General ESM message organization example
While this gives a simple handling for sender and receiver, a consequence of this proposal is that in example 1 the PTI and in example 3 the EBI is always included, although it is not needed. In example 2, the UE will include the EBI in step (1) and the PTI in step (3) although they are not needed. 

Assuming that each of the two identifiers is coded in 1 octet, it would mean that in most cases (apart from example 2, step (2)) one octet is sent unnecessarily. So in this alternative we have some waste of radio resources.

3.2  Alternative 2
We can try to avoid this waste of radio resources e.g. by using two bits of octet 1 to control the further layout of the message header.
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	X
	X
	P
	E
	Protocol discriminator
	octet 1

	Procedure transaction identity
	octet 2a*

	EPS bearer identity
	octet 2b*

	Message type
	octet 3

	
	octet 4

	Other information elements as required
	

	
	octet n


NOTE:
X = spare bit

Figure 4: General ESM message organization example
The P-bit and the E-bit in octet 1 indicate whether the procedure transaction identity or the EPS bearer identity or both are included. 
3.3  Alternative 3
One could also think of other schemes, however, as examples 1 and 3 show there are cases for both directions, UE to MME and MME to UE, where only the PT or only the EBI is meaningful. Besides, as in example 1 the Activate Dedicated EPS Bearer Context Request message contains only the EBI in the message header, it would be nice to have the EBI in the message header also in example 2. With this assumption probably the only other option where EBI and PTI are coded in 1 octet would be to define the header as:
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	X
	X
	X
	E
	Protocol discriminator
	octet 1

	Procedure transaction identity or EPS bearer identity
	octet 2

	Message type
	octet 3

	
	octet 4

	Other information elements as required
	

	
	octet n


NOTE:
X = spare bit

Figure 5: General ESM message organization example
where the E-bit in octet 1 indicates whether the octet 2 includes an EPS bearer identity (E-bit = 1) or a procedure transaction identity (E-bit = 0). If the message contains both an EPS bearer identity and a procedure transaction identity – as in example 2, step (2) – the procedure transaction identity would be included as an optional information element in the message body. A side effect of this is e.g. that due to the protocol error handling for optional IEs, a syntactically wrong PTI would just be ignored by the receiver. For a semantically wrong PTI (e.g. an unknown PTI or a PTI already in use for another type of procedure) the receiver would need to implement some specific error handling (similar to the handling of an unknown 'linked TI' in TS 24.008, subclause 6.1.3.2.3). 
Generally, in our view, identifiers that are used for identifying the procedure should preferably be in the header. This makes identifying a response more fault-tolerant, as there could be other errors in the message body.

4.  Intermediate summary

Alternative 1 has an extra cost of 1 octet in most cases, but for signalling messages this could still be acceptable when thinking of the benefit of a simple and straightforward implementation.

Alternative 2 would optimize the data consumption of the header, but adds complexity to the header processing.

Alternative 3 has the same optimized functionality as alternative 2; however, it is even more complex and has the drawback that one of the parameters used to identify the procedure is "hidden" in the message body.

If we have to choose between these alternatives, our proposal would be to select alternative 1 as the ESM message header and implement it to the relevant specifications (TS 24.301, TS 24.007).

5.  Alternative 4
So far we have assumed that we need 1 octet each for the encoding of the EBI and the PTI. From the last meeting, CT1#51bis, CT1 sent an LS to SA2 (C1‑080760), asking them to clarify the requirements with regard to the resource mapping at handover between EPS and 2G/3G, specifically to 

1.
inform CT1 what value range EPS Bearer ID has;

2.
inform CT1 what the maximum number of active EPS Bearers are.

SA2 did not yet treat this LS, as it is listed among the incoming LSs for SA2#64 (this week, next door), but meanwhile RAN2 has specified some UE requirements in TS 36.331, v 8.1.0, subclause 11.1:

*** Begin quote ***

11.1
UE capability related constraints
The following table lists constraints regarding the UE capabilities that E-UTRAN is assumed to take into account.
	Parameter
	Description
	Value

	#DRBs
	The number of DRBs that a UE of categories 1- 5 shall support
	8

	#RLC-AM
	The number of RLC AM entities that a UE of categories 1- 5 shall support (depends on the RLC mode of SRB2)
	9 or 10

	#Events
	The number of instances of a measurement that the UE is required to support
	FFS


Editor's note:
It has been agreed to define a limitation, the details are FFS

*** End quote ***.

DRB is the abbreviation for (user) Data Radio Bearer, which is RAN2's name for the radio bearer part of the EPS bearer.

Furthermore, the latest version v 8.1.0 of TS 23.401, has brought some clarification about the mapping between NSAPI values and EBI values during inter-system change between GERAN/UTRAN and E-UTRAN:

*** Begin quote ***

5.2.1
EPS bearer identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN.
Editor's Note:
One of use cases of this EPS bearer identity is in the dedicated bearer modification without Qos update procedure. In this procedure the MME needs to transfer the EPS bearer identity in NAS signalling to the UE to bind the updated TFT with related EPS bearer.

When there is a mapping between an EPS bearer and a PDP context, the same identity value is used for the EPS bearer ID and the NSAPI/RAB ID.
*** End quote ***.

Assuming that the limitation to 8 EPS bearers will remain valid for some time, we could use the following header layout:
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	EPS bearer identity
	Protocol discriminator
	octet 1

	Procedure transaction identity
	octet 2

	Message type
	octet 3

	
	octet 4

	Other information elements as required
	

	
	octet n


NOTE:
X = spare bit

Figure 6: General ESM message organization example
Here the EPS bearer identity is defined in a 4 bit field. Due to the requirement for the mapping to NSAPI values, the code points are proposed to be defined as follows:
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	EPS bearer identity
	-
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	octet 1


Figure 7: Transaction identifier

Table 1: EPS bearer identity
	

	EPS bearer identity value (octet 1)

	

	Bits

	8
	7
	6
	5
	

	0
	0
	0
	0
	No EPS bearer identity assigned to this procedure

	0
	0
	0
	1
	Reserved

	0
	0
	1
	0
	Reserved

	0
	0
	1
	1
	Reserved

	0
	1
	0
	0
	Reserved

	0
	1
	0
	1
	EPS bearer identity value 5

	0
	1
	1
	0
	EPS bearer identity value 6

	0
	1
	1
	1
	EPS bearer identity value 7

	1
	0
	0
	0
	EPS bearer identity value 8

	1
	0
	0
	1
	EPS bearer identity value 9

	1
	0
	1
	0
	EPS bearer identity value 10

	1
	0
	1
	1
	EPS bearer identity value 11

	1
	1
	0
	0
	EPS bearer identity value 12

	1
	1
	0
	1
	EPS bearer identity value 13

	1
	1
	1
	0
	EPS bearer identity value 14

	1
	1
	1
	1
	EPS bearer identity value 15

	


An alternative would be to allocate only values 5 to 12, since in Rel-8 we will not need more values, but by allocating also values 13, 14, and 15 we have identical value ranges for NSAPI and EBI and thus can avoid potential problems for the mapping from NSAPI to EBI. If in a future release there should be a requirement to support more than 11 different values, we can follow the example from the transaction identifier in TS 24.007 and encode bits 5 to 8 in octet 1 with a reserved value and include the real value of the EBI in a new octet 1a* (which would lead us back to a solution similar to alternative 1). 

Assuming that we allocate an entire octet for the procedure transaction identity, we propose the following definition:
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	Procedure transaction identity
	octet 1


Figure 8: Procedure transaction identity
Table 1: Procedure transaction identity

	

	Procedure transaction identity (octet 1)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	No procedure transaction identity assigned to this procedure

	0
	0
	0
	0
	0
	0
	0
	1
	
	value 1

	0
	0
	0
	0
	0
	0
	1
	0
	
	value 2

	through
	
	

	1
	1
	1
	1
	1
	1
	1
	0
	
	value 254

	1
	1
	1
	1
	1
	1
	1
	1
	
	Reserved

	


However, we can also add an editor's note that the exact value range is FFS. (It might be useful to keep 1 or 2 spare bits.)

6.  Conclusion

From the UE requirement agreed by RAN2 that UEs of category 1 to 5 shall support 8 EPS bearers it should be clear that a more compact header definition than with alternative 4 can hardly be achieved (unless we decide to move the PTI to the message body as in alternative 3). At the same time alternative 4 provides a fixed layout which and thus an easier message processing than alternative 2 and 3. If there should arise a need to support more than 11 EPS bearers in future, alternative 4 can be evolved to alternative 1 as described above. 

For these reasons we propose to adopt alternative 4.
7. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301, v 0.1.1. A related CR to TS 24.007 will be submitted to a future meeting.
Note: Changes to subclause 9.1 and 9.3 are also proposed by C1-081047. Dependent on the outcome of the discussion of the two contributions C1-081047 and C1-081056, the changes may be merged in a revision, if necessary.
* * * First Change * * * *

8.3
EPS session management messages

Editor's note: The layout of the message header, apart from the protocol discriminator, is FFS.

Editor's note: The detailed encoding of the information elements in all message is FFS. It is assumed that existing information elements in other specifications, e.g. 3GPP TS 24.008 [6], will be reused when possible.

Editor's note: In the following tables the presence indication for information elements reflects the logical requirement for mandatory or optional inclusion in a message. For reasons of coding efficiency CT1 can decide e.g. to specify an information element as mandatory IE, although in the table it is indicated as optional. The order of sequence of information elements is FFS.

8.3.1
Activate default EPS bearer context request

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.1.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
Significance:

dual
Direction:


network to UE
Table 8.3.1.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.4
	M
	V
	1

	
	
	

	
	
	

	FFS
	PDN address
	PDN address information


	O
	FFS
	FFS

	FFS
	Access point name
	Access point name

TS 24.008 / 10.5.6.1
	O
	TLV
	3-102

	FFS
	Uplink TFT
	Traffic Flow Template

TS 24.008 / 10.5.6.1
	O
	TLV
	3-257

	FFS
	Negotiated QoS
	Quality of service

TS 24.008 / 10.5.6.5
	O
	TLV
	14-18

	FFS
	Negotiated LLC SAPI
	LLC service access point identifier
TS 24.008 / 10.5.6.9
	O
	TV
	2

	FFS
	Radio priority
	Radio priority

TS 24.008 / 10.5.7.2
	O
	TV
	1

	FFS
	Packet Flow Identifier
	Packet Flow Identifier

TS 24.008 / 10.5.6.11
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for downlink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH ACCEPT message is FFS.

Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.2
Activate default EPS bearer context accept

This message is sent by the UE to the network to acknowledge activation of a default EPS bearer context. See table 8.3.2.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
Significance:

dual
Direction:


UE to network
Table 8.3.2.1: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate default EPS bearer context accept message identity
	Message type

9.4
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH COMPLETE message is FFS.

Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.3
Activate default EPS bearer context reject

This message is sent by UE to the network to reject activation of a default EPS bearer context. See table 8.3.3.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT
Significance:

dual
Direction:


UE to network
Table 8.3.3.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate default EPS bearer context reject message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause
TS 24.008 / 10.5.6.6
	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH COMLPETE message is FFS.

Editor's note: The need for separate reject messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.4
Activate dedicated EPS bearer context request

This message is sent by the network to the UE to request activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active default EPS bearer context. See table 8.3.4.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

Significance:

dual
Direction:


network to UE
Table 8.3.4.1: ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate dedicated EPS bearer context request message identity
	Message type

9.4
	M
	V
	1

	
	

	

	
	
	

	
	Linked EPS bearer identity
	EPS bearer identity


	M
	FFS
	FFS

	
	Uplink TFT
	Traffic Flow Template

TS 24.008 / 10.5.6.1
	O
	TLV
	3-257

	
	Negotiated QoS
	Quality of service

TS 24.008 / 10.5.6.5
	O
	TLV
	14-18

	
	Negotiated LLC SAPI
	LLC service access point identifier
TS 24.008 / 10.5.6.9
	O
	TV
	2

	
	Radio priority
	Radio priority

TS 24.008 / 10.5.7.2
	O
	TV
	1

	
	Packet Flow Identifier
	Packet Flow Identifier

TS 24.008 / 10.5.6.11
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for downlink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH ACCEPT message is FFS.

8.3.5
Activate dedicated EPS bearer context accept

This message is sent by the UE to the network to acknowledge activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active EPS bearer context. See table 8.3.5.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
Significance:

dual
Direction:


UE to network
Table 8.3.5.1: ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate dedicated EPS bearer context accept message identity
	Message type

9.4
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH COMPLETE message is FFS.

Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.6
Activate dedicated EPS bearer context reject

This message is sent by UE to the network to reject activation of a dedicated EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT
Significance:

dual
Direction:


UE to network
Table 8.3.6.1: ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Activate dedicated EPS bearer context reject message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH COMPLETE message is FFS.

Editor's note: The need for separate accept messages for default EPS bearer context activation and dedicated EPS bearer context activation is FFS.

8.3.7
Modify EPS bearer context request

This message is sent by the network to the UE to request modification of an active EPS bearer context. See table 8.3.7.1.

Message type:
MODIFY EPS BEARER CONTEXT REQUEST
Significance:

dual
Direction:


network to UE
Table 8.3.7.1: MODIFY EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Modify EPS bearer context request message identity
	Message type

9.4
	M
	V
	1

	
	

	

	
	
	

	FFS
	Uplink TFT
	Traffic Flow Template
TS 24.008 / 10.5.6.12
	O
	TLV
	3-257

	FFS
	PDN address information
	PDN address information


	O
	FFS
	FFS

	FFS
	New QoS
	Quality of service

TS 24.008 / 10.5.6.5
	O
	TLV
	14-18

	FFS
	Negotiated LLC SAPI
	LLC service access point identifier

TS 24.008 / 10.5.6.9
	O
	TV
	2

	FFS
	Radio priority
	Radio priority

TS 24.008 / 10.5.7.2
	O
	TV
	1

	FFS
	Packet Flow Identifier
	Packet Flow Identifier

TS 24.008 / 10.5.6.11
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.8
Modify EPS bearer context accept

This message is sent by the UE to the network to acknowledge the modification of an active EPS bearer context. See table 8.3.8.1.

Message type:
MODIFY EPS BEARER CONTEXT ACCEPT
Significance:

dual
Direction:


UE to network

Table 8.3.8.1: MODIFY EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Modify EPS bearer context accept message identity
	Message type

9.4
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for uplink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.9
Modify EPS bearer context reject

This message is sent by the UE or the network to reject a modification of an active EPS bearer context. See table 8.3.9.1.

Message type:
MODIFY EPS BEARER CONTEXT REJECT
Significance:

dual
Direction:


UE to network

Table 8.3.9.1: MODIFY EPS BEARER CONTEXT REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Modify EPS bearer context reject message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for uplink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.10
Deactivate EPS bearer context request

This message is sent by the network to request deactivation of an active EPS bearer context. See table 8.3.10.1.

Message type:
DEACTIVATE EPS BEARER CONTEXT REQUEST
Significance:

dual

Direction:


network to UE
Table 8.3.10.1: DEACTIVATE EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Deactivate EPS bearer context request message identity
	Message type

9.4
	M
	V
	1

	
	

	

	
	
	

	
	ESM cause
	ESM cause
TS 24.008 / 10.5.6.6
	M
	FFS
	FFS

	FFS
	Tear down indicator
	Tear down indicator

TS 24.008 / 10.5.6.10
	O
	TV
	1

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.11
Deactivate EPS bearer context accept

This message is sent by the UE to acknowledge deactivation of the EPS bearer context requested in the corresponding Deactivate EPS bearer context request message. See table 8.3.11.1.

Message type:
DEACTIVATE EPS BEARER CONTEXT ACCEPT
Significance:

dual

Direction:


UE to network

Table 8.3.11.1: DEACTIVATE EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier
9.3.3
	M
	V
	1

	
	Deactivate EPS bearer context accept message identity
	Message type

9.4
	M
	V
	1

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for uplink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.12
PDN connectivity request

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.12.1.

Message type:
PDN CONNECTIVITY REQUEST
Significance:

dual
Direction:


UE to network
Table 8.3.12.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	PDN connectivity request message identity
	Message type

9.4
	M
	V
	1

	FFS
	Access point name
	Access point name

TS 24.008 / 10.5.6.1
	O
	TLV
	3-102

	FFS
	PDN address allocation
	PDN address allocation


	O
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH REQUEST message is FFS.

8.3.13
PDN connectivity reject

This message is sent by the network to the UE to reject establishment of a PDN connection. See table 8.3.13.1.

Message type:
PDN CONNECTIVITY REJECT
Significance:

dual
Direction:


network to UE
Table 8.3.13.1: PDN CONNECTIVITY REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	PDN connectivity reject
Message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	FFS
	NAS message sequence number for downlink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH REJECT message is FFS.

8.3.14
PDN disconnect request

This message is sent by the UE to the network to initiate release of a PDN connection. See table 8.3.14.1.

Message type:
PDN DISCONNECT REQUEST
Significance:

dual
Direction:


UE to network
Table 8.3.14.1: PDN DISCONNECT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier 
9.3.3
	M
	V
	1

	
	PDN disconnect request message identity
	Message type

9.4
	M
	V
	1

	
	Linked EPS bearer identity
	EPS bearer identity

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.15
PDN disconnect reject

Editor's note: The need for this message is FFS.

This message is sent by the network to the UE to reject release of a PDN connection. See table 8.3.15.1.

Message type:
PDN DISCONNECT REJECT
Significance:

dual
Direction:


network to UE
Table 8.3.15.1: PDN DISCONNECT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	PDN disconnect reject message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.16
Bearer resource allocation request

This message is sent by the UE to the network to request allocation of a dedicated bearer resource. See table 8.3.16.1.

Message type:
BEARER RESOURCE ALLOCATION REQUEST
Significance:

dual
Direction:


UE to network
Table 8.3.16.1: BEARER RESOURCE ALLOCATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	Bearer resource allocation request message identity
	Message type

9.4
	M
	V
	1

	
	Linked EPS bearer identity
	EPS bearer identity

	M
	FFS
	FFS

	
	Required SDF QoS
	SDF Quality of service 


	M
	FFS
	FFS

	
	UL/DL TFT
	Traffic Flow Template

TS 24.008 / 10.5.6.12
	M
	LV
	2-256

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for uplink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.17
Bearer resource allocation reject

This message is sent by the network to the UE to reject allocation of a dedicated bearer resource. See table 8.3.17.1.

Message type:
BEARER RESOURCE ALLOCATION REJECT
Significance:

dual
Direction:


network to UE
Table 8.3.17.1: BEARER RESOURCE ALLOCATION REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	Bearer resource allocation reject message identity
	Message type
9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.18
Bearer resource release request

This message is sent by the UE to the network to request release of a dedicated bearer resource. See table 8.3.18.1.

Message type:
BEARER RESOURCE RELEASE REQUEST
Significance:

dual
Direction:


UE to network
Table 8.3.18.1: BEARER RESOURCE RELEASE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	Bearer resource release request message identity
	Message type

9.4
	M
	V
	1

	
	Linked EPS bearer identity
	EPS bearer identity

	M
	FFS
	FFS

	
	DL TFT
	Traffic Flow Template

TS 24.008 / 10.5.6.12
	M
	LV
	2-256

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for uplink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.19
Bearer resource release reject

Editor's note: The need for this message is FFS.

This message is sent by the network to the UE to reject release of a dedicated bearer resource. See table 8.3.19.1.

Message type:
BEARER RESOURCE RELEASE REJECT
Significance:

dual
Direction:


network to UE
Table 8.3.19.1: BEARER RESOURCE RELEASE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	Bearer resource release reject message identity
	Message type
9.4
	M
	V
	1

	
	ESM cause
	ESM cause

	M
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

TS 24.008 / 10.5.6.3
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


8.3.20
ESM Status

8.3.20.1
Message definition
This message is sent by the network or the UE to pass information on the status of the indicated EPS bearer context and report certain error conditions (e.g. as listed in clause 7). See table 8.3.20.1.

Message type:
ESM STATUS
Significance:

dual

Direction:


both

Table 8.3.20.1: ESM STATUS message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity

	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.3.3
	M
	V
	1

	
	ESM status message identity
	Message type

9.4
	M
	V
	1

	
	ESM cause
	ESM cause


	M
	FFS
	FFS

	FFS
	NAS message sequence number for uplink or downlink
	NAS message sequence number
	O
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O
	FFS
	FFS


Editor's note: Dependent on the message to which the ESM STATUS message is sent in response, the ESM STATUS message will use an EPS bearer identity or a procedure transaction identifier as address. Whether these two cases will be covered by a single message or whether two separate messages will be defined is FFS.

8.3.20.2
NAS message sequence number for uplink or downlink

If the message is sent by the UE, the UE shall include the NAS message sequence number for uplink.

If the message is sent by the MME, the MME shall include the NAS message sequence number for downlink.
9
General message format and information elements coding
9.1
Overview

Within the protocols defined in the present document, every message is a standard L3 message as defined in 3GPP TS 24.007 [5]. This means that the message consists of the following parts:

a)
protocol discriminator;

b)
EPS bearer identity;

c)
procedure transaction identity;

d)
message type;

e)
other information elements, as required.

Editor's note: Definitions of the EPS bearer identity and the procedure transaction identity need to be added to 3GPP TS 24.007 [5].

This organization is illustrated in the example shown in figure 9.1.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	EPS bearer identity 
or Skip indicator
	Protocol discriminator
	octet 1

	Procedure transaction identity
	octet 1a*

	Message type
	octet 2

	
	octet 3

	Other information elements as required
	

	
	octet n


Figure 9.1.1: General message organization example

The EPS bearer identity and the procedure transaction identity are only used in messages with protocol discriminator EPS session management. Octet 1a with the procedure transaction identity shall only be included in these messages.
Unless specified otherwise in the message descriptions of clause 8, a particular information element shall not be present more than once in a given message.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

9.2
Protocol discriminator

The Protocol Discriminator (PD) and its use are defined in 3GPP TS 24.007 [5].

9.3
Skip indicator, EPS bearer identity and procedure transaction identity
9.3.1
Skip indicator

Bits 5 to 8 of the first octet of every EPS Mobility Management (EMM) message contain the skip indicator. A message received with the skip indicator different from 0000 shall be ignored. A message received with the skip indicator encoded as 0000 shall not be ignored (unless it is ignored for other reasons). A protocol entity sending an EMM message shall encode the skip indicator as 0000.
9.3.2
EPS bearer identity
Bits 5 to 8 of the first octet of every EPS Session Management (ESM) message contain the EPS bearer identity. The EPS bearer identity and its use to identify a message flow are defined in 3GPP TS 24.007 [5].
Editor's note: It is proposed to define that value '0000' is to be used, if no EPS bearer identity is assigned to a procedure, values '0001 to '0100' are reserved, and values '0101' to '1111' are allocated for EPS bearer identity values 5 to 15, respectively.

9.3.3
Procedure transaction identity
Bits 1 to 8 of the second octet (octet 1a) of every EPS Session Management (ESM) message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [5].
Editor's note: Whether all 8 bits will be allocated for the procedure transaction identity is FFS. If all 8 bits are allocated, it is proposed to define that value '0000' is to be used, if no procedure transaction identity is assigned to a procedure, values '0000 0001 to '1111 1110' can be used to identify procedure transactions, and value '1111 1111' is reserved.
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