3GPP TSG CT WG1 Meeting #52
C1-080932
Jeju Island, KOREA, 7th – 11th April 2008

Source:
Vodafone 
Title:
IMS Service Level Trace Depth 

Agenda item:
9.17
Document for:
DISCUSSION/APPROVAL 
Introduction 

TS 32.422 describes trace configuration in clause 5 Trace control and configuration parameters. Trace depth is a mandatory configuration parameter described in sub-clause 5.2, which suggests that as depth increases from minimum to maximum, the number of information elements included in the logged information varies. However, SIP signalling does not have the concept of information elements. 

OMA Requirements 

The OMA requirements document (OMA Service Provider Environment Requirements, OMA-RD-OSPE- V1_0-20050614-C contains the following:

[SLT-COM-1]
A component’s captured trace information MUST contain information including but not limited to:

1.
A mechanism to determine the sequence of components and the sequence of captured trace information from each component within a Service Chain.

2.
A mechanism to identify a specific instance of SLT;

3.
Component characteristics (e.g. enabler Id, supported protocol and protocol version, key enabler performance indicators such statistics etc);

4.
Incoming and outgoing service attributes (e.g. IP Port address, hostname, destination address etc);

5.
Activity derived from a message containing the trace indication, e.g. an activity such as end user-visible events.

[SLT-HL-5]
There MUST be several levels (e.g. amount or granularity) of logged information captured by a component. 
and also:

[SLT-HL-6]
All actors (e.g. the components of the Service chain the end-user’s identity), and associated characteristics (e.g. component version, supported execution environment, application version), MUST be identifiable within the logged trace information that is retrieved from all components in a service chain.

[SLT-HL-7]
The Service Provider or other authorised actor MUST be able to correlate the service to be traced, as indicated in the marking request, with trace information retrieved from across components of a service chain.

[SLT-HL-8]
The Service Provider MUST be able to identify and distinguish between all trace activities initiated by multiple devices at a single component.

[SLT-HL-9]
Service Level Tracing MUST apply to both control and user plane to aid in identifying issues related to, e.g. timing misalignments between the user plane and control plane. 

The requirements above suggest that all SIP headers and also any SDP or other message body must be logged. 

Proposal 1 

If a SIP request or response is logged, then the entire request or response shall be included in the log. 

Trace Depth 

To reduce the amount of information logged, it is possible to omit the following methods and responses while still meeting the trace requirements: 

Non-reliable 1xx responses (including 100 Trying) 

ACK

Proposal 2 

Two levels of trace depth shall be specified:

Maximum for which all requests and responses within a dialog or standalone transaction are logged. 

Minimum, for which all non-reliable 1xx responses (including 100 trying) and the ACK request are not logged. 

