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1. Introduction

When discussing storage of EPS update status during CT1 conference call, it was proposed a working assumption that access via E-UTRAN has to work with pre-Rel-8 USIMs. This contribution proposes to add such working assumption to 3GPP TS 24.301, and to solve an issue with current text in subclause 5.4.2.1.5 « Authentication not accepted by the network” which is not aligned with such working assumption.
2. Reason for Change

The working assumption is proposed to be added to subclause 5.1.3.3.
Also, text in subclause 5.4.2.1.5 for the case authentication is not accepted by the network is modified to remove the storage of EPS update status in USIM. Also, GUTI, TAI list, last visited registered TAI and KSI will not be deleted from USIM.
3. Proposal

It is proposed to discuss and agree on the following changes to 3GPP TS 24.301.

* * * First Change * * * *

5.1.3.3
EPS update status

In order to describe the detailed UE behaviour, the EPS update (EU) status pertaining to a specific subscriber is defined. The EPS update status is stored in a non volatile memory in the UE. The EPS update status is changed only after the execution of an attach, network initiated detach, authentication, tracking area update or service request procedure.
Editor's note: The working assumption is that access to E-UTRAN needs to be possible with pre-Rel-8 USIMs. To this end, CT1 should define an EMM protocol which will operate with pre-Rel-8 USIMs, i.e. without the need for additional files on USIM.
EU1: UPDATED


The last attach or tracking area updating attempt was successful.

EU2: NOT UPDATED


The last attach or tracking area updating attempt failed procedurally, i.e. no response was received from the MME.

EU3: ROAMING NOT ALLOWED


The last attach or tracking area updating attempt was correctly performed, but the answer from the MME was negative (because of roaming or subscription restrictions).

* * * Next Change * * * *

5.4.2.1.5
Authentication not accepted by the network

If authentication fails, because the response is not valid, the network may distinguish between the two different ways of identification used by the mobile station:

-
the GUTI was used;

-
the IMSI was used.

If the GUTI has been used, the network may decide to initiate the identification procedure. If the IMSI given by the mobile station then differs from the one the network had associated with the GUTI, the authentication should be restarted with the correct parameters. If the IMSI provided by the UE is the expected one (i.e. authentication has really failed), the network should proceed as described below.

If the IMSI has been used, or the network decides not to try the identification procedure, an AUTHENTICATION REJECT message should be transferred to the mobile station.

Upon receipt of an AUTHENTICATION REJECT message, the mobile station shall set the update status to EU3 ROAMING NOT ALLOWED, delete the stored GUTI, TAI list, last visited registered TAI and KSI. The USIM shall be considered as invalid until switching off the mobile station or the UICC containing the USIM is removed.

If the AUTHENTICATION REJECT message is received, the mobile station shall abort any EMM signalling procedure, stop any of the timers T3410, T3417 or T3430 (if running) and enter state EMM-DEREGISTERED.
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