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1. Introduction

This document proposes to include an editor's note in subclause 8.2 of TR 24.801 v0.7.0 as a consequence of moving the respective text into TS 24.304.

Tdoc C1-080818 proposes a mapping of text from TR 24.801 ("3GPP System Architecture Evolution; CT WG1 Aspects") to TS 24.304 ("Mobility management based on Mobile IPv4; User Equipment (UE) – Foreign Agent interface; Stage 3").  Tdoc C1-080819 identifies the specific text additions to TS 24.304 to accomplish the moving of text.

2. Reason for Change

If the movement of text from TR 24.801 to TS 24.304 is agreed, there is a need to indicate within the TR that the text of the respective subclauses has been moved to the TS and will no longer be updated within the TR.
3. Proposal

This contribution proposes:

a.  The addition of TS 24.304 within the references clause of TR 24.801

b.  Addition of an editor's note within subclause 8.2 ("Mobility management based on MIPv4 foreign agent mode") to indicate the text has been moved to TS 24.304 and will no longer be updated within the TR.

It is proposed to agree the following changes to 3GPP TR 24.801 v0.7.0.
* * * First Change * * * *
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8.2
Mobility management based on MIPv4 foreign agent mode
Editor's note: The content of this subclause has been moved to 3GPP TS 24.304 [x1]. Therefore this subclause is discontinued and no longer updated. 

Editor's note: This subclause will contain a description of the CT1 aspects of mobility management using MIPv4 in foreign agent (FA) mode. According to 3GPP TS 23.402 [12] the UE can select this protocol for trusted non-3GPP access (reference point S2a). (For an alternative protocol for reference point S2a see subclause 8.3.)

8.2.1
General

This subclause specifies the procedures for Mobile IPv4 FA mode over S2a reference point based on 3GPP TS 23.402 [12]. The scope of the subclause is limited to the communication between the UE and the FA. The messages exchanged between the FA and the home agent are in the scope of 3GPP TR 29.803 [13].

8.2.2
Mobile IP initial attach

Editor's note: This subclause will describe the procedures related to the PDN GW address discovery, the home address assignment and the bootstrapping of a security association between the UE and the PDN GW via the FA.

8.2.2.1
General

The Mobile IPv4 initial attach is performed by the UE to establish a Mobile IPv4 connection with the node acting as home agent. The initial attach involves the following procedures:

-
Discovery of the home agent address. The UE needs to discover the IPv4 address of the node acting as home agent.

-
Discovery of the foreign agent care-of address. The UE needs to discover the IPv4 care-of address provided by the foreign agent.
-
IPv4 home address assignment. The UE needs to be assigned an IPv4 address to be used as home address in Mobile IPv4 FA mode. The home agent is responsible of assigning the home address to the UE.

-
Security association establishment. The UE needs to establish a security association with the node acting as home agent in order to secure the Mobile IPv4 signalling. This procedure usually consists in a shared key verification and is performed via Mobile IPv4 signalling.

Editor's note: Details of the security association establishment are FFS.

8.2.2.2
UE procedures

When the UE has attached to the non-3GPP access network, it may send a Mobile IPv4 Agent Solicitation as specified in draft-ietf-mip4-rfc3344bis [23].

As soon as it receives a Mobile IPv4 Agent Advertisement from a foreign agent, the UE selects one care-of address included in the Mobility Agent Advertisement Extension and sends a Registration Request (RRQ) to the foreign agent as specified in [23] with the care-of address included in the Care-of Address field of the RRQ message. The source address shall be the unspecified address (i.e. 0.0.0.0). The Home Address field shall include the unspecified address. Bits S (simultaneous binding) and D (decapsulation by mobile node) shall be cleared, while bit T (reverse tunneling) shall be set to request reverse tunnelling. The UE shall also include the NAI extension as specified in IETF RFC 2794 [24].

If the UE already knows the IP address of the PDN GW (e.g. when the PDN GW address is pre-configured) the UE shall include that IP address in the Home Agent field. 

If the UE does not know the IP address of the PDN GW, it shall include the unspecified address in the Home Agent field.

Editor's note: It is FFS how the RRQ is authenticated and which extensions shall be included by the UE.

When the UE receives a Registration Reply from the foreign agent, it shall perform the validity checks and process the message as specified in draft-ietf-mip4-rfc3344bis [23]. After receiving a successful Registration Reply, the UE shall store the home agent address and the home address and may start sending data using the home address.

8.2.2.3
Foreign agent procedures

When the foreign agent receives a Mobile IPv4 Agent Solicitation it shall send to the UE a Mobile IPv4 Agent Advertisement as specified in draft-ietf-mip4-rfc3344bis [23]. The Mobile IPv4 Agent Advertisement shall include only the Mobility Agent Advertisement Extension. 

The foreign agent should send an unsolicited Mobile IPv4 Agent Advertisement when it receives a trigger that a new UE has attached to its link. In this case the destination address of the Mobile IPv4 Agent Advertisement shall be the "limited broadcast" address (i.e. 255.255.255.255). 

For both solicited and unsolicited Mobile IPv4 Agent Advertisements, the following bits in the Mobility Agent Advertisement Extension shall be set: R (registration required), F (foreign agent) and T (reverse tunneling) (see draft‑ietf-mip4-rfc3344bis [23]). At least one care-of address is included in the Mobility Agent Advertisement Extension.

When the foreign agent receives a RRQ from the UE, it shall process it as specified in draft-ietf-mip4-rfc3344bis [23] and 3GPP TS 29.803 [13]. 

If the RRQ is accepted by the network, the foreign agent shall send to the UE a Registration Reply (RRP) as specified in draft-ietf-mip4-rfc3344bis [23].

Editor's note: It is FFS how the RRP is authenticated and which extensions shall be included by the foreign agent.

8.2.3
Mobile IP handover

8.2.3.1
General

A MIPv4 handover occurs when the UE changes access between trusted non-3GPP accesses. A change in the local point of attachment will trigger a MIPv4 handover procedure. In this case the UE has already an established binding at the PDN GW/home agent, and the handover procedure will update the care-of address (FA IP address) of its binding.

8.2.3.2
UE procedures

The UE may detect a movement, based on the ICMP Lifetime field of the router advertisements: if the lifetime of an agent advertisement has expired, and the UE has not received another Agent Advertisement message from the same FA, then the UE will need to attempt to register with a new FA, and this means that the UE has moved.

Another method for the UE to discover that it had moved is based on the advertised prefix: a change in the advertised prefix may lead the UE to think that it has moved and to register with the newly advertised prefix. This method is only used when all mobility agents use the prefix length extension in their agent advertisements.

NOTE: the UE can also detect the movement based on an indication from the layer 1 and layer 2.

Upon detecting movement, the UE will register with the new FA as specified in draft-ietf-mip4-rfc3344bis [23].

This time in the registration message from the UE, the home address is known, along with the IP address of the home agent.

8.2.3.3
Foreign agent procedures

The FA shall respond to agent solicitations sent by the UE, by addressing them to the unicast layer 2 and layer 3 addresses.

When the FA receives a RRQ from the UE, it shall process it as specified in draft-ietf-mip4-rfc3344bis [23] and 3GPP TS 29.803 [13].

The FA will relay the MIP RRQ to the home agent IP address found in the registration message.

If the network accepts the RRQ, the FA shall send to the UE a Registration Reply (RRP) as specified in draft-ietf-mip4-rfc3344bis [23].

Editor's note: It is FFS how the RRP is authenticated and which extensions shall be included by the FA.

8.2.4
Mobile IP deregistration

8.2.4.1
General

The mobile IP deregistration is either due to a detach or a return home event.

When the UE returns home, it will need to deregister from the home agent. This may occur when the UE returns to the 3GPP network. In this scenario, the UE will de-register from the PDN-GW acting as a home agent.

8.2.4.2
UE procedures

When the UE discovers that it is back home, based on the agent advertisements received: if the agent advertisement has the H bit set, and the prefix advertised is the same as the UE home address, then the UE is home, and it needs to de-register from its home agent.

In case of UE deregistration, the UE sends a MIP RRQ to the home agent, with a Lifetime field set to 0 to indicate that it needs to de-register from the home agent. The MIP RRQ will be handled as specified in draft-ietf-mip4-rfc3344bis [23].

The UE receives a MIP RRP from the home agent, once the deregistration request is accepted.

8.2.4.3
Foreign agent procedures

When the FA receives a RRQ with a Lifetime field set to 0 from the UE, it shall process it as specified in draft-ietf-mip4-rfc3344bis [23] and 3GPP TS 29.803 [13].

The FA will relay the MIP RRQ to the home agent IP address found in the registration message.

If the network accepts the RRQ, the FA shall send to the UE a Registration Reply (RRP) as specified in draft-ietf-mip4-rfc3344bis [23].

Editor's note: It is FFS how the RRP is authenticated and which extensions shall be included by the FA.

In case of return home event, the deregistration procedure occurs between the UE and the home agent, which FA is not involved.

