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This paper updates the DSMIPv6 portion of TR 24.801 upon agreement in SA2 that a PDN GW reallocation procedure be based on the Mobility Header Home Agent Switch Message (RFC 5142)
Discussion
As stated in section 4.5.1 of TS 23.402 V8.0.0, for the S2c reference point there are scenarios where the network needs to force a reallocation of the PDN Gateway selected upon initial DSMIPv6 bootstrapping.
At the last SA2 (SA#62) it was agreed to introduce procedures to perform a reallocation of the PDN Gateway selected upon initial DSMIPv6 bootstrapping based upon the Mobile IPv6 extensions defined in RFC 5142  “ Mobility Header Home Agent Switch Message”.

This new Mobility Header message type can be used between a HA and mobile node to signal a mobile node that it should acquire a new home agent.

Proposal

Based on the progress done in SA2 it is proposed to make the following changes to TR 24.801

**** Start 1st change ****
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**** Start 2nd change ****
8.4.1.2.1.1
General
The first procedure the UE needs to perform for DSMIPv6 registration is the discovery of the node acting as the home agent.

The UE can discover the IP address of the PDN GW in one of the four following ways:

-
via DNS;

-
via attach procedure for E-UTRAN access;

-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

Editor's note: It is FFS under which conditions the above methods can be used.
The network can force a reallocation of the PDN Gateway selected upon initial DSMIPv6 bootstrapping for the PDN the UE wants to connect to. This may happen if one of the following situations occurs:
· The UE has done initial network attachment on an access system supporting network-based mobility, but the PDN Gateway discovered by the UE for the S2c reference point is different from the PDN Gateway allocated at initial network attachment. In this case, to enable IP address preservation based on DSMIPv6 upon inter-system mobility, the network shall trigger a PDN Gateway reallocation for the S2c reference point, to re-direct the UE to the PDN Gateway that was selected upon initial network attachment.
· The UE has done initial network attachment over S2c and, relying on DNS, has discovered a sub-optimal PDN Gateway. In this case, based on operator's policies, the network can optionally trigger a PDN Gateway reallocation to re-redirect the UE to a PDN Gateway that can provide better performance.
PDN Gateway reallocation for the S2c reference point is triggered by the network at the first Binding Update following DSMIPv6 bootstrapping.
**** End 2nd change ****
**** Start 3rd  change ****
8.4.x
PDN GW Reallocation upon initial attach

Editor's note: This subclause will describe the procedures needed when the UE is ordered by the PDN GW over S2c reference point to acquire a new home agent.

8.4.x.1 General
The PDN GW reallocation procedure shall be used by the PDN GW to force the assignment of a new PDN GW to the UE upon initial attach with DSMIPv6 in a trusted or untrusted non-3GPP IP access. The decision on whether to trigger PDN GW reallocation is according to the principles described in clause 8.4.1.2.1.1.

The PDN GW reallocation procedure shall be built on the protocol defined in RFC 5142 [x1] which specifies a Mobility Header message type that can be used between a home agent and a mobile node to signal to a mobile node that it should acquire a new home agent.
8.4.x.2  UE Procedures

Once the UE has performed the following the UE may be ordered to perform a PDN GW reallocation.

· discovered IP address of the  PDN GW (ch 8.4.1.2.1)
· established security association and IPv6 home assignment assignment (ch 8.4.1.2.2)
· sent initial binding registration (ch 8.4.1.2.3) and awaiting Binding Acknowledgment
In response to the Binding Update which was delivered to the initially discovered PDN GW the UE shall receive a Home Agent Switch Message.

When the UE receives the Home Agent Switch message it shall be validated based on rules in IETF RFC 3775 [25] and IETF RFC  5142 [x1]. If the packet is dropped due to the above tests, the UE shall follow the processing rules of IETF RFC 3775 [25]. For example, it shall send a Binding Error message with the Status field set to 2 (unrecognized MH Type value) if it does not support the message type.

Following the successful validation  the UE shall stop using its current home agent for services and  shall delete its home binding by sending a Binding Update message (lifetime=0)  as described in IETF RFC3775[25].  This acts as an acknowledgement of the Home Agent Switch message.

The UE shall select the target home agent as per IETF RFC 5142 [x1] from the Home Agent list provided by the Home Agent Switch. The UE shall then establish the DSMIPv6 security association (ch 8.4.1.2.2) and perform DSMIPv6 registration with the target PDN GW.
8.4.X.3 PDN GW Procedures

As part of the security association establishment the PDN GW may receive a reallocation trigger and target PDN GW from the core network for the UE.

Upon receiving a Binding Update from the UE the PDN GW shall construct a Home Agent Switch message as per the mobility header format of IETF RFC3775 [25] using a Message Header type value of 12. The Message Data field in the Mobility Header shall follow the format as per IETF RFC 5142[x1] and shall include the target PDN GW to which the UE is to be reallocated.

The PDN GW shall receive a Binding Update (lifetime=0) from the UE as an acknowledgement to the HA Switch Message. Alternately the PDN GW shall receive a Binding Error if the UE has been unable to process the message as per IETF RFC3775[25] and IETF RFC 5142[x1].

The target PDN GW shall then be contacted by the UE to perform the DSMIPv6 security association (ch 8.4.1.2.2) and binding registration (ch 8.4.1.2.3) procedures. 

**** End 3rd change ****
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