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DISCUSSION AND APPROVAL
During the last SA2#62 meeting the PDN GW reallocation procedure for the S2c reference point was agreed (see S2-080928). During the discussion it was clarified that there are scenarios where the network needs to force a reallocation of the PDN Gateway selected upon initial DSMIPv6 bootstrapping. This CR proposes the text for the UE and the PDN GW reallocation procedure for the S2c reference point which is triggered by the AAA/HSS and is executed at the first BU/BA exchange following DSMIPv6 bootstrapping. The procedure re-uses the Mobile IPv6 extensions defined in IETF RFC 5142.
The procedure agreed in SA2 for initial attach foresees that the AAA/HSS can force the assignment of a new PDN GW to the UE upon initial attach with DSMIPv6 in a trusted or untrusted non-3GPP IP access.
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Here is a detailed description of the involved steps:

1)
The UE authenticates in the trusted non-3GPP access, or establishes the IPsec tunnel with the ePDG, and obtains a local IP address to be used as care-of address for DSMIPv6.

2)
The UE establishes the DSMIPv6 SA with the initially discovered PDN GW. This implies a AAA exchange with the HSS/AAA. The HSS/AAA triggers the PDN GW reallocation piggybacking a reallocation indication and the address of the target PDN GW in the AAA exchange.

3)
The UE delivers the BU to the initially discovered PDN GW.

4)
The PDN GW replies to the BU with a HA Switch message [xx], including the address of the target PDN GW received from the HSS/AAA in step 2.

5)
The UE acknowledges the HA Switch message with the deregistration BU, that is a Binding Update with lifetime set to zero.

6)
After having deregistered from the initially discovered PDN GW, the UE establishes the DSMIPv6 SA with the target PDN GW provided by the network in the HA Switch message.

7)
The UE performs the DSMIPv6 registration with the target PDN GW.

In addition the agreed CR in SA2 foresees that in case of HO from 3GPP Access to Trusted Non-3GPP IP Access and HO from 3GPP Access to Untrusted Non-3GPP IP Access:
“If the PDN GW discovered by the UE upon MIPv6 bootstrapping is different from the PDN GW that was in use on the 3GPP access, a PDN GW reallocation as per steps 2-6 in Section 6.x is performed. The target PDN GW that is communicated to the UE as part of the reallocation procedure must be exactly the PDN GW that was serving the UE while on the 3GPP access.”

This document proposes the introduction in the TS 24.abc Mobility management based on Dual-Stack Mobile IPv6 - User Equipment (UE) to network protocols” the UE behaviour and the HA behaviour for the above mentioned HO procedures.
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************************************** Second Change ****************************************
5.4
Home Agent reallocation procedure


5.4.1
General
The Home Agent reallocation procedure can occur during a DSMIPv6 initial attach procedure or a DSMIPv6 handover procedure. 
5.4.2
UE procedures
Upon receiving an Home Agent Switch message as specified in IETF RFC 5142 [xx] containing a HA address in the Home Agent address field different from the initially discovered HA address, the UE shall send a Binding Update message with lifetime field set to zero to the initially discovered HA and shall immediately start the initial attach procedure with the HA provided by the network in the Home Agent Switch message as specified in the subclause 5.1.
5.4.3
HA procedures

If during the DSMIPv6 security association establishment procedure defined in subclause 5.1 the HA receives a reallocation indication for the UE and the address of a different HA, the HA shall answer to the first Binding Update sent by the UE with a Home Agent Switch message as specified in IETF RFC 5142 [xx] setting the Home Agent address field to the HA address value received from the AAA/HSS. The HA shall not include the Binding Refresh Advice mobility option in the Mobility options field.

Editor’s note: The reallocation indication is in the scope of CT4. An exact reference must be added as soon as CT4 will start the specification phase on this.
7. BU/BA exchange with target PDN GW: Figure 6.3-1 steps 5-7 (trusted access) or Figure 7.3-1 steps 5-7 (untrusted access)
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1. Access to trusted non-3GPP IP access/ePDG and CoA configuration: Figure 6.3-1 steps 1-3 (trusted access) or Figure 7.3-1 steps 1-3 (untrusted access) 











2. DSMIPv6 security association setup and HoA configuration
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6. DSMIPv6 security association setup, HoA configuration with target PDN GW: Figure 6.3-1 step 4 (trusted access) or Figure 7.3-1 step 4 (untrusted access)
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