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Introduction

At present, TR 24.801 [1] contains empty sub-clause on network selection procedures. 

However, at the last SA plenary (#28) SA1 CRs were approved which introduces E-UTRA like a new access technology for PLMN selection based on 3GPP radio access networks.
Discussion

The latest version of TS 22.011 [2] states that E-UTRA is a new access technology to be considered for PLMN selection for 3GPP access.

Additionally, all PLMN selection procedures currently specified when accessing through GERAN and UTRAN are also applicable for E-UTRAN.
However, one issue that CT1 needs to consider is the forbidden lists. TS 22.011 [2] indicates that only two new forbidden list are identified which are different that the existing one for LAs; “forbidden TAs for roaming” and “forbidden TAs for regional provision of service”.
The UE shall select and attempt registration on other PLMNs, if available and allowable, if the location area is not in the list of "forbidden LAs for roaming" and the tracking area is not in the list of "forbidden TAs for roaming" (see 3GPP TS 23.122 [3]), in the following order:

…

The UE shall store the tracking area identity or location area identity in the list of "forbidden TAs or LAs for regional provision of service" respectively
Currently for GERAN/UTRAN in the UE may exist a number forbidden lists which are related with reject cause values. 
Additionally, CT1 discussed at the last meeting (#51) the issue of reject cause values, and CT1 preliminarily concluded that #11 and #14 can be used for E-UTRAN too. Furthermore, new cause values are created for EPS;
# 12
(Tracking area not allowed);

# 13
(Roaming not allowed in this tracking area);

# 15
(No suitable cells in tracking area);
Taking all into consideration, the table 1 below gives the forbidden lists which can exist in the UE, and the mapping with reject cause values;
	Forbidden list
	Cause value
	Information stored
	New
	Common for all 3GPP access

	Forbidden PLMNs
	#11
	PLMN
	
	X

	Forbidden location areas for regional provision of service
	#12
	LAI
	
	

	Forbidden tracking areas for regional provision of service
	#12 in EPS
	TAI
	X
	

	Forbidden location areas for roaming
	#13, 15 
	LAI
	
	

	Forbidden tracking areas for roaming
	#13, 15 in EPS
	TAI
	X
	

	Forbidden PLMNs for GPRS service
	#14
	PLMN
	
	X


Table 1: Forbidden lists in the UE
At present, the ME stores all existing forbidden lists but the "forbidden PLMNs". It is proposed that the same handling is applicable for E-UTRAN. However, for the case of the "forbidden tracking areas for roaming" and "forbidden location areas for regional provision of service" lists the current requirement, which applies to the similar lists for location areas, of having at least 10 entries should be reconsidered. This requirement comes from the old days when the memory in terminals was limited, and this is not the case any longer.
Proposal

It is proposed to update the 3GPP TR 24.801 [1] with the proposed text below.
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Network selection procedures

Editor's note: This clause will contain a description of the procedures for network selection, i.e. access technology selection and PLMN selection. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

4.1
Concepts

Editor's note: This subclause will contain a description of concepts, general principles, working assumptions agreed by CT1, etc. None of the text within this section shall be transferred directly to any specification unless explicitly stated.
As per 3GPP TS 22.011 [44]; PLMN Selection defines a UE based procedure, whereby candidate PLMNs are chosen, one at a time, for attempted registration.
E-UTRAN is a new access technology for PLMN selection procedures different from GERAN and UTRAN (see 3GPP TS 22.011 [44]).  

New forbidden lists are needed to be specified for E-UTRAN; "forbidden tracking areas for roaming" and "forbidden tracking areas for regional provision of service". These lists will contain one or more tracking area identities rather than location area identities. The handling of these new lists is similar to the "forbidden tracking areas for roaming" and "forbidden location areas for regional provision of service" lists. The requirement of having at least 10 entries for the new tracking area related lists will be further investigated.
The existing "forbidden PLMNs" and the "forbidden PLMNs for GPRS service" lists are also used for E-UTRAN.
Editor's note: The use of the reject cause value #14 ‘GPRS services not allowed in this PLMN’ is under discussion in SA1, and therefore the need of the associated "forbidden PLMNs for GPRS service" list for E-UTRAN may need to be re-considered.

4.2
Procedures

Editor's note: This subclause will contain a detailed description of the procedures for network selection. The text within this section should be readily transferable to TS 23.122 or other TS(s) (e.g. TS 24.234).

4.2.1
General

Editor's note: Currently there are no requirements available. E.g. it is open when and based on which criteria the decision for a specific 3GPP or non-3GPP access technology is made during the network selection.

4.2.2
Procedures for 3GPP radio access networks


The Access Technology identifier associated with each entry in the "User controlled PLMN selector with Access Technology", "Operator controlled PLMN selector with Access Technology" and "HPLMN selector with Access Technology" data files, indicate; GSM, GSM COMPACT, UTRAN or E-UTRAN.
The same procedures for PLMN selection as described in 3GPP TS 22.011 [44] and 3GPP TS 23.122 [22] apply for E-UTRAN.
4.2.3
Procedures for non-3GPP access networks

Editor's note: Currently there are no requirements available.
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