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1st change

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
For online referenced documents, information sufficient to identify and locate the source shall be provided. Preferably, the primary source of the referenced document should be cited, in order to ensure traceability. Furthermore, the reference should, as far as possible, remain valid for the expected life of the document. The reference shall include the method of access to the referenced document and the full network address, with the same punctuation and use of upper case and lower case letters.
NOTE:
While any hyperlinks included in this clause were valid at the time of publication ETSI cannot guarantee their long term validity.

The following referenced documents are indispensable for the application of the present document. For dated references, only the edition cited applies. For non-specific references, the latest edition of the referenced document (including any amendments) applies.

[1]
ETSI TS 181 002: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Multimedia Telephony with PSTN/ISDN simulation services".
[2]
ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3".
[3]
IETF RFC 4244: "An Extension to the Session Initiation Protocol (SIP) for Request History Information".
[4]
ETSI TS 183 023: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".
[5]
IETF RFC 2327: "SDP: Session Description Protocol".
[6]
IETF RFC 3261: "SIP: Session Initiation Protocol".
[7]
IETF RFC 3966: "The tel URI for Telephone Numbers".
[8]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".
[9]
ETSI TS 183 011: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services: Anonymous Communication Rejection (ACR) and Communication Barring (CB); Protocol specification".
[10]
ETSI EN 300 356-15 (V4.2.1): "Integrated Services Digital Network (ISDN); Signalling System No.7 (SS7); ISDN User Part (ISUP) version 4 for the international interface; Part 15: Diversion supplementary service [ITU-T Recommendation Q.732, clauses 2 to 5 (1999) modified]".
[11]
ETSI TS 183 028: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Common Basic Communication procedures; Protocol specification".
[12]
ETSI ES 282 001: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Functional Architecture".
[13]
ETSI ES 283 027: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of the SIP-ISUP Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks 
[3GPP TS 29.163 (Release 7), modified]".
[14]
IETF RFC 4458: "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)".
[15]
IETF RFC 3265: "Session Initiation Protocol (SIP) -Specific Event Notification".
[16]
ETSI TS 183 029: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services: Explicit Communication Transfer (ECT); Protocol specification".
[17]
IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method".
[18]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".

[19]
void
[draft-ietf-sip-gruu-13]
draft-ietf-sip-gruu-13 (April 2007): "Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[OMA-TS-XDM-Core-V1-0]
OMA-TS-XDM-Core-V1-0: "XML Document Management (XDM) Specification", Version 1.0 OMA-TS-XDM-Core-V1-0-1-20061128-A.pdf.
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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACK
ACKnowledgement

ACM
Address Complete Message

ACR
Anonymous Communication Rejection

ANM
ANswer Message

AS
Application Server

CB
Communication Barring

CD
Communication Deflection

CDIV
Communication DIVersion

CDIVN
Communication DIVersion Notification

CFB
Communication Forwarding Busy

CFNL
Communication Forwarding on Not Logged-in

CFNR
Communication Forwarding No Reply

CFNRc
Communication Forwarding on subscriber Not Reachable

CFU
Communication Forwarding Unconditional

CONF
CONFerence

CPC
Calling Party's Category

CPG
Call ProGress message

CSCF
Call Session Control Function

ECT
Explicit Communication Transfer

GRUU
Globally Routable User agent URI

HOLD
communication HOLD
IAM
Initial Address Message

IFC
Initial Filter Criteria
IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

ISUP
Integrated Service digital network User Part

IWU
Inter Working Unit

MCID
Malicious Communication IDentification

MGCF
Media Gateway Control Function

NDC
National Destination Code

NGN
Next Generation Network

NOA
Nature Of Address

OCB
Outgoing Communication Barring 

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

O-MGCF
Outgoing - Media Gateway Control Function

P-CSCF
Proxy-Call Session Control Function

PSTN
Public Switched Telephone Network

RTP
Real-Time Transport Protocol

S-CSCF
Server-Call Session Control Function

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SN
Subscriber Number

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UA
User Agent

UE
User Equipment

URI
Universal Resource Identifier

XCAP
XML Configuration Access Protocol

XML
eXtensible Markup Language
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4.4.1.1
SIP messages for redirection

The following SIP messages are used due to the coding rules in ES 283 003 [2].

Table 4.4.1.1: SIP Header information for redirection

	SIP Message
	Reference
	SIP Header

	INVITE
	[3]

[8]

[14]

[draft-ietf-sip-gruu-13]
	History-Info header

Privacy header

cause-parameter in the uri-parameter

"gr" parameter in the uri-parameter

	180 (Ringing)
	[3]

[8]

[14]

[draft-ietf-sip-gruu-13]
	History-Info header

Privacy header

cause-parameter in the uri-parameter

"gr" URI parameter in the Contact

	181 (Call Is Being Forwarded)
	[3]

[8]

[14]

[draft-ietf-sip-gruu-13]
	History-Info header

Privacy header

cause-parameter in the uri-parameter

"gr" URI parameter in the Contact

	200 (OK) response
	[3]

[8]

[14]

[draft-ietf-sip-gruu-13]
	History-Info header

Privacy header

cause-parameter in the uri-parameter

"gr" URI parameter in the Contact

	302 (Moved Temporarily) 
(see note)
	[2]

[14]
	Contact header

cause-parameter in the uri-parameter

	NOTE:
The 302 (Moved Temporarily) regarding the present document will be only used for the CD services.


For more information on the cause-parameter is given in annex C.

An AS that implements the CDIV service shall support the REFER method RFC 3515 [17], to be able to handle the interaction with ECT TS 183 029 [16].
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4.4.2
Parameters

The Privacy header is described in ES 283 003 [2]. The present document refers for the History-Info header to 
RFC 4244 [3], for the Privacy header and P-Asserted-Identity to RFC 3325 [8], for GRUU to [draft-ietf-sip-gruu-13] and for the Cause-Code to RFC 4458 [14].
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4.5.2.4
Actions at the diverting S-CSCF
Procedures according to ES 283 003 [2] shall apply.

Based on the Initial Filter Criteria (IFC) Rules, indicating that the served user is subscribed to the CDIV simulation services, the communication is to be forwarded to an AS.

NOTE:
An example of the use of IFC is shown in annex B.
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4.5.2.6.1
Checking of the diversion limits

When receiving an INVITE request and the AS determines that it must divert a communication:

1)
the AS shall check if diverting the communication exceeds the number of diversions allowed within the network. The number of diversions shall be calculated by the entries including a Cause parameter given by the History-Info header field, if the History-Info header field is present. If the number of diversions exceeds the given limit then the communication shall be released; and

2)
if the Communication has already undergone one or more diversion(s), the entries in the Index entries parameter shall be examined to see if another diversion is allowed due to network provider allowed limit of diversions.

If the number of diversions exceeds the given limit then the following response sent to the originating user shall apply:

a)
communication diversion forwarding busy a 486 (Busy here) shall be sent;

b)
communication forwarding no reply, 480 (Temporarily unavailable) shall be sent;

c)
communication forwarding unconditional 480 (Temporarily unavailable) shall be sent;

d)
communication deflection, 480 (Temporarily unavailable) shall be sent.

NOTE:
It is based on operator policy that the communication can be delivered to the latest diverting party when it is known.

In all cases a Warning header field indicating that the communication is released due to the extension of diversion hops (e.g. "Too many diversions appeared") shall be sent.
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4.5.2.6.2.2
First diversion; no History-Info header received

When this is the first diversion the communication has undergone, the following information is to be set in the retargeted request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The following header fields shall be included or modified with the specified values: 

a)
The Request URI - shall be set to the SIP or TEL URI where the communication is to be diverted to (see <target> element in clause 4.9.1.4).

b)
The History-Info header field - Two hist-info entries that shall be generated. 

b.1)
The first entry includes the hi-targeted-to-uri of the served user. 


The privacy header "history" shall be escaped within the hi-targeted-to-uri, if:

· the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

· the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the first entry contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" is set to "not-reveal-as-GRUU", then it shall be changed as follows:

· replace the first entry with the public user identity of the served user.


The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

b.2)
The second entry includes the hi-targeted-to-uri of the address where the communication is diverted to. The index is set to index = 1.1, The cause param parameter (redirecting reason and redirecting indicator) included in the history-info header field shall be set according to the diversion conditions.


The mapping between the diversion conditions and the coding of the cause param parameter is as follows:

-
Communication forwarding busy, the cause value "486" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding no reply, the cause value "408" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding unconditional, the cause value "302 as defined by RFC 4458 [14] shall be used".
-
Communication deflection (Immediate response), the cause value "480" as defined by 
RFC 4458 [14] shall be used".
-
Communication Forwarding Not Logged in , the cause value "404" as defined by 
RFC 4458 [14] is used.
- 
Communication deflection during alerting, the cause value "487" as defined by 
RFC 4458 [14] shall be used.
-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by 
RFC 4458 [14] shall be used.

according to the rules specified in RFC 4244 [3].

c)
The To header field:

If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "false".

Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header field shall be changed to a public user identity of the served user.

In all other cases the To header shall not be changed.
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4.5.2.6.2.3
Subsequent diversion; a History-Info header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to be added to the retargeted request:

· the diverted-to party address;

· diversion information.

The following header fields shall be included or modified with the specified values;
a)
Request URI - shall be set to the SIP or TEL URI where the communication is to be diverted to (see <target> element in clause 4.9.1.4).

b)
History-Info header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history entry is already escaped with the correct privacy value no modification is needed. 


If the history entry representing the served user contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", it shall be changed to a public user identity of the served user.

In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the SIP or TEL URI were the communication is diverted to cause param parameter (redirecting reason) included in the History-Info header field shall be set according to the diversion conditions. 
The mapping between the diversion conditions and the coding of the cause param parameter is as follows:

-
Communication forwarding busy, the Cause value "486" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding no reply, the Cause value "408" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding unconditional, the Cause value "302" as defined by RFC 4458 [14] shall be used.
-
Communication deflection (Immediate response), the Cause value "480" as defined by 
RFC 4458 [14] shall be used.
-
Communication Forwarding Not Logged in, The Cause value "404" as defined by 
RFC 4458 [14] shall be used. 

-
Communication deflection during alerting, the cause value "487" as defined by 
RFC 4458 [14] shall be used.
-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by 
RFC 4458 [14] shall be used.


The Index shall be incremented according to the Basic Forwarding rules specified in clause 4.3.3.1.3. "Indexing in the History-Info Header" of RFC 4244 [3] the new level index "1" shall be used.

c)
To header: 


If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header shall be changed to a public user identity of the served user.

In all other cases the To header shall not be changed.
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4.5.2.7
Actions at the AS of the diverted to user 

The AS shall store the History-Info header of an incoming Request.

If a 180, 181 or 200 response does not contain a History-Info header field, the AS shall include the stored History-Info header field and if diverted to user is subscribed to the TIR service the Privacy header field of all responses the 
priv-value of the last entry in the History-Info header field shall be set to "history".

NOTE:
A response including no History-Info header Field is coming from an untrusted entity or the History-Info header field is not included due to the privacy status within the SIP request.
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4.6.3
Terminating Identification Restriction (TIR)

A P-Asserted-Identity and History-Info header field received in the diverting AS is passed unmodified to the originating entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to SIP or TEL URI, then the AS shall not send the connected user's identity when the communication is answered, unless the originating user has an override capability.

When the TIR simulation service has been invoked by the diverted-to user, the diverted-to user's address and name shall not be presented in the CDIVN notification message.
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4.6.4
Originating Identification Presentation (OIP)

When a communication has been diverted and the diverted-to user has been provided with the originating identification presentation simulation service, the S-CSCF of the diverted-to user shall sent the TEL or SIP URI of the original originating user, if this originating user has not subscribed to or invoked the originating identification restriction simulation service.
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4.6.9
Anonymous Communication Rejection and Communication Barring (ACR/CB)

If the user where the communication is forwarded to has subscribed to a call barring service "inhibition of incoming forwarded communication" the procedures described in TS 183 011 [9] shall take precedence.

If the user is subscribed to an Outgoing Communication Barring (OCB) service that includes the forwarded communication the OCB shall take precedence. The CDIV service has to check if the forwarded to TEL or SIP URI is restricted and release the communication in such a case.
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4.9.1
Structure of the XML Document

Communication Diversion documents are subtrees of the simservs document specified in TS 183 023 [4]. As such, Communication Diversion documents use the XCAP application usage in TS 183 023 [4].

In addition to the considerations and constraints defined by the simservs document TS 183 023 [4], we define the additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema that minimally includes the XML Schema defined in clause 4.9.2 and the simservs XML schema specified in clause 6.3 of TS 183 023 [4]. 

Data semantics: The semantics of the communication diversion XML configuration document is specified in clause 4.9.1.
An instance of the simulation services configuration containing a communication diversion configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap"u

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy"> 

   <communication-diversion active="true">




rule set

   </communication-diversion>

</simservs>

The communication diversion service contains a rule set that specifies how the communication diversion service shall react to external stimuli. 
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4.9.1.3
Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received from the called party.

not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1-0 [OMA-TS-XDM-Core-V1-0]. In all other cases the condition evaluates to false. The Identity shall be matched against the value taken from the P-Asserted-Identity header field, unless the Identity contains a "gr" parameter, then it shall be matched against the value taken from the Contact header field.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (RFC 2327 [5]) offered in an INVITE (RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected.

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in 
OMA-TS-XDM-Core-V1-0 [OMA-TS-XDM-Core-V1-0].
ocp:other-identity: Not applicable in the context of communication diversion service.

not-reachable: This condition evaluates to true when there is a signalling channel outage during session setup to the served user's UE and the served user is registered. In all other cases this condition evaluates to false. 

The condition elements that are not taken from the common policy schema (see RFC 4745 [18]) or OMA common policy schema (see OMA-TS-XDM-Core-V1-0 [OMA-TS-XDM-Core-V1-0]) are defined in the simservs document schema specified in TS 183 023 [4].
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4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"   
xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:xml:xdm:common-policy"
       targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="OMA-SUP-XSD_xdm_commonPolicy-V1_0_2-20070830-A.xsd"/>

   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>

   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> 

    <xs:simpleType name="reveal-URI-options-type">

     <xs:restriction base="xs:string">

       <xs:enumeration value="false"/>

       <xs:enumeration value="not-reveal-GRUU"/>

       <xs:enumeration value="true"/>

     </xs:restriction>

   </xs:simpleType>

   <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="xs:anyURI" minOccurs="1" maxOccurs="1"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>

           <xs:element name="reveal-identity-to-caller" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

           <xs:element name="reveal-served-user-identity-to-caller" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

           <xs:element name="notify-served-user" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="notify-served-user-on-outbound-call" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="reveal-identity-to-target" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

       </xs:sequence>

   </xs:complexType>

</xs:schema>
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4.10.1.1.2
Communication Diversion Notification Information

The body of a notification of communication diversion would contain information about the communication diversion, as selected by the various filter criteria configured by the user in the SUBSCRIBE message body. If the SUBSCRIBE did not contain a message body, then all possible information about the communication diversion is notified to the User.

The notifications generated by the server shall be in one of the formats specified in the Accept header field in the SUBSCRIBE request. The XML event package is sent as the body of the NOTIFY method, would contain the following information (subject to the filter criteria) selected by the user.

1)
Identity of the Originating party:
This helps the Diverting user in knowing whose communication was diverted.

2)
Information of the Diverting party:
The Request-URI of the INVITE before the Communication Diversion Service was executed, is informed to the subscribing user. 

3)
Information about the Diverted-To party:
The Public User Identity of the Diverted-to User, to whom the communication is being diverted, is informed to the subscribing user.

4)
Time of the Communication Diversion:
The time of the Communication Diversion is informed to the subscribing user. A time zone shall be indicated. 

5)
Reason for the Communication Diversion:
The Reason for this communication diversion is the same as the Reason Parameter as provisioned according to clause 4.10.1.1.1.1. It enables the subscriber to filter on diversion notifications for a particular cause. 

6)
Communication Diversion Rule:
This information identifies the Communication Diversion Rule as mentioned in clause 4.9.1.2 which was executed to result in the communication diversion, which is being notified to the user. It contains the "id" attribute of Communication Diversion Rule defined in [18]. 

17th change
4.10.2
XML Schema

<?xml version="1.0" encoding="UTF-8" ?>

<xs:schema 

  targetNamespace="http://uri.etsi.org/ngn/params/xml/comm-div-info"  

  xmlns:tns="http://uri.etsi.org/ngn/params/xml/comm-div-info"  

  xmlns:xs="http://www.w3.org/2001/XMLSchema"  

  xmlns="http://uri.etsi.org/ngn/params/xml/comm-div-info" 

  elementFormDefault="qualified" 

  attributeFormDefault="unqualified">

  <!--

  This import brings in the XML language definition

  -->

  <xs:import namespace="http://www.w3.org/XML/1998/namespace"

    schemaLocation="http://www.w3.org/2001/03/xml.xsd"/>

  <!-- 

  Communication Diversion Information. This is the top-level XML element 

  -->

  <xs:element name="comm-div-info" 

    type="comm-div-info-type" /> 

  <!--

  Communication Diversion Information Type. This is the top-level XML element 

  -->

  <xs:complexType name="comm-div-info-type">

    <xs:sequence>

      <xs:element name="comm-div-subs-info"

        type="comm-div-subs-info-type" minOccurs="0" />

      <xs:element name="comm-div-ntfy-info"

        type="comm-div-ntfy-info-type" minOccurs="0" />

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="entity" type="xs:anyURI" 

      use="required"/>

  </xs:complexType>

  <!---

  Communication Diversion Subscription Type.

  Used at Subscription time to

        select Communication Diversions for notification,

        when to notify them and

        what to notify.

  -->

  <xs:complexType name="comm-div-subs-info-type">

    <xs:sequence>

      <xs:element name="comm-div-selection-criteria"

        type="comm-div-selection-criteria-type" 

        minOccurs="0" />

      <xs:element name="comm-div-ntfy-trigger-criteria"

        type="comm-div-ntfy-trigger-criteria-type" 

        minOccurs="0" />

      <xs:element name="comm-div-info-selection-criteria"

        type="comm-div-info-selection-criteria-type" 

        minOccurs="0" />

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!---

  Communication Diversion Notification Information Type

  Used while notifying the User about the Communication Diversion

  -->

  <xs:complexType name="comm-div-ntfy-info-type">

    <xs:sequence>

      <xs:element name="originating-user-info"

        type="user-info-type" minOccurs="0" />

      <xs:element name="diverting-user-info"

        type="xs:anyURI" minOccurs="0" />

      <xs:element name="diverted-to-user-info"

        type="xs:anyURI" minOccurs="0" />

      <xs:element name="diversion-time-info" 

        type="xs:dateTime" minOccurs="0" />

      <xs:element name="diversion-reason-info"

        type="diversion-reason-info-type" minOccurs="0" />

      <xs:element name="diversion-rule-info"

        type="diversion-rule-info-type" minOccurs="0" />

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  COMMUNICATION DIVERSION SELECTION CRITERIA

  -->

  <xs:complexType name="comm-div-selection-criteria-type">

    <xs:sequence>

      <xs:element name="originating-user-selection-criteria"

        type="user-selection-criteria-type" 

        minOccurs="0" />

      <xs:element name="diverting-user-selection-criteria"

        type="xs:anyURI" 

        minOccurs="0" />

      <xs:element name="diverted-to-user-selection-criteria"

        type="xs:anyURI" 

        minOccurs="0" />

      <xs:element name="diversion-time-selection-criteria"

        type="time-range-selection-criteria-type" 

        minOccurs="0" />

      <xs:element name="diversion-reason-selection-criteria"

        type="diversion-reason-selection-criteria-type" 

        minOccurs="0" />

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  COMMUNICATION DIVERSION NOTIFICATION TRIGGER CRITERIA

  -->

  <xs:complexType name="comm-div-ntfy-trigger-criteria-type">

    <xs:sequence>

      <xs:element name="notification-time-selection-criteria"

        type="time-range-selection-criteria-type" 

        minOccurs="0" />

      <xs:element name="presence-status-selection-criteria"

        type="presence-status-selection-criteria-type" 

        minOccurs="0" />

      <xs:element name="notification-buffer-interval" minOccurs="0" default="86400">

        <xs:simpleType>

          <xs:restriction base="xs:integer">

            <xs:maxInclusive value="86400"/>

          </xs:restriction>

        </xs:simpleType>

      </xs:element>

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  COMMUNICATION DIVERSION INFORMATION SELECTION CRITERIA

  -->

  <xs:complexType name="comm-div-info-selection-criteria-type">

    <xs:sequence>

      <xs:element name="disable-originating-user-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:element name="disable-diverting-user-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:element name="disable-diverted-to-user-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:element name="disable-diversion-time-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:element name="disable-diversion-reason-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:element name="disable-diversion-rule-info"

        type="xs:boolean" default="false" minOccurs="0" />

      <xs:any namespace="##other" processContents="lax"

        minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!-- User Info Type -->

  <xs:complexType name="user-info-type">

    <xs:sequence>

      <xs:element name="user-name" type="xs:string" minOccurs="0" maxOccurs="1"/>

      <xs:element name="user-URI" type="xs:anyURI"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--    

  DIVERSION REASON INFO

  -->

    <xs:simpleType name="diversion-reason-info-types">

        <xs:list itemType="diversion-reason-info-type"/>

    </xs:simpleType>

  <xs:simpleType name="diversion-reason-info-type">

        <xs:restriction base="xs:integer">

            <xs:enumeration value="404"/>

            <xs:enumeration value="486"/>

            <xs:enumeration value="408"/>

            <xs:enumeration value="302"/>

            <xs:enumeration value="487"/>

            <xs:enumeration value="480"/>

            <xs:enumeration value="503"/>

        </xs:restriction>

  </xs:simpleType>

  <!--    

  DIVERSION RULE INFO

  -->

  <xs:complexType name="diversion-rule-info-type">

    <xs:sequence>

      <xs:element name="diversion-rule" type="xs:string"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  ORIGINATING USER SELECTION CRITERIA

  -->

  <xs:complexType name="user-selection-criteria-type">

    <xs:sequence>

      <xs:element name="user-info" 

        type="user-info-type" minOccurs="0"

        maxOccurs="unbounded" />

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  DIVERSION REASON SELECTION CRITERIA

  -->

  <xs:complexType name="diversion-reason-selection-criteria-type">

    <xs:sequence>

      <xs:element name="diversion-reason-info" 

        type="diversion-reason-info-types"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  TIME RANGE SELECTION CRITERIA

  -->

  <xs:complexType name="time-range-selection-criteria-type">

    <xs:sequence>

      <xs:element name="time-range" 

        type="time-range-type" minOccurs="0" 

        maxOccurs="unbounded" />

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  TIME RANGE INFO

  -->

  <xs:complexType name="time-range-type">

    <xs:sequence>

      <xs:element name="start-time" type="xs:dateTime" />

      <xs:element name="end-time" type="xs:dateTime" />

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  PRESENCE STATUS SELECTION CRITERIA

  -->

  <xs:complexType name="presence-status-selection-criteria-type">

    <xs:sequence>

      <xs:element name="presence-status-info" 

        type="presence-status-info-type" minOccurs="0"

        maxOccurs="unbounded" />

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

  <!--

  PRESENCE STATUS INFo

  -->

  <xs:complexType name="presence-status-info-type">

    <xs:sequence>

      <xs:element name="presence-status" type="xs:string" />

    </xs:sequence>

    <xs:anyAttribute namespace="##other" processContents="lax"/>

  </xs:complexType>

</xs:schema>

18th change
Annex D:
void
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