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This paper updates the DSMIPv6 procedure indicating that the IKEv2 session is torn down as part of this procedure. 

1.  Discussion

At the last SA2 meeting, it was agreed that IPsec will be used to protect DSMIPv6 signalling. This implies that there is an additional IKEv2/IPsec state which is shared by the HA and the UE associated with the DSMIPv6 sessions; this state shall be removed when the UE performs S2c detach procedure. 
The procedure to remove this state is specified in RFC 4306 and the same procedure described in section 8.3 of TS 24.234. There are two differences in this case compared to the IWLAN case:

· In the DSMIPv6 case all security associations are always deleted as they are all related to the DSMIPv6 session;
· In the DSMIPv6 case the IKEv2 closing procedure is always initiated by the UE. This is because in the case of network-initiated detach procedure the Home Agent triggers the UE initiated detach procedure via DSMIPv6 signalling.

As this procedure does not only involve a Mobile IP de-registration, which is normally considered to be a BU with lifetime set to 0, but also an IKEv2 session deletion, it is also proposed to rename the section to “Mobile IP detach” instead of “Mobile IP deregistration”.
2.  Proposal

Based on the previous discussion it is proposed to perform the following changes to TR 24.801.
**** Start 1st change ****
8.4.3
Mobile IP detach
Editor's note: This subclause will describe the procedures needed when the Mobile IP connection over S2c reference point is released..
8.4.3.1
General

The DSMIPv6 detach is performed by the UE to close the DSMIPv6 session and the respective IKEv2 session or by the network to inform the UE that it does not have access to a specific PDN through DSMIPv6 any longer. After the DSMIPv6 detach procedure, the UE still has IP connectivity provided by the access network. 
There are two explicit detach procedures:

-
UE-initiated detach procedure: in this case the UE performs a DSMIPv6 de-registration with the PDN GW and closes the IKEv2 session.
-
PDN GW-initiated detach procedure: in this case the PDN GW informs the UE that the DSMIPv6 binding is no more valid. The UE-initiated detach procedure shall then take place.
8.4.3.2
UE procedures

To detach from a specific PDN to which it is connected through a DSMIPv6 session, the UE shall send a Binding Update with the Lifetime field set to 0 as specified in IETF RFC 3775 [25].
The UE shall use the procedures defined in the IKEv2 protocol [8] to remove the IPsec security associations associated with the DSMIPv6 registration. The UE shall close the security associations associated with the DSMIPv6 registration and instruct the HA to do the same by sending the INFORMATIONAL request message including a DELETE payload. The DELETE payload shall contain Protocol ID set to “1” to indicate that all IPsec ESP security associations that were negotiated within the IKEv2 exchange shall be deleted. 
Editor's note: In the PDN GW-initiated detach procedure the message used by the PDN GW to inform the UE that a detach procedure occurs and the need for the UE to acknowledge are FFS.

8.4.3.3
PDN GW procedures

When the PDN GW receives a Binding Update with the Lifetime field set to 0, it shall delete any existing entry for the home address included in the Binding Update. Then the PDN GW shall send a Binding Acknowledgement as specified in IETF RFC 3775 [25].
On receipt of the INFORMATIONAL request message including DELETE payload indicating that the UE is deleting the IPsec security associations associated with the DSMIPv6 registration, the PDN GW shall close the IKE security association, and all IPsec ESP security associations that were negotiated within it towards the UE. 
Editor's note: In the PDN GW-initiated detach procedure the message used by the PDN GW to inform the UE that a detach procedure occurs is FFS.

**** End 1st change ****














































































































































































































































































































































