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Introduction

Currently in TS 23.259 there are separate subclauses for PN Configuration and PN Access Control List Configuration. However the Configuration for PN UE Redirection and the PNM Access Control Configuration is the same procedure (even though at an initial look the two subclauses seem different). This is only likely to cause confusion. 
In addition it is likely that configuration of PBM will include both PN UE Redirection and PN Access Control List Configuration will be done in the same request.
Therefore this contribution proposes to combine these two subclauses.
The contribution also corrects various editorials and replaces session/calls as PNM is not restricted to just calls or sessions (according to TS 22.259) and hence could also apply to session unrelated requests such as SIP MESSAGE.

Proposal

It is proposed that the following changes are agreed to be included in TS 23.259.
6.3
PN-configuration

6.3.1 
General
The PN-configuration procedures enable the PN-user to configure UEs as the default UE for terminating requests addressed to any UE belonging to the same PN and to configure the PN access control list.. The PN-Configuration can be done in three levels in IM CN subsystem and two levels in CS domain. They are a global level for all services supported by the UE capabilities and subscriptions, a per service basis for selected services supported by the UE capabilities and subscriptions, and a per service component basis for the different media of a supported service for the UE.

The following subclause describes the PN-configuration procedures in the IM CN subsystem and CS domain respectively. The signalling flow in Figure 6.3.2-1 describes the information flow exchange between UE and NAF/PNM AS when the UE performs the PN-configuration..

6.3.2 
PN-configuration procedure in the IM CN subsystem 
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Figure 6.3.2-1: Successful PN-configuration procedure in the IM CN subsystem
The signalling flow in Figure 6.3.2-1 describes the signal flow between UE and NAF/PNM AS when the UE wants to configure the PN. The procedure shall only take place after a successful bootstrapping procedure (as described in 3GPP TS 33.220 [11]) in which case the bootstrapped security association has been established before Step 1.
1.
UE sends a PN-configuration request to the NAF/PNM AS informing the PNM AS about its desirable settings for the PN UE redirection applications and/or the PN access control list. The PN-configuration request contains the public user identity/identities of the UE, and the PN UE names of the UEs to be configured. The relevant parameters for executing the PN UE redirection application (e.g configuration level and the priority value) may be included. The controller UE and controllee UE, and the PN access control list including either the public user identities (if reachable in the IM CN subsystem) and/or the directory number (if reachable in the CS domain) may be included.
Editor’s note: Whether routing information is needed is FFS.
2.
Upon receiving this Configuration request message, the NAF /PNM AS authenticates the PN-configuration request according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity of the UE and forwards the request to the PNM AS. The PNM AS authorizes the Configuration request message by comparing the public user identity and the PN UE name with those ones that are registered in the PN by means of the PN-registration procedure.
3.
The NAF/PNM AS sends a Service Subscription Query request message to the HSS in order to obtain the service subscription tied to the public user identity received in the PN-configuration request.
4.
The HSS sends a Service Subscription Query response back to the NAF/PNM AS with the service subscription tied to the public user identity.
5.
Upon receiving the Service Subscription Query response, the NAF/PNM AS verifies the UE capability and the service subscription of the public user identity.
6.
The NAF/PNM AS sends the Service Subscription Subscribe request to the HSS.
7.
The HSS sends the Service Subscription Subscribe Response to the NAF/PNM AS.
8.
The NAF/PNM AS stores the configuration settings.

9.
The NAF/PNM AS sends the PN-configuration response to the UE.
6.3.3
PN-configuration procedure in the CS domain
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Figure 6.3.3-1: PN-configuration in the CS domain for configuring default UE

1-3.In order to configure a UE belonging to the PN as the default UE of the PN, the UE sends a USSD request to the gsmSCF via MSC, VLR, and HSS taking advantage of the MS Initiated USSD mechanism described in TS 23.078[8]. The message shall contain the setting which includes the configuration level, the MSISDN of the UE and the priority value. The configuration level parameter can take two values;
-
global level configuration; or

-
service based configuration;
When it takes the value “service based configuration”, a Basic Service Code as defined in TS 23.002[6] or TS 22.003 [7] shall be included in the message.

4.
On receiving the request, the gsmSCF invokes the CAMEL service for PNM which verifies that the UE is already registered to the PN, if not, it shall send an error response back to the UE.
5.
The CAMEL service sends a query request to the HSS to get the service subscription of the MSISDN received within the configuration request.

6.
The HSS sends back to the CAMEL service a response containing the required data.
7.
On receiving the service subscription data, the CAMEL service verifies if the default UE’s capability and the service subscription of the MSISDN support the terminating services.
8.
After successful verification of the UE’s capability and the service subscription of the MSISDN, the CAMEL service sends a message to the HSS to subscribe notification of the MSISDN service subscription to know any change of it.

9.
The HSS sends an acknowledgement to the CAMEL service.

10.
The CAMEL service stores the setting of the PN if the notification subscribe succeed; otherwise if the received message indicates that the notification subscribe failed, then an error message shall be sent back to the UE.

11-13.
The gsmSCF sends a USSD response to the UE, including the operation result, with the Basic Service Code if successfully configured.
6.4
PN-deconfiguration
6.4.1
General

The PN-deconfiguration procedure enables the PN-user to deconfigure the default UE of a PN. Corresponding to the configuration procedure described in section 6.3, the PN-deconfiguration can be done in three levels in IM CN subsystem and two levels in CS domain.
The following subclauses describe the PN-deconfiguration procedure in the IM CN subsystem and CS domain respectively.
6.4.2
PN-deconfiguration procedure in the IM CN subsystem
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Figure 6.4.2-1: Successful PN-deconfiguration procedure in the IM CN Subsystem
The signalling flow in Figure 6.4.2-1 describes the signal flow between UE and NAF/PNM AS when the UE wants to deconfigure the PN. The messaging shall only take place after a successful bootstrapping procedure (as described in 3GPP TS 33.220 [11]) in which case the bootstrapped security association has been established before Step 1.

1.
In order to remove its configuration settings for the PN UE redirection applications from the PN, a UE sends a Deconfiguration request message to the PNM AS containing the public user identity/identities of the UEs to be deconfigured. Additionally, other relevant parameters for executing the PN UE redirection application such as the configuration level and the priority value can be included.
2.
Upon receiving the Deconfiguration request, the NAF/PNM authenticates the Deconfiguration Request according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity of the UE and forwards it to the PNM AS. The PNM AS authorizes the Deconfiguration request by comparing the public user identity with those ones that are registered in the PN by means of the PN-Registration procedure.
3.
The PNM AS sends the Unsubscribe request message to the HSS.
4.
The HSS sends the Unsubscribe response message to the PNM AS.
5.
The PNM AS removes the stored configuration setting.

6.
The PNM AS sends the Deconfiguration response message to the UE.

7.
If the UE ties to this specific public user identity registered as the only default UE, then the PNM AS sends the Status message request to these UEs of the PN to inform this change. 

6.4.3
PN-deconfiguration procedure in the CS domain
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Figure 6.4.3-1: PN-deconfiguration in the CS domain for deconfiguring default UE
1-3.In order to deconfigure a default UE of a PN, the UE sends a USSD request to the gsmSCF via MSC, VLR, and HSS taking advantage of the MS Initiated USSD mechanism described in TS 23.078[8]. The message shall contain the deconfiguration level parameter to indicate the deconfiguration type, the MSISDN of the UE. The deconfiguration level parameter can take two values;
-
global level deconfiguration; or

-
service based deconfiguration;
When it takes the value “service based deconfiguration”, a Basic Service Code as defined in TS 23.002[6] or TS 22.003 [7] shall be included in the message.
4.
The gsmSCF invokes the CAMEL service for PNM which correlates the UE to an existing setting according to the information contained in the request, if no settings are stored for the MSISDN or the settings stored are not matching with the information received within the request, an error message shall be sent back to the UE. Otherwise the CAMEL service shall remove the stored settings.
5.
The CAMEL service sends a request to the HSS to unsubscribe the service subscription notification of the MSISDN contained in the request.
6.
The HSS sends an acknowledgement to the CAMEL service.
7.
The CAMEL service removes the stored setting found in step 4.
NOTE:
Information shall be offered to the user when the only active device for a service is deactivated.
8-10.
The gsmSCF sends back a USSD response to the UE.
6.5
PN-query 
6.5.1 
General
Figure 6.5.2-1 shows a successful PN-Query procedure that is used by the PN-users to enquiry their PN settings information which is stored in the PNM AS after performing the PN-Registration and PN-Configuration procedures.
6.5.2 
PN-Query procedure
 The PN setting information belonging to a PN-user can be categorized into:

- 
information about the registered public user identities,

- 
settings for PN UE redirection,  such as the default UEs, service level settings and redirection priority.

- 
settings for the PN access control, such as a PN access control list.
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Figure 6.5.2-1: Successful PN-query procedure in the IM CN subsystem 

The signalling flow in Figure 6.5.2-1 describes the signal flow between UE and NAF/PNM AS when the UE wants to query the PN settings. The procedure shall only take place after a successful bootstrapping procedure (as described in 3GPP TS 33.220 [11]) in which case the bootstrapped security association has been established before Step 1.
1.
UE sends a Query Request to the NAF/PNM AS in order to obtain the PN setting information classified above for the PNM applications by including the public user identity/identities of the UEs.
2.
Upon receiving the Query Request, the NAF/PNM authenticates the Query Request according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity associated with the public user identity/identities of the UE and forwards the message to the PNM AS. The PNM AS authorizes the Query Request by comparing the public user identity with those ones that are registered in the PN by means of the PN-Registration procedure.
3.
The PNM AS sends the Query Response message to the UE containing the PN settings information for the PNM applications as asked by the UE.
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