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1. Introduction

This CR gives stage 3 level details for access control procedures, providing details of procedures to be implemented by the PNM application and the PN UE.

2. Proposal
The following procedures are proposed to be approved for inclusion in PNM TS 24.259.
******************************Start of First Change*************************************

10
Roles for restricting access 
10.1
Introduction

This clause specifies the PN access control procedure.

Subclause A.3 provides examples of signalling flows for PN access control.
10.2
PN UE

When configured as a controller UE, the PN UE shall

-
check for the INVITE message to contain a history info header that includes the Access Control URI of the controller UE
-
if the INVITE message does not contain a a history info header that includes the Access Control URI of the controller UE, normal processing is continued as specified in 3GPP TS 24.229 [3]

-
if the INVITE message contains a history info header that includes the Access Control URI of the controller UE, the PN UE checks if the history info header also contains the URI of the controllee UE
-
if the URI of the controllee UE is present in the history info header, the PN UE provides the PN user with options of either accepting the call or allowing the call or disallowing the call. Otherwise normal call processing is continued.
-
if the PN user chooses to accept the call, the PN UE returns a 200 OK response.

-
if the PN user chooses to allow the INVITE message to be sent to the controllee UE, the PN UE returns a 302 (redirect) message with contact info containing the URI of the controllee UE

-
if the PN user disallows the INVITE message to be sent to the controllee UE,  it returns a 403 (Forbidden) message.

10.3 PNM application 

Upon receiving an INVITE message, the PNM application shall follow the PN access control execution procedure in 3GPP TS 23.259 [xx]. If the PNM application decides to reject the call, it sends 403 (Forbidden) message to reject the call. If the PNM application decides to interrogate the controller UE by sending an INVITE request message to the controller UE, it shall 
populate the INVITE request message as follows 

-
the URI of the controllee UE is included in the history info header

-
the Access Control specific URI of the controller UE is included in the history info header

On receiving a 200 OK response to the INVITE message sent previously, the PNM application does no further access control specific processing. 

On receiving a 302 Moved Temporarily response to the INVITE message sent previously, PNM Application shall apply the procedures specified in subclause 5.7.5 of 3GPP TS 24.229 

On receiving a 403 Forbidden response to the INVITE message sent previously, the PNM application sends a 403 Forbidden as specified in 3GPP TS 24.229 [3].
******************************End of First Change*************************************
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