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Introduction

The following SIP related issues are under discussion within TISPAN, and can be expected to come to CT1 for impact on the core IMS specifications, either directly or via SA2 depending on the nature of the issue.

Health warning. This is an Alcatel-Lucent contribution. While we have endeavoured to represent the current issues under discussion in ETSI TISPAN, invariable if you ask two different people about some of these issues you will get two different answers. Therefore we acknowledge that other organisations may represent these issues in with different perspectives but have done our best.

Knowledge that attached entity is an NGCN rather than a UE

There is currently an understanding in ETSI TISPAN that the IMS will need to know that the attached entity is an NGCN requiring the NGCN enhancements, rather than the ordinary UE. This still requires full evaluation, but would include the P-CSCF and S-CSCF.

Distinction of private network traffic from public network traffic

Various handling within IMS is dependent on the distinction of private network traffic from public network traffic. The two definitions from DTS/TISPAN-01047 are:

· Public network traffic: Traffic sent to or received from an NGN for processing according to the normal NGN rules.

· Private network traffic: Traffic sent to or received from an NGN for processing according to an agreed set of rules specific to an enterprise or a community of closely related enterprises.
Further: "The NGN shall distinguish public network traffic from private network traffic. The NGN shall distinguish private network traffic belonging to one enterprise from that belonging to another enterprise." (Subclause 4.1.1 of DTS/TISPAN-01047).

Various of the issues below are identified as having different handling based on this distinction. Other distinctive handling can be:

· different routeing

· application of different services.
The mechanism for performing this distinction has not yet been discussed, and there is apparently no existing SIP mechanism for explicitly performing this function. Note that it would be possible, but probably very complex, to perform this function based on routeing tables and distinct URIs for entities for within the NGN handling such traffic for each enterprise.

Possible SIP solutions to explicitly identify the private network traffic could be:

· a new header (requires IETF standards track RFC);

· some new value of the Resource-Priority header (requires IETF standards track RFC);

· etc.

Wildcarded public user identities

Mechanism already included in 3GPP TS 23.228 subclause 4.3.3.2b. The impact of the P-Associated-URI and on the reg-event package is however not defined, and this may depend on the solutions adopted for identification and for terminating call handling.
Numbering

Private network traffic may use private numbering plans. A number of different mechanisms of encoding such private numbering plans exist, but they are mostly distinguished by the fact that they are tel URIs using a local number format, or are the SIP URI equivalent. It should be noted that some enterprises will only accept numbers in the SIP URI equivalent and not handle the tel URI form. 

The one exception to the above is where the PNP digits merely form the user part of a SIP URI.

Where handling is dependent on the number contents, then the construction of the URI will need to be understood. This could require extension of the existing IMS handling of local numbers, where such requests are forwarded to an application server for further handling.

Terminating call handling
Number of different mechanism under discussion for subscription based approach.
The key to understanding the issue is that the receiving NGCN will conduct its own routeing within the NGCN based on the Request-URI. However the S-CSCF under release 7 procedures changes the Request-URI to the Contact address.

The controversy in finding a solution to this problem is on how much each of the following entities should change their procedures (complicated by which mechanisms are adopted for solutions to other issues):

· the NGCN (which could take a URI in some other defined location yet to be specified and retarget the request by inserting it in the Request-URI);

· the core IMS (which could either not perform the S-CSCF substitution in the first place, and put the Contact address somewhere else, or could replace the Request-URI with the value expected by the NGCN at a core IMS entity subsequent to the S-CSCF;

· some application server functionality yet to be understood.

As this potentially has an impact on 3GPP TS 23.228, it is suggested that CT1 does not further discuss this problem at the moment.

Identification

Stage 1 requirements are in DTS/TISPAN-01047 subclause 4.1.5 and are different from the reqiu

Private network traffic and public network traffic may have different trust domains, and therefore different trust domain boundaries. 
Further the trust domain boundary may not be at the edge of the NGN (e.g. P-CSCF or IBCF) but could extend the trust domain to include the NGCN.

On responses, the use of the P-Called-ID is not necessarily valid as the connected identity, and the P-CSCF has to accept identity from the attached NGCN in a number of cases.

Handling of emergency calls
The P-CSCF currently recognises emergency calls and routes them off to an E-CSCF and thence to a PSAP. 
The enterprise network may have their own answering point for which emergency calls originated as private network traffic should be directed. Imagine the consequences of routeing an emergency call in a large oil refinery off to the local PSAP, rather than the private answer point within the refinery itself.
Therefore both subscription based business trunking and for hosted enterprise service support, the P-CSCF should be able to distinguish private network calls and perform different emergency call functionality.
Location

The real location of the end user attached to the NGCN is unlikely to be known by any mechanisms for location determination in the NGN. Therefore mechanisms that use the P-CSCF or the GMLC to determine location will only give the location of the NGCN site, or interface to that site, but be totally ignorant that the end user on the NGCN is not at that location, and may well be on the other side of the world.

NGCNs can be expected to have their own mechanism for location, but the NGN will need to be aware that these mechanisms should be used where the service requiring location needs an accurate end user location.

Legal Intercept

Regulatory authorities may treat private network calls differently from public network calls in relation to legal intercept requirements. 

If a warrant for legal intercept only has legal validity for public network calls, an NGN operator handing over private network traffic could be perpetrating an illegal act.

Therefore at any intercepting entity, it must be possible to recognise private network calls and act differently on them.

Security

While some of the security considerations are different, it is not believed that this raises any new issues as regards the SIP defined in 3GPP TS 24.229.

Note that many private networks may expect to use TLS rather than IPsec as a means of integrity protection.

Media transparency

DTS/TISPAN-01047 specifies that private network traffic is: "traffic sent to or received from an NGN for processing according to an agreed set of rules specific to an enterprise or a community of closely related enterprises."

Enterprises may have a view about the NGCN to NGCN transparency of such traffic that is governed by the SLA with the enterprise operator, and not according to rules that may be applied to public network traffic.

It is not expected that this is directly an issue for 3GPP TS 24.229; rather it is an issue in the manner in which P-CSCFs, S-CSCFs and IBCFs apply policy.

Signalling transparency

DTS/TISPAN-01047 specifies that private network traffic is: "traffic sent to or received from an NGN for processing according to an agreed set of rules specific to an enterprise or a community of closely related enterprises."

Enterprises may have a view about the NGCN to NGCN transparency of such traffic that is governed by the SLA with the enterprise operator, and not according to rules that may be applied to public network traffic.

It is not expected that this is directly an issue for 3GPP TS 24.229; rather it is an issue in the manner in which IBCFs apply policy.

Firewalls and NAT traversal

Issue raised but discussion inconclusive.
