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Introduction
During the CT1#49 meeting in Kobe, Telecom Italia presented the document for discussion C1-072338. The document proposed a comparison between 2 possible Stage 3 solutions for the implementation of the Stage 2 requirement approved in the document S2-073835. The requirement says:
Ensure that the SIP messages received from the UE to the SIP server (e.g. S-CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network.

The two solutions compared are based on P-Access-Network-Info Header and P-Visited-Network-Id header. The main outcomes of the comparison between P-A-N-I e P-V-N-I made in the discussion paper were:
· Both options require the extension of the syntax foreseen for the P-A-N-I and P-V-N-I headers. In particular:
· the P-A-N-I header option would require a new parameter to indicate that the access information introduced by the P-CSCF can be considered trusted by the other IMS functionalities (e.g. S-CSCF, AS).
· the P-V-N-I header option would require a new field indicating the access network used by the UE to access the network and a new parameter to indicate that the access information introduced by the P-CSCF can be considered trusted by the other IMS functionalities (e.g. S-CSCF, AS).
· The P-A-N-I option was already modified to introduce a new parameter (“network-provided” parameter).

· The approach based on the P-A-N-I header would normalize the P-CSCF (i.e. independently on the involved access type) and the other IMS functionalities (e.g S-CSCF and AS) behavior to rely on the content of P-Access-Network-Info.

· The headers applicability defined in RFC3455 is wider for P-A-N-I header than for P-V-N-I header providing more flexibility (applicable to the majority of the methods) to communicate the “trusted” access information to the other IMS functionalities (e.g. S-CSCF, AS). The main problems with P-V-N-I header are that it’s applicable only to the Requests and not applicable to the UPDATE method.

· Both headers must be deleted by the proxy providing services to the UA and located in the home network, when the SIP signaling is forwarded to a SIP server located in a non-trusted administrative network domain. Both headers don’t introduce any privacy user preference.

· The RFC3455 foresees that proxy must not insert or modify the value of the P-Access-Network-Info header. The 24.229 foresees an exception to this behavior for xDSL and DOCSIS accesses. No similar recommendations are made for the P-Visited-Network-ID header.

· If a malicious or faulty UE adds this information to the originated SIP signaling, then a pre-Rel-8 P-CSCF isn’t able to check, modify or remove this information with both approaches.

· The strength of the requirement on the UE imposed by the RFC3455 is that the UE SHOULD NOT insert a P-Visited-Network-ID header in any SIP message instead of saying that the UE SHALL NOT. The strength of the requirement isn’t modified by the 3GPP TS 24.229.

During the CT3 #46 held in Sophia-Antipolis a Rel-7 CR to the 3GPP TS 29.214 was agreed. The CR foresees that:

On the Rx interface an AF can subscribe to user’s IP-CAN type using the signaling subscription procedures. 

· Initial IP-CAN type information is provided in the AAA

· Subsequent change notifications, if user’s IP-CAN gets changed, are notified via RAR command.

If available to the PCRF, the information notified to the AF are:

· 3GPP-RAT-Type: Indicate which Radio Access Technology is currently serving the UE.

· IP-CAN-Type: IP-CAN type of the user.

The P-CSCF can be aware of the access information needed for the Initial Registration and at the subsequent IP-CAN and 3GPP-RAT-Type changes. 

Proposed solution
This discussion paper proposes to proceed with the specification of the P-Access-Network-Info header because the P-A-N-I header:

· would normalize the P-CSCF behavior reusing the work already done in 3GPP;

· foresees the applicability to a higher number of methods.
The document agreed in CT3 guarantees that the P-CSCF can become aware of the IP-CAN-Type (3GPP, DOCSIS, xDSL, WiMax and 3GPP2) and 3GPP-RAT Type (UTRAN, GERAN, WLAN, GAN and HSPA Evolution) related to the access network serving the user.

Unfortunately the information provided by the PCRF to the P-CSCF hasn’t the same detail level implemented in the P-A-N-I header syntax. For instance for 3GPP-RAT=UTRAN the PCRF doesn’t provide indication about TDD or FDD technology and doesn’t provide indication about the serving cell Id.

The granularity of the access information provided by the PCRF may depend on its final usage by the IMS; at a first stage we could limit ourselves to distinguish between "macro" access types, e.g. 3GPP [GERAN/UTRAN], 3GPP [I-WLAN] TISPAN.

The requirements discussed in SA2 don’t imply a detailed knowledge of the Access type is needed. Two examples of requirement discussed are:
1.
an IMS AS (e.g. Instant Messaging) may use the “access type” (e.g. 3GPP, fixed access) to apply proper charging;

2.
IMS may certify the access type used by the terminating party to apply the correct termination fee.
In order to extend to the 3GPP IP-CAN the same P-CSCF behavior for the P-A-N-I header management the proposed way forward is to introduce 4 new values for the coding of the “access-type” field in 3GPP TS 24.229. In particular is proposed to add the values: 3GPP UTRAN, 3GPP WLAN, 3GPP GAN and 3GPP-HSPA-Evolution taking into account all the access types defined in 3GPP TS 29.060.

In addition is proposed to allow the P-CSCF to certify the received P-A-N-I header only if the PCRF provides the access information. The following pictures are aimed at clarifying the proposed solution:
Case A: The access-type matches with the 3GPP RAT. 
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Case B: The access-type doesn’t match with the 3GPP RAT. 
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Case C: The P-A-N-I header is missing but PCRF provides the 3GPP RAT.
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Case D: The PCRF doesn’t provide the 3GPP RAT.


[image: image4]
The proposed solution generalize the behavior of the P-CSCF and the other IM CN subsystem functionalities (e.g S-CSCF, AS) can rely on the presence of the “network provided” parameter to understand if the network verified the access technology used by the subscriber.
For pre-Rel-7 P-CSCF can happens that a UE sends a P-A-N-I with the network-provided parameter. The pre-Rel-7 P-CSCF doesn’t modify the P-A-N-I header and the other IM CN subsystem functionalities (e.g S-CSCF, AS) can assume erroneously that the P-A-N-I was checked by the network.

To avoid this problem it is proposed to leave to the implementation (e.g. by means of network configuration) or to future protocol enhancements how the other IM CN subsystem functionalities (e.g S-CSCF, AS), belonging to the same trust domain, will learn that the P-A-N-I header can be considered reliable.

The same approach is proposed for the interconnection (or IMS Roaming) between trust domains where the decision on the reliability of the P-A-N-I header can be considered based on operator agreements.
Conclusions

It’s proposed to discuss the solution described above and implemented in the related CR.
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