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This paper describes the procedure of HA address discovery during E-UTRAN attach. 

1.  Discussion

TS 23.402 specifies that one of the methods for discovering the HA address is based on the E-UTRAN attach procedure. 
There are two possible mechanisms to implement this discovery procedure:

· the MME can include the HA address in the Attach Accept message

· Protocol Configuration Options can be used

It is worth noting that the output of the PGW discovery procedure performed by the MME for the E-UTRA attach is not the HA address but the GTP-C address. These addresses are usually different as the HA address needs to be available in the public DNS system, while the GTP-C address is advertised only in the private DNS system. 

Based on this consideration, even though the first approach is chosen, the MME will need to acquire the HA address of the PGW from the PGW itself (i.e. some extra information are needed in the default bearer establishment procedure).

Therefore, as it is anyway the PGW which delivers the HA IP address, it seems much more appropriate to use the Protocol Configuration Options for this purpose. This will allow the UE and the PGW to have a direct communication without putting new requirements to GTP and NAS protocol specification. Note that the same approach as been adopted also for other discovery services (e.g. P-CSCF discovery).
The IP address of the PGW will be needed only to UEs which implement and will use DSMIPv6. Therefore it is natural that the HA address within the Protocol Configuration Option is included only if explicitly requested by the UE. 
2.  Proposal

Based on the previous discussion it is proposed to perform the following changes to TR 24.801:
· restructure section 8.4.1.2.1 to have separate subsections for each HA discovery mechanism

· include in the section for HA discovery during the attach procedure a reference to section 6.2.5.1 where the attach procedure is specified

· add in section 6.2.5.1.1 that the UE may request the IP address of the PGW within the Protocol Configuration Options in the ATTACH REQUEST message

· clarify that the MME shall send the IP address of the PGW to the UE only if requested by the UE within the Protocol Configuration Options
**** Start 1st change ****
8.4.1.2
UE procedures
8.4.1.2.1
Discovery of the home agent address

The first procedure the UE needs to perform for DSMIPv6 registration is the discovery of the node acting as the home agent.

The UE can discover the IP address of the PDN GW in one of the four following ways:

-
via DNS;

-
via attach procedure for E-UTRAN access;
-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

Editor's note: It is FFS under which conditions the above methods can be used.

8.4.1.2.1.1
Home Agent address discovery based on DNS
A UE performing PDN GW discovery based on DNS shall support the implementation of standard DNS mechanisms. As specified in draft-ietf-mip6-bootstrapping-split [20], the UE shall perform either a DNS lookup based on the home agent name or a DNS query for a SRV record.

In the former case the UE constructs a DNS request, by setting the QNAME to the configured FQDN. If a home agent has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the DNS reply will contain 'AAAA' and 'A' records.

Editor's note: It is FFS how the FQDN is constructed from available information. The APN and well-known strings (e.g. "homeagent") may be used for this purpose.

Alternatively the UE performs a DNS query for a SRV record, as specified in RFC 2782 [21]. For this purpose it constructs a request with QTYPE set to SRV and QNAME based on a concatenation of the string specified in draft-ietf-mip6-bootstrapping-split [20] and an FQDN including the Network Identifier and the Operator Identifier.

Editor's note: The exact method to construct the QNAME in case QTYPE is set to SRV is FFS.

8.4.1.2.1.2
Home Agent address discovery based on NAS signalling

The UE may request the IP address of the Home Agent during the E-UTRAN attach procedure using Protocol Configuration Option IE. The details of this procedure are described in section 6.2.5.1. 
8.4.1.2.1.3
Home Agent address discovery based on IKEv2 signalling

8.4.1.2.1.4
Home Agent address discovery based on DHCPv6
**** End 1st change ****

**** Start 2nd change ****
6.2.5.1
Attach procedure

6.2.5.1.1
General

The attach procedure is used to attach for packet services in EPS. With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE.

In a shared network, the UE shall choose one of the PLMN identities broadcast in the cell for the attach procedure. The selected network shall be indicated by the UE to the eNodeB.
During the attach procedure the UE may also obtain the Home Agent IPv4 and IPv6 addresses using the Protocol Configuration Option IE. 

6.2.5.1.2
Attach procedure initiation

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED. The UE shall include in the ATTACH REQUEST message a valid S-TMSI, if available, and the tracking area identity associated with the S-TMSI. If there is no valid S-TMSI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If available, the UE shall also include information about the IP address allocation as specified in subclause 5.1.3.
If the UE is configured to use DSMIPv6, the UE may include a request for obtaining the IPv6 address of the HA in the Protocol Configuration Option IE in the ATTACH REQUEST message. The UE may also include a request for obtaining the IPv4 address of the HA.

Editor's note: It is FFS whether the UE provides the APN information in the ATTACH REQUEST message.

6.2.5.1.3
Identification and authentication

During the attach procedure, the MME may initiate an identification procedure, in order to request IMSI information from the UE. The MME may also initiate an authentication procedure and may setup security mode.

6.2.5.1.4
Attach accepted by the network

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE. 

The MME shall assign and include the list of tracking areas the UE is registered to in the ATTACH ACCEPT message. The UE, receiving an ATTACH ACCEPT message, shall delete its old list of tracking areas and store the received list of tracking areas.
Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410, reset the attach attempt counter and tracking area update attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

The S-TMSI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI or when the MME considers the S-TMSI provided by the UE is invalid, the MME shall allocate the S-TMSI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned S-TMSI together with the list of assigned tracking areas. In this case the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 6.2.4.1.

If the ATTACH ACCEPT message contains an S-TMSI, the UE shall use this S-TMSI as the new temporary identity and shall send an ATTACH COMPLETE message to the MME. The UE shall delete its old S-TMSI and store the new assigned S-TMSI. If no S-TMSI has been included by the MME in the ATTACH ACCEPT message, the old S-TMSI, if any available, shall be kept. 
The MME shall allocate an EPS bearer identity for the default EPS bearer context activated for the UE and shall include the EPS bearer identity in the ATTACH ACCEPT message.
The MME shall include in the ATTACH ACCEPT message the PDN address assigned to the UE by the PDN GW, if available. This address shall be used for the default bearer and any dedicated bearer established towards the same PDN.

The MME shall include the Protocol Configuration Option IE in the ATTACH ACCEPT message. This IE may include an IPv6 and an IPv4 address of the PDN GW for host-based IP mobility management. 
Editor's note: The conditions under which a PDN GW address is delivered by the MME are FFS. Whether this IP address is delivered only if host based mobility is used or in any case is FFS. Whether this depends on UE IP version capabilities is FFS.

Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450 and consider the S-TMSI sent in the ATTACH ACCEPT message as valid.

**** End 2nd change ****














































































































































































































































































































































