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This paper describes the procedure of HA address discovery via DHCPv6. 

1.  Discussion

TS 23.402 specifies that one of the methods for discovering the HA address is based on DHCPv6. Draft-ietf-mip6-hiopt-09 defines the DHCPv6 options to perform HA discovery via DHCPv6. Based on the procedure described in this draft, the UE shall send a DHCPv6 Information-Request message including the Home Network Identifier Option. This option is used to indicate the target HA that the MN is looking for and it can be either:
· a local HA in VPLMN (e.g. for the default APN)
· a HA for a specific PDN which is included in the Home Network Identifier

The DHCPv6 server responds with a Home Network Information Option which can include the Home Agent Address or the Home Agent FQDN.  The Home Network prefix, which is a possible value in draft-ietf-mip6-hiopt-09, is never included as anycast addresses are not supported in EPS.
The Internet Draft also defines how the information on HA address can be received by the DHCP server or relay dynamically. The stage 2 is not clear if this is needed; however, those procedures do not involve the terminal and, if it will be agreed to specify them, are in the scope of CT4.
2.  Proposal

Based on the previous discussion it is proposed to perform the following changes to TR 24.801:
· restructure section 8.4.1.2.1 to have separate subsections for each HA discovery mechanism

· include in the section for HA discovery via DHCPv6 the details about this discovery procedure as defined in draft-ietf-mip6-hiopt-09
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8.4.1.2
UE procedures
8.4.1.2.1
Discovery of the home agent address

8.4.1.2.1.1
General
The first procedure the UE needs to perform for DSMIPv6 registration is the discovery of the node acting as the home agent.

The UE can discover the IP address of the PDN GW in one of the four following ways:

-
via DNS;

-
via attach procedure for E-UTRAN access;
-
via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP accesses;

-
via DHCPv6.

Editor's note: It is FFS under which conditions the above methods can be used.

8.4.1.2.1.2
Home Agent address discovery based on DNS
A UE performing PDN GW discovery based on DNS shall support the implementation of standard DNS mechanisms. As specified in draft-ietf-mip6-bootstrapping-split [20], the UE shall perform either a DNS lookup based on the home agent name or a DNS query for a SRV record.

In the former case the UE constructs a DNS request, by setting the QNAME to the configured FQDN. If a home agent has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the DNS reply will contain 'AAAA' and 'A' records.

Editor's note: It is FFS how the FQDN is constructed from available information. The APN and well-known strings (e.g. "homeagent") may be used for this purpose.

Alternatively the UE performs a DNS query for a SRV record, as specified in RFC 2782 [21]. For this purpose it constructs a request with QTYPE set to SRV and QNAME based on a concatenation of the string specified in draft-ietf-mip6-bootstrapping-split [20] and an FQDN including the Network Identifier and the Operator Identifier.

Editor's note: The exact method to construct the QNAME in case QTYPE is set to SRV is FFS.

8.4.1.2.1.3
Home Agent address discovery based on NAS signalling

8.4.1.2.1.4
Home Agent address discovery based on IKEv2 signalling

8.4.1.2.1.5
Home Agent address discovery based on DHCPv6

A UE performing Home Agent discovery based on DHCPv6 shall support the implementation of stateless DHCPv6 in RFC 3736 [31] and the DHCPv6 options as specified in draft-ietf-mip6-hiopt [x1].
In order to discover the address of the Home Agent the UE shall send a Information-Request message including the Home Network Identifier Option. 
If the UE wants to connect to a Home Agent in VPLMN for default connectivity, the UE shall set the id-type to 0. 
If the UE wants to connect to a Home Agent for a specific target PDN it shall set the id-type to 1. In this case the UE shall then include the identifier of the requested PDN in the Home Network Identifier field. 
Editor's note: It is FFS how the target PDN is constructed from available information and encoded into the Home Network Identifier field. The APN and well-known strings (e.g. "homeagent") may be used for this purpose.

The HA information is provided to the UE within a Home Network Information Option as described in draft-ietf-mip6-hiopt [x1]. This option shall include either the Home Agent Address or the Home Agent FQDN. In the latter case the UE shall perform a DNS query with the received Home Agent FQDN as described in subclause 8.4.1.2.1.2.
Editor's note: This procedure is applicable when the UE is in a 3GPP access since the PGW acts as DHCPv6 server. It is FFS if it is applicable also when the UE is attached to a non-3GPP access.

**** End 2nd change ****














































































































































































































































































































































