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1. Introduction
This paper proposes a feasible solution approach for PPAC e.g. specific System Information Block enhancement. 
The goal is to agree on solution approach and start or let other technical working groups start its specification work.
2. Discussion
2.1. Proposed Solution
To review the proposed solution, following figure is presented. 
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Figure 1:  Overview of solution approach
Although it is under the responsibility of RAN2 to define parameter format of SIB3, to capture the concrete image of proposal, following is the contents of system information block 3 with PPAC enhancement. With this enhancement, 37bit extension is required.
· 1st format table describes the contents of System Information Block 3 with PPAC enhancement

· 2nd format table describes the content of Location management parameters
· 3rd format table describes the content of Location management which contains barred list of location management access class.
	Information Element/Group name
	Need
	Description
	Version

	.
	.
	.
	.

	UTRAN mobility information elements
	
	
	

	.
	.
	.
	.

	.
	.
	.
	.

	.
	.
	.
	.

	PPAC Indicator
	OP
	
	REL-8

	>Paging response indication
	OP
	Selection of 4 types (ALL, PS, CS, NONE)
	REL-8

	>Location management parameters
	OP
	Reference to Table2
	REL-8


Table 1:  Contents of SIB3 with PPAC enhancement
	Information Element/Group name
	Need
	Description
	Version

	CS location management 
	MP
	Reference to Table3
	REL-8

	PS location management
	MP
	Reference to Table3
	REL-8


Table 2:  Contents of Location management parameters
	Information Element/Group name
	Need
	Description
	Version

	CHOICE restriction status
	MP
	
	REL-8

	>no restriction
	
	(no data)
	REL-8

	>restriction
	
	
	REL-8

	>>Location Management Access Class Barred List
	MD
	The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
The default value is the Access Control Barred List contained in the IE "Cell Access Restriction" of the System Information Block Type 3.
	REL-8

	>>>Access Class Barred
	MP
	Enumerated(barred, not barred)
	REL-8


Table 3:  Contents of Location management
2.2. Evaluation of the solution approach
We know that this solution approach satisfies the simple requirement which is to allow paging response and location management during congested situation. 

The issue now is whether or not, it is necessary to enhance System Information Block in such way described above. Following texts describes the justification.
Thinking of implementation scenario with this enhancement, it has two distinctive scenarios, 1) barred paging response and unbarred location management, and 2) unbarred paging response and barred location management. Since PPAC is to allow paging response 1) is out of scope. Even so, considering scenario 2) it is necessary to enhance SIB in a way described above. 
In congested situation, it may end up the circumstance where high registration traffic causes luck of resource e.g. on Iub for UTMS; in fact, priority call i.e. a call from authorized user (e.g. government, emergency responder) to non-authorized user may fail. Even with simple indication of PPAC, because basically current access class restriction mechanism with slide time interval restricts all type of access attempts including paging response, it can not ensure the successful establishment of such call.
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Figure 2:  Connection of e.g. priority call is suppressed by Location management network resource usage
In addition, this SIB enhancement has another huge advantage that it will give the network operator the capability to keep traffic load steady and allow necessary communication establishment during any kinds of uncertain situation such as natural disaster, extremely congested commercial event, and so on.

In summary, flexible network operation with PPAC capability during congested situation for such uncertain situation requires access attempt type independent SIB enhancement.
2.3. Other solution approaches
a) Simple indicator in System Information Block
This solution approach enhances the SIB with one additional information element, PPAC indicator. The advantage of this solution approach is the SIB size is minimized. Currently, RAN2 is working on this size constraint based on the LS that was sent from CT1#50, and CT1 will have the response in CT1#51. It is likely there will be no problem. 
Besides, in the first place of solution investigation, it is important to investigate the solution in the way if the solution truly solves the issues identified, but not in the way of technical difficulty or feasibility basis. 
In fact, this solution is not effective under the situation described in the section 2.2. 

b) Usage of Paging
This solution is to include a simple indicator in paging message. For information, SA1 had already looked into this possibility, and although it is not to restrict the work of other technical working groups, TR22.908 describes in Annex B that PPAC affects either all UE or group of UE and presented below.
· In the present TR the use-case of an emergency situation is described and this is not a subscription-based service; therefore PPAC capability applies to all UEs or to a group of UEs.

· PPAC is not only for communication from authorized users (e.g. government, emergency responder) to unauthorized users but it includes the case of communication between unauthorized users. If the PPAC capability is different for each use-case, the originating side will be a key player, but differentiating the solution for each use-case is not a appropriate way forward. Therefore, PPAC should be independent from the capabilities of the originating side and PPAC is essentially the capability in terminating side. Thus where the capability is within terminating side, PPAC capability applies to all UEs or to a group of UEs.
· Current access class restriction or domain-specific access control applies to all UEs or to a group of UEs, therefore PPAC capability should also apply to all UEs or to a group of UEs.
In fact, it is not clear how to use paging message for PPAC, but with above description, it is enough to determine that solution approach is to use broadcast of system information block rather than paging message. Most importantly, this solution approach does not satisfy the requirement of location management allowance. 
3. Proposal
Now, with this discussion and conclusion, we would like CT1 WG to agree on the solution approach described in this paper. 
· System information black 3 shall be enhanced; and 

· UE perform necessary access attempts (e.g., paging response and location management).

If this is agreeable we would like to send a LS to technical working groups to start its work with attachment of this discussion paper. 

Note: The image of SIB enhancement contained in this document shall not restrict the RAN WG work. 

Lastly we would like to share our view of PPAC work plan. Briefly we shall perform CTx work and RAN work in the future, and considering time-frame we have for Rel8 it is quite urgent at least to come to acceptable agreement on solution approach in CT1#51 and inform our agreement to other technical working groups for their necessary work. 











































































