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1. Introduction
‘CP-070573’ listed some open issues in PNM when TS 23.259 was sent to CT#37 for information. There still one issue remains unconsidered:

6. Specific error procedures for the priority handling of the session redirection need to be documented. 

If the session redirection for a UE of a higher priority fails, the PNM AS will perform the PNM session redirection for the other UE of the next lower priority. 
2. Proposal

The following change is proposed to be approved for inclusion in PNM TS 23.259.

5.1.2 
Procedures and information flows for PN UE redirection in the IM CN subsystem

Figure 5.1.2-1 describes the procedures and information flows for handling the PN UE redirection in the IM CN subsystem.  Without loss of generality, it is assumed for Figure 5.2.1-1 that a PN-user’s PN consists of two UEs, i.e., the UE-1 and the UE-2. The UE-2 is the default UE according to PN-user’s PN configuration as described in Clause 6. Furthermore, it is assumed that the two UEs have different public user identities.
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Figure 5.1.2-1: Initial request to UE-1 and redirected to UE-2 by the PNM AS in the IM CN subsystem
1.
An initial request to the UE-1 containing the Request-URI of the UE-1 public user identity arrives at the S-CSCF #1.

2.
The S-CSCF #1 determines that the initial request is for a UE-terminated case, invokes the termination service control logic required for the UE-1 and evaluates the initial filter criteria, which results in re-routing the initial request to the PNM AS.

3.
As a result of the termination service control logic invocation for the UE-1, the S-CSCF #1 forwards the initial request to the PNM AS.

4.
The PNM AS executes the PN UE redirection control logic based on the PN-user’s PN configurations as described in Clause 6. The PNM AS decides to redirect the initial request to the default UE of the PN, i.e., to the UE-2.

5.
As a result of the PN UE redirection control logic execution, the PNM AS sends the redirected initial request containing the Request-URI of the UE-2 public user identity to the S-CSCF #1.

6. 
The S-CSCF #1 treats the redirected initial request as a UE-originated case, and forwards the redirected initial request to the S-CSCF #2. The S-CSCF #1 and the S-CSCF #2 can be the same entity.

7.
The S-CSCF #2 treats the redirected initial request as a UE-terminated case, invokes the termination service control logic required for the UE-2 and evaluates the initial filter criteria, which may results in re-routing the redirected initial request to the other ASs.

8-10.
The S-CSCF #2 forwards the redirected request to the PNM AS as the result of the termination service control logic for the UE-2. The PNM AS executes the PN UE redirection control logic and decides to forward the request as the UE-2 is the default UE of the PN.
11. The S-CSCF#2 continues the redirected initial request based on the standard call setup procedures as described in 3GPP TS 23.228 [4].

Figure 5.1.2-2 describes the procedures and information flows for handling the PN UE redirection in the IM CN subsystem when the default UE (in this example the UE-2) in the PN shares the same public user identity with the UE-1. 

Note: It’s assumed that the UE-2 can support GRUU. 
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Figure 5.1.2-2: Initial request to UE-1 and redirected to UE-2 by the PNM AS in the IM CN subsystem when the UE-2 shares the same public user identity with the UE-1
1.
An initial request to the UE-1 containing the Request-URI of the UE-1 public user identity arrives at the S-CSCF. 

2.
The S-CSCF determines that the initial request is for a UE-terminated case, invokes the termination service control logic required for the UE-1 and evaluates the initial filter criteria, which results in re-routing the initial request to the PNM AS.

3.
As a result of the termination service control logic invocation for the UE-1, the S-CSCF forwards the initial request to the PNM AS. 

4.
The PNM AS executes the PNM redirection service control logic based on the User’s PN configurations as described in Clause 6. The PNM AS decides to redirect the initial request to the default UE of the PN, i.e., to the UE-2.
5.
As a result of the PNM redirection service logic execution, the PNM AS sends the redirected initial request containing the Request-URI which is set to the GRUU of the UE-2 to the S-CSCF.
6.
The S-CSCF continues the redirected initial request procedure based on the standard call setup procedures as described in 3GPP TS 23.228 [4].
Figure 5.1.2-3 describes the procedures and information flows for handling the PN UE redirection in the IM CN subsystem when the default UE (in this example the UE-2) in the PN cannot setup the session. Consequently, the PNM AS performs the PNM session redirection for the other UE of the next lower priority (in this example the UE-3).
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 Figure 5.1.2-3: Initial request to UE-1 and redirected to UE-3 by the PNM AS in the IM CN subsystem when the initial request to UE-2 fails 
1.
An initial request to the UE-1 containing the Request-URI of the UE-1 public user identity arrives at the S-CSCF #1.

2.
The S-CSCF #1 determines that the initial request is for a UE-terminated case, invokes the termination service control logic required for the UE-1 and evaluates the initial filter criteria, which results in re-routing the initial request to the PNM AS.

3.
As a result of the termination service control logic invocation for the UE-1, the S-CSCF #1 forwards the initial request to the PNM AS.

4.
The PNM AS executes the PN UE redirection control logic based on the PN-user’s PN configurations as described in Clause 6. The PNM AS decides to redirect the initial request to the default UE of the PN, i.e., to the UE-2.

5.
As a result of the PN UE redirection control logic execution, the PNM AS sends the redirected initial request containing the Request-URI of the UE-2 public user identity to the S-CSCF #1.

6. 
The S-CSCF #1 treats the redirected initial request as a UE-originated case, and forwards the redirected initial request to the S-CSCF #2. The S-CSCF #1 and the S-CSCF #2 can be the same entity.

7.
The S-CSCF #2 treats the redirected initial request as a UE-terminated case, invokes the termination service control logic required for the UE-2 and evaluates the initial filter criteria, which may results in re-routing the redirected initial request to the other ASs.

8-10.
The S-CSCF #2 forwards the redirected request to the PNM AS as the result of the termination service control logic for the UE-2. The PNM AS executes the PN UE redirection control logic and decides to forward the request as the UE-2 is the default UE of the PN.
11. The S-CSCF#2 continues the redirected initial request which is forwarded to UE-2.
12-13. UE-2 cannot setup the session and returns a 486 (Busy Here) response back to PNM AS.
14. The PNM AS executes the PN UE redirection control logic for the other UE of the next lower priority which in this example is UE-3.
15-16. As a result of the PN UE redirection control logic execution, the PNM AS forwards the redirected initial request containing the Request-URI of the UE-3 public user identity to the UE-3.
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