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1. Introduction
In TS 24.229 clause  5.2.6.3.3, when the P-CSCF receives from the UE an initial request for a dialog, and a Service-Route header list exists for the initiator of the request, the P-CSCF shall verify that the list of URIs received in the Service-Route header (during the last successful registration or re-registration) matches the preloaded Route headers in the received request. However, there might be some problem during the URI comparison.
2. Discussion

 According to RFC 3261 clause 19.1.4, the URI Comparison including:
- Any uri-parameter appearing in both URIs must match.

- A user, ttl, or method uri-parameter appearing in only one URI never matches, even if it contains the default value.

- A URI that includes an maddr parameter will not match a URI that contains no maddr parameter.

- All other uri-parameters appearing in only one URI are ignored when comparing the URIs.
The "orig" parameter is defined in TS 24.229 clause 7.2A.6, which intended to:

-
tell the S-CSCF that it has to perform the originating services instead of terminating services;

-
tell the I-CSCF that it has to perform originating procedures.

The orig parameter is appended to the address of the S-CSCF, I-CSCF or IBCF by the ASs, when those initiate requests on behalf of the user. The S-CSCF will run originating services whenever the orig parameter is present next to its address. The I-CSCF will run originating procedures whenever the orig parameter is present next to its address. The IBCF will preserve the "orig" parameter in the topmost Route header.
In some abnormal case, UE may send a request for a dialog containing the "orig" parameter in the preloaded Route header，when the P-CSCF receives the request，it will verify that the list of URIs received in the Service-Route header matches the preloaded Route headers in the received request. This verification is done on a per URI basis, not as a whole string. If the “orig” parameter is ignored during the verification, and let the request forward to I-CSCF and S-CSCF with the “orig” parameter.The I-CSCF and S-CSCF will consider the request came from an AS by checking the “orig” parameter, and process the request as a different way compared to the normal request. 
For a normal request sent by an UE, the S-CSCF will process the request by responsing a 407 Authorization, however, according to RFC 3665, AS doesn't support 407 authorization, so the S-CSCF will process the request sent by an AS without the 407 authorization.

The problem is that an illegal User or not registered user can initial a call by appending the “orig” parameter in the Route header to avoid the authorization by the S-CSCF.

To avoid the problem, this paper discusses the solution that should be considered to solve this problem and suggests one option to be agreed.

3. Solution 
We recommend that when the P-CSCF receives the request，it will verify that the list of URIs received in the Service-Route header matches the preloaded Route headers in the received request, this verification should including the “orig” parameter.
Some CR will be brought at this meeting to describe the change at TS 24.229.
