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Introduction
Today, the Short Message Service is a popular service for operators, and accounts for much signalling in and between operator networks. The amount of SMS signalling can be very high, and thus, finding a way to reduce it would be beneficial to operators in saving on HLR load, inter‑PLMN links and general network traffic.
During an investigation by Vodafone in a number of its operating companies, it has been found that an average of 1.6 MAP_MT_SRI_For_SM (or "SMS-SRI") messages to every MAP_MT_Forward_SM (or "ForwardSM") is received for its subscribers. Such an imbalance implies that the SMS SRI procedure is being used for more than just SMS in the real world today!

The SMS-SRI procedure was originally designed to be used only for delivery of MT Short Messages. However, today it is being used for more services/applications than just SMS. To Vodafone's knowledge, at least the following are using the SMS-SRI procedure:

· retrieving basic location information and/or determining if a UE is available/switched-on;

· services/applications that need to find the portability corrected destination PLMN e.g. MMS delivery; 

· and even as a way to populate ENUM databases or service ENUM queries.

Therefore, due to the popularity of SMS and the extended use of the SMS-SRI beyond its original purpose, operators have seen a steady increase in SMS-SRI signalling. The procedure to follow to decrease any signalling is to analyse what information is needed, and to how up‑to-date such information needs to be. Since the information returned in an SMS-SRI procedure is essentially the currently serving network node(s) (i.e. MSC and/or SGSN) and the destination subscriber's IMSI, both are now analysed below.
Analysis of currently serving MSC/SGSN (AKA "Network Node Number" and "Additional Number")
In delivering an MT SM, the most up-to-date information is needed in order to determine the current serving MSC and/or SGSN. Of course, in a PLMN a subscriber is subject to perform a new LAU/RAU to a new MSC/SGSN at any time. Thus, it would seem that this information needs to be as up‑to‑date as possible. However, there are scenarios in which such information is much less likely to change for a given subscriber.

The first such scenario is when MSC and/or SGSN pooling is deployed within a destination operator's network. The MSC and/or SGSN address may actually never change for a subscriber for potentially extremely long periods of time e.g. the time which a subscriber stays within a pool.

Another scenario is during particularly busy periods for an MSC or SGSN e.g. New Year's Eve, or a rock concert. In this scenario the MSC or SGSN may be too overloaded to respond in time to the ForwardSM. In which case, the SMS-SC/SMS-GMSC may retry delivery of the SM at a later time and depending on implementation (and possibly also the length of time between the redelivery attempts), the SMS‑SC/SMS‑GMSC may also execute a new SMS‑SRI before issuing any further ForwardSMs. In such example scenarios, the user is unlikely to have moved to a new MSC/SGSN.
Therefore, there are scenarios where the currently servicing network node (MSC and/or SGSN) is unlikely to change over a given period of time.
Analysis of IMSI

In delivering an MT SM to an MSC or SGSN, the IMSI is needed in order for the MSC/SGSN to uniquely identify the subscriber. As mentioned above, the other services that use/abuse(!) the SMS-SRI generally use it only in order to determine a portability corrected destination PLMN, and thus only the MCC and MNC of the IMSI is actually of any interest to the interrogating node (e.g. MMSC, ENUM server).
The IMSI is subject to change only when the subscriber receives a new SIM card and keeps their current MSISDN. This may happen due to a SIM exchange/upgrade by the operator, in which case the MCC and MNC will predominantly stay the same (except for the rare case where an operator has more than one MCC/MNC pair allocated to them). Or it can happen when the MSISDN is ported to a different operator, in which case the MNC/MCC pair predominantly always change (except for the rare case where the new operator is a virtual operator that is reusing the donor operator's MNC/MCC).

Therefore, the current IMSI for an MSISDN is not subject to change very often; particularly the MNC/MCC which some requesting nodes (e.g. MMSC) are really only interested in.
Conclusion of analysis

Given the above, we can conclude that two main pieces of information obtained from an SMS-SRI in today's world, in some scenarios, are not subject to change very often. Thus, such information could potentially be stored (or "cached") at the interrogating node for a specific period of time, rather than always being requested. Of course, it is still likely that this information could change during the time at which such information is cached. However, since today such information is subject to change in‑between receiving an SMS-SRI response and issuing a ForwardSM, recovery procedures already exist to take account of incorrect/stale information. The key to the solution is to not increase the occurrence of such error related signalling to any degree greater than what is already experienced with today's SMS-SRI signalling!
Proposed Solution
It is proposed to introduce a caching mechanism at the SMS-SRI requesting entity for the MSC/SGSN address (i.e. Network Node Number and Additional Node Number) and the IMSI, in order to reduce the amount of SMS-SRI signalling. 
However, due to the numerous factors detailed above, the owner of the requesting entity (i.e. the operator who owns the SMS‑SC/SMS‑GMSC, MMSC, etc) will unlikely be able to manage the length of time for which each operator's received data should be cached for the multitude of SMS interworking partners a typical operator has today. Consequently, each owner of the data (the destination operator) should be able to advise how long their data should be cached before it is considered out of date, as they will have the most appreciation as to what factors need to be taken into account.

As mentioned above, the two main uses of the SMS-SRI procedure is to determine a node to which an SM should be delivered and to identify the subscribed network of an MSISDN taking into account any number portability. Therefore, it is proposed to add extra fields to the SMS-SRI response (MAP_MT_SRI_For_SM res/ind) to convey the following:

· Relative length of time for which the Network Node Number and Additional Node Number should be cached.

· Relative length of time for which the IMSI should be cached

It should be noted that an absolute time is not proposed, as this would have the disastrous effect of causing spikes of traffic load on signalling links and on the HLR. It should also be noted that the Network Node Number and Additional Node Number need to have one cache time between them, in order to prevent errors in the ForwardSM procedure and ensure that if the HLR gives two addresses for which the ForwardSM should be attempted to be delivered, then both are always attempted, as today. Otherwise, if the value for e.g. only the MSC is retrieved from the cache, but both an MSC and SGSN should be attempted for SM delivery, then the SMS‑GMSC will not try the second destination until the SMS-SRI is re‑initiated.
Once an interrogating node (e.g. an SMS-GMSC, MMSC, SS7 interface of an ENUM database) receives the SMS-SRI response with the expiry values, it can then locally store (i.e. "cache") the returned values for Network Node Number, Additional Node Number (if present) and the IMSI for the specified amount of time. The cache can then be checked before performing any new SMS‑SRI, and thus save signalling load on signalling links and HLRs. As a consequence of not performing an SMS-SRI, execution time may also be saved, particularly in between geographically‑distant networks. Of course, if the interrogating node does not understand these expiry times it shall silently discard them, and processing shall continue as normal i.e. the interrogating node will always perform an SMS‑SRI, and the HLR shall accept this (thus retaining backwards compatibility). If an error is received due to the subscriber being unknown at the MSC/SGSN (specifically, a MAP User Error of "unidentifiedSubscriber") or MMSC (specifically an X-Mms-Request-Status-Code of "Error‑sending‑address‑unresolved"), then the cached information needs to be deleted, and normal SMS/MMS error procedures utilised to re‑query the HLR and forward the SM/MM using the new, more up‑to‑date information.
The following figure depicts the optimised message flow for SMS (MMS would work in exactly the same way and using the same HLR signalling, just utilising different source and end functional entities and message transfer protocol):
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As can be seen above, since the second SM to be sent is within the expiry time of the previously received SMS-SRI response, the cached data is used instead of re‑querying the HLR. For SMS, if either the MSC/SGSN expiry time or the IMSI expiry time has passed, then both cache values are considered out of date and thus the check cache procedure would fail. For MMS and other services/features that rely solely on the IMSI (or MNC/MCC of the IMSI), then the MSC/SGSN data can be ignored i.e. not cached.
If an SMS Router is utilised in the HPLMN of Recipient, then the SMS Router should just transparently pass the expiry times on to the SMS‑GMSC as part of its normal SMS-SRI "proxying" procedures. There is no need for the SMS Router to have to parse these fields as the existing error procedures will take care of any issues. However, in order to properly realise the value of this new feature, the expiry times for the MSC/SGSN address(es) or the IMSI, which ever is shorter, should be aligned with the minimum amount of time an SMS Router does its existing caching of data.
Setting of expiry times
An operator may set an expiry for the Network Node Number/Additional Node Number based on the following:

· The minimum length of time for which a subscriber is allocated to a pool of MSCs and a pool of SGSNs. Therefore, this network node number is unlikely to change until an operator's O&M procedures are invoked when reconfiguring the network, so an operator can set what it thinks is a reasonable time until such O&M procedures may occur.
· The minimum length of time that an operator may withdraw/disable MT SMS to a subscriber. This is because MT-SMS service checks happen only in the HLR during SRI_For_SM servicing: they do not happen in the MSC or SGSN! So if an operator policy is that withdrawal of an MT-SMS subscription for a subscriber should be made "live" within 20 minutes from activation, then this timer is construed to be no more than 20 minutes.
· Minimum length of time an SMS Router, if deployed, caches its data.
An operator may set an expiry for an IMSI based on the following:

· Minimum length of time a new IMSI for an existing MSISDN is to be made "live" in a network. This is purely based on operator policy and may range from anything from a minute to 5 minutes or even an hour. This would happen within a network when a subscriber updates their SIM card or when a subscriber ports their number. For the latter, then the minimum length of time that a subscriber can port their MSISDN to a new operator needs to also be taken into account. For example, if a regulator dictates that an MSISDN must be ported to a new network in 3 hours, then the maximum validity time must be no more than this.

· Minimum length of time an SMS Router, if deployed, caches its data.
In order to mitigate as far as possible any problems arising from incorrect setting of expiry times, an enforced upper limit is imposed in the protocol encoding of the expiry times. See below.
Encoding of expiry times

All timers are relative, rather than absolute e.g. 20 minutes from "now" and never e.g. "17:08, 17/10/2007"! Suggested ASN.1 encoding is to provide the timer in a one octet integer, to minimise on message size overhead. By default, one byte integers in ASN.1 are signed, thus to keep things simple, we should have 127 different "steps" of time.

For the Network Node Number and Additional Node Number expiry time, since it will have to take into account MT-SMS withdrawal times set by the network (which generally will be fairly short), we can use this equation:

[Field_value] * 10 = Number of seconds cache time

This will provide different values in steps of 10 seconds from 0 seconds to 1,270 seconds (which is 21.167 minutes, or 21 minutes and 10 seconds exactly).  A negative or zero value shall indicate that the information should not be cached.
For the IMSI expiry timer, since it can be fairly long, we can use this equation:
[Field_value] * 10 = Number of minutes cache time

This will provide different values in steps of 10 minutes from 0 minutes to 1,270 minutes, (which is 21.167 hours, or 21 hours and 10 minutes exactly).  A negative or zero value shall indicate that the information should not be cached.
In both cases any negative values received imply that the receiving entity behaves the same as if the field was not present. If a value of 0 is received, then this should be taken as an explicit indication that caching should not be used for the associated piece of information.
Conclusion

The above proposal enables operators to potentially decrease inter-PLMN signalling and load on their HLRs by means of enabling caching of data that is not subject to regular changes in the requesting entity. Most importantly, it empowers the owners of the data being cached to control for how long it should be kept, if at all (i.e. by indicating a value of 0 in the expiry time field).
Two expiry timers are proposed: one for the MSC and SGSN address returned, and one for the IMSI returned. For SMS, expiry of either of these timers results in a failed "check cache" procedure. For MMS and any other service that is only interested in the IMSI, the expiry timer, and indeed the actual data, for the MSC/SGSN address(es) can be ignored.

As has been expressed above, many factors as network topology, portability times, to name but a few, must be taken into account by an operator when deciding on a correct expiry time. What suits one operator, will more than likely not suit another!
Proposal

Since this is a small enhancement to the existing specification set, Vodafone do not consider it worthwhile to create and manage a whole new WI. Instead, Vodafone propose that it be considered under the TEI (Technical Enhancements & Improvements) WI, as is usual for any small proposals.

Vodafone consider that, because this enhancement does not affect any service in any way for end users (as it is really just a method of making existing signalling more efficient), there is no impact to any stage 1 specifications. Indeed, SMS does not actually have a formal stage 1 specification (only what is in 3GPP TS 23.040).
