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This paper proposes the description of the IPv6 stateless autoconfiguration procedure.
1.  Introduction
The current version of TR 24.801 deals only with IP address allocation during the attach procedure. However, SA2 agreed that the IP address allocation in EPS can be performed also using mechanisms defined in IETF. This contribution proposes a clean-up of the session about IP address allocation and some text for the usage of DHCPv6 for the configuration of additional parameters which cannot be assigned using IPv6 stateless address autoconfiguration.
2. Discussion

TS 23.401 lists several mechanisms to perform IP address allocation in EPS. The following is an excerpt of section 5.3.1.1: 
EPS shall support the following mechanisms 

a.
IPv4 address allocation via default bearer activation

EPS shall also support the following mechanisms following the attach procedure

a.
/64 IPv6 prefix allocation via IPv6 Stateless Address autoconfiguration according to [18]. 

b.
IPv4 address allocation and IPv4 parameter configuration via DHCPv4 according to [19] and [25].

c.
IPv6 parameter configuration via Stateless DHCPv6 according to [20]

If requested by the UE, the EPS may allocate a shorter than /64 IPv6 prefix delegation via DHCPv6 according to [21]

The current version of TR 24.801 addresses only the IP address allocation during default bearer activation. However, all other mechanisms are in the scope of CT1 specification as the terminal is involved in the procedure. 
When an IETF-based mechanism is used for Ipv6 address allocation, the default mechanism is the stateless autoconfiguration [RFC4862]. However, the UE may need to configure additional parameters that are not carried by Router Advertisements and therefore are not provided to the UE during the stateless autoconfiguration. An example of these parameters is the IP address of the DNS name server that is needed by the UE in order to resolve DNS queries.

For this purpose, the IETF has developed a simplified version of DHCPv6, called stateless DHCPv6 and specified in RFC 3736. The simplified version of DHCPv6 defined in this RFC can be used for the configuration of any parameter except IPv6 addresses or prefixes (as the latter require the maintenance of a dynamic state for individual clients). The exchange is based on the DHCPv6 Information-request message which can be sent by the UE at any time when attached to the EPS. The network informs the UE about the additional parameters with a DHCPv6 Reply message.
3. Proposal
The following changes are proposed in TR 24.801.
*** Start of 1st change ***
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*** End of 1st change ***
*** Start of 2nd change ***
5.1.3.5
IPv6 parameter configuration via stateless DHCPv6
If the O-flag ("Other configuration" flag)  is set in the Router Advertisement and the UE needs to configure additional IP parameters (e.g. DNS server address) that were not provided during the attach procedure or the IPv6 address allocation procedure, the UE shall send a DHCPv6 Information-Request message including the options it wishes to receive, as specified in [x1].
The PDN GW shall reply with the options requested by the UE. Any interaction between the PDN GW and any external DHCPv6 server are specified in [x2].
Editor's note: The details of this procedure when S5-PMIP is used are FFS
*** End of 2nd change ***
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